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Figure 5.2.2.2.14-1 shows a scenario where the NF service consumer (e.g NEF, GMLC) sends a request to the UDM to receive the Internal Group Identifier that corresponds to the provided External Group Identifier and / or the list of the UE identifiers (e.g. SUPIs, GPSIs) that belong to the provided External Group Identifier.




Figure 5.2.2.2.14-1: External Group Identifier Translation
1.	The NF Service Consumer (e.g. NEF, GMLC) shall send a GET request to the resource representing the group identifiers handled by UDM; the External Group Identifier is passed in a query parameter of the request URI, and an indication is also passed if the list of UE identifiers that belong to the provided External Group Identifier are required.
2a.	On success, tThe UDM shall respond with "200 OK" with the message body containing the Internal Group Identifier and / or the list of UE identifiers that belong to the provided External Group Identifier.
2b.	If there is no valid data for this group, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
2c. If the AF included in the request is not allowed to perform this operation for the group, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.
Figure 5.2.2.2.14-2 shows another scenario where the NF service consumer (e.g NEF, GMLC) sends a request to the to receive the External Group Identifier that corresponds to the provided Internal Group Identifier and optionally, the list of the UE identifiers (e.g. SUPIs , GPSIs) pertaining to such group.




Figure 5.2.2.2.14-2: Internal Group Identifier Translation
1.	The NF Service Consumer (e.g. NEF, GMLC) shall send a GET request to the resource representing the Internal Group Identifiers handled by UDM; the Internal Group Identifier is passed in a query parameter of the request URI, and an indication is also passed if the list of UE identifiers that belong to the provided Internal Group Identifier are required.
2a.	On success, tThe UDM shall respond with "200 OK" with the message body containing the corresponding External Group Identifier and / or the list of UE identifiers that belong to the provided External Group Identifier.
2b.	If there is no valid data for this group, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
2c. If the AF included in the request is not allowed to perform this operation for the group, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.

* * * Next Change * * * *
[bookmark: _Toc11338571][bookmark: _Toc27585203][bookmark: _Toc36457164][bookmark: _Toc45028048][bookmark: _Toc45028883][bookmark: _Toc67681642][bookmark: _Toc74944643]6.1.3.20.3.1	GET
This method shall support the URI query parameters specified in table 6.1.3.20.3.1-1.
Table 6.1.3.20.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	supported-features
	SupportedFeatures
	O
	0..1
	see 3GPP TS 29.500 [4] clause 6.6

	af-id
	string
	O
	0..1
	AF Identifier, see 3GPP TS 23.502 [3] clause 4.13.2.2 and clause 4.13.7.2

If not present, additional authorization on AF indentifier is not required (see 3GPP TS 23.502 [3] clause 4.15.6.8)

	ext-groud-id
	ExtGroupId
	C
	0..1
	External Group ID

	int-group-id
	GroupId
	C
	0..1
	Internal Group ID

	ue-id-ind
	boolean
	C
	0..1
	Indication whether UE identifiers are required or not.

When present, it shall be set as following:
- true: UE identifiers are required
- false (default): UE identifiers are not required

	NOTE:	Either ext-group-id or int-group-id shall be present in the request.



Either the ext-group-id or the int-group-id shall be present in the request.
This method shall support the request data structures specified in table 6.1.3.20.3.1-2 and the response data structures and response codes specified in table 6.1.3.20.3.1-3.
Table 6.1.3.20.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.20.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	GroupIdentifiers
	M
	1
	200 OK
	Upon success, a response body containing the group identifier(s) shall be returned.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- GROUP_IDENTIFIER_NOT_FOUND
- DATA_NOT_FOUND

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- AF_NOT_ALLOWED

	NOTE:	In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.1.3.20.3.1-4: Headers supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	If-None-Match
	string
	O
	0..1
	Validator for conditional requests, as described in IETF RFC 7232 [25], clause 3.2

	If-Modified-Since
	string
	O
	0..1
	Validator for conditional requests, as described in IETF RFC 7232 [25], clause 3.3



Table 6.1.3.20.3.1-5: Headers supported by the 200 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Cache-Control
	string
	O
	0..1
	Cache-Control containing max-age, as described in IETF RFC 7234 [26], clause 5.2

	ETag
	string
	O
	0..1
	Entity Tag, containing a strong validator, as described in IETF RFC 7232 [25], clause 2.3

	Last-Modified
	string
	O
	0..1
	Timestamp for last modification of the resource, as described in IETF RFC 7232 [25], clause 2.2




* * * Next Change * * * *
[bookmark: _Toc11338703][bookmark: _Toc27585385][bookmark: _Toc36457387][bookmark: _Toc45028302][bookmark: _Toc45029137][bookmark: _Toc67681899][bookmark: _Toc74944912]6.2.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nudm_UEContextManagement service. The following application errors listed in Table 6.2.7.3-1 are specific for the Nudm_UEContextManagement service.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	NF_CONSUMER_REDIRECT_ONE_TXN
	307 Temporary Redirect
	The request has been asked to be redirected to a specified target for one transaction.

	CONTEXT_NOT_FOUND
	308 Permanent Redirect
	The request has been asked to be redirected to a specified target.

	[bookmark: _Hlk521688969]UNKNOWN_5GS_SUBSCRIPTION
	403 Forbidden
	No 5GS subscription is associated with the user.

	NO_PS_SUBSCRIPTION
	403 Forbidden
	No PS (5GS, EPS, GPRS) subscription is associated with the user.

	ROAMING_NOT_ALLOWED
	403 Forbidden
	The subscriber is not allowed to roam within that PLMN

	USER_NOT_FOUND
	404 Not Found
	The user does not exist in the HPLMN

	CONTEXT_NOT_FOUND
	404 Not Found
	It is used when no corresponding context exists.

	ACCESS_NOT_ALLOWED
	403 Forbidden
	Access type not allowed for the user.

	RAT_NOT_ALLOWED
	403 Forbidden
	RAT is not allowed for the user

	DNN_NOT_ALLOWED
	403 Forbidden
	DNN not authorized for the user

	REAUTHENTICATION_REQUIRED
	403 Forbidden
	Due to operator policies the user needs to be re-authenticated, e.g. last valid authentication is considered obsolete

	INVALID_GUAMI
	403 Forbidden
	The AMF is not allowed to modify the registration information stored in the UDM, as it is not the registered AMF.

	SERVICE_NOT_PROVISIONED
	403 Forbidden
	The request is related to a service that is not provisioned for the user in the 5GS subscription data (e.g. MT-SMS not provisioned).

	SERVICE_NOT_ALLOWED
	403 Forbidden
	The request is related to a service that is not allowed for the user in the 5GS subscription data (e.g. MT-SMS is barred).

	TEMPORARY_REJECT_REGISTRATION 
	409 Conflict
	The request cannot be proccesed due to an ongoing registration procedure.

	TEMPORARY_REJECT_HANDOVER_ONGOING _ONGOING
	409 Conflict
	The request cannot be proccesed due to an ongoing N2 handover procedure.

	UNPROCESSABLE_REQUEST
	422 Unprocessable Entity
	The request cannot be proccesed due to semantic errors when trying to process a patch method 

	ABSENT_SUBSCRIBER_SM
	404 Not Found
	The UE is not reachable for MT-SMS (e.g. SMSF registered but not reachable as indicated by SMS message waiting data or by URRP flag)

	DATA_NOT_FOUND
	404 Not Found
	The requested data associated to the UE or Group does not exist

	AF_NOT_ALLOWED
	403 Forbidden
	This AF is not allowed to perform monitoring configuration.

	GROUP_IDENTIFIER_NOT_FOUND

	404 Not Found
	The group does not exist 



* * * Next Change * * * *
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(... text not shown for clarity ...)

  /group-data/group-identifiers:
    get:
      summary: Mapping of Group Identifiers
      operationId: GetGroupIdentifiers
      tags:
        - Group Identifiers
      parameters:
        - name: ext-group-id
          in: query
          description: External Group Identifier
          required: false
          schema:
            $ref: '#/components/schemas/ExtGroupId'
        - name: int-group-id
          in: query
          description: Internal Group Identifier
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        - name: ue-id-ind
          in: query
          description: Indication whether UE identifiers are required or not
          required: false
          schema:
            type: boolean
            default: false
        - name: supported-features
          in: query
          description: Supported Features
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        - name: af-id
          in: query
          description: AF identifier
          schema:
            type: string
        - name: If-None-Match
          in: header
          description: Validator for conditional requests, as described in RFC 7232, 3.2
          schema:
            type: string
        - name: If-Modified-Since
          in: header
          description: Validator for conditional requests, as described in RFC 7232, 3.3
          schema:
            type: string
      responses:
        '200':
          description: Expected response to a valid request
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/GroupIdentifiers'
          headers:
            Cache-Control:
              description: Cache-Control containing max-age, as described in RFC 7234, 5.2
              schema:
                type: string
            ETag:
              description: Entity Tag, containing a strong validator, as described in RFC 7232, 2.3
              schema:
                type: string
            Last-Modified:
              description: Timestamp for last modification of the resource, as described in RFC 7232, 2.2
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error

* * * End of Changes * * * *





image1.emf
NF Service 

Consumer

UDM

1. GET «�group-data/group-identifiers?ext-group-id=...

2. 200 OK (InternalGroupIdentifiers)


Microsoft_Visio_2003-2010_Drawing.vsd
NF Service Consumer


UDM


1. GET …/group-data/group-identifiers?ext-group-id=...


2. 200 OK (InternalGroupIdentifiers)



image2.emf
NF Service 

Consumer

UDM

1. GET «�group-data/group-identifiers?ext-group-id=...

2a. 200 OK (InternalGroupIdentifiers)

2b. 404 Not Found

2c. 403 Forbidden


Microsoft_Visio_2003-2010_Drawing1.vsd
NF Service Consumer


UDM


1. GET …/group-data/group-identifiers?ext-group-id=...


2a. 200 OK (InternalGroupIdentifiers)
2b. 404 Not Found
2c. 403 Forbidden




image3.emf
NF Service 

Consumer

UDM

1. GET «�group-data/group-identifiers?int-group-id=...

2. 200 OK (ExternalGroupIdentifiers)


Microsoft_Visio_2003-2010_Drawing2.vsd
NF Service Consumer


UDM


1. GET …/group-data/group-identifiers?int-group-id=...


2. 200 OK (ExternalGroupIdentifiers)



image4.emf
NF Service 

Consumer

UDM

1. GET «�group-data/group-identifiers?int-group-id=...

2a. 200 OK (ExternalGroupIdentifiers)

2b. 404 Not Found

2c. 403 Forbidden


Microsoft_Visio_2003-2010_Drawing3.vsd
NF Service Consumer


UDM


1. GET …/group-data/group-identifiers?int-group-id=...


2a. 200 OK (ExternalGroupIdentifiers)
2b. 404 Not Found
2c. 403 Forbidden




