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The following content types shall be supported:
-	JSON, as defined in IETF RFC 8259 [13], shall be used as content type of the HTTP bodies specified in the present specification as indicated in clause  5.4 of 3GPP TS 29.500 [4].
-	The Problem Details JSON Object (IETF RFC 7807 [15]). The use of the Problem Details JSON object in a HTTP response body shall be signalled by the content type "application/problem+json".
Multipart messages shall also be supported (see clause  6.1.2.x4) using the content type "multipart/related", comprising:
-	one JSON body part with the "application/json" content type; and
-	one or more binary body parts with 3gpp vendor specific content subtypes.
The 3gpp vendor specific content subtypes defined in Table  6.1.2.2.2-1 shall be supported.
Table  6.1.2.2.2-1: 3GPP vendor specific content subtypes
	content subtype
	Description

	vnd.3gpp.lpp
	Binary encoded payload, encoding LTE Positioning Protocol (LPP) IEs, as specified in 3GPP TS 36.355 [21].

	NOTE:	Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload (e.g. LPP information) without having to rely on metadata in the JSON payload. 



See clause  6.1.2.x4 for the binary payloads supported in the binary body part of multipart messages.


* * * Next Change * * * *
6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nlmf_Broadcast service based interface protocol.
Table 6.2.6.1-1: Nlmf_Broadcast specific Data Types
	Data type
	Clause defined
	Description

	CipheringKeyInfo
	6.2.6.2.2
	Information within Ciphering Key Data Notification request

	CipheringKeyResponse
	6.2.6.2.3
	Information within Ciphering Key Data Notification Response

	CipheringDataSet
	6.2.6.2.4
	Represents a Ciphering Data Set

	CipheringSetReport
	6.2.6.2.5
	Represents a report of Ciphering Data Set storage

	CipherRequestData
	6.2.6.2.6
	Information within Ciphering Key Data request

	CipherResponseData
	6.2.6.2.7
	Information within Ciphering Key Data Response

	CipheringSetID
	6.2.6.3.2
	Ciphering Data Set ID

	CipheringKey
	6.2.6.3.2
	Ciphering Key

	C0
	6.2.6.3.2
	First component of the initial ciphering counter

	ValidityDuration
	6.2.6.3.2
	Validity Duration of the Ciphering Data Set

	StorageOutcome
	6.2.6.3.3
	Indicates the result of Ciphering Data Set storage

	DataAvailability
	6.2.6.3.4
	Indicates availability of ciphering key data at an LMF



Table 6.2.6.1-2 specifies data types re-used by the Nlmf_Broadcast service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nlmf service based interface.
Table 6.2.6.1-2: Nlmf_Broadcast re-used Data Types
	Data type
	Reference
	Comments

	BinaryBytes
	3GPP TS 29.571 [8]
	Binary data encoded as a base64 character string

	DateTime
	3GPP TS 29.571 [8]
	Date and Time

	Uri
	3GPP TS 29.571 [8]
	Uniform Resource Identifier

	SupportedFeatures
	3GPP TS 29.571 [8]
	Supported Features

	RedirectResponse
	3GPP TS 29.571 [8]
	Redirect Response



* * * Next Change * * * *
6.2.6.2.4	Type: CipheringDataSet
Table 6.2.6.2.4-1: Definition of type CipheringDataSet
	Attribute name
	Data type
	P
	Cardinality
	Description

	cipheringSetID
	CipheringSetID
	M
	1
	Identification of a ciphering data set

	cipheringKey
	CipheringKey
	M
	1
	A ciphering key value

	c0
	C0
	M
	1
	First component of the initial ciphering counter as defined in clause 7.4.2 of 3GPP TS 36.355 [21]

	ltePosSibTypes
	BinaryBytes
	O
	0..1
	This IE contains a bitmap indicating the LTE positioning SIB types for which the ciphering data set is applicable:
-	a bit set to 0 indicates that the ciphering data set is not applicable to the corresponding LTE positioning SIB type
-	a bit set to 1 indicates that the ciphering data set is applicable to the corresponding LTE positioning SIB type

The mapping of the bits to the LTE positioning SIB types is as follows:

--	bit 8 in the first octet maps to positioning SIB Type 1-1
--	bit 7 in the first octet maps to positioning SIB Type 1-2
--	bit 6 in the first octet maps to positioning SIB Type 1-3
--	bit 5 in the first octet maps to positioning SIB Type 1-4
--	bit 4 in the first octet maps to positioning SIB Type 1-5
--	bit 3 in the first octet maps to positioning SIB Type 1-6
--	bit 2 in the first octet maps to positioning SIB Type 1-7
--	bit 1 in the first octet maps to positioning SIB Type 1-8

--	bit 8 in the second octet maps to positioning SIB Type 2-1
--	bit 7 in the second octet maps to positioning SIB Type 2-2
--	bit 6 in the second octet maps to positioning SIB Type 2-3
--	bit 5 in the second octet maps to positioning SIB Type 2-4
--	bit 4 in the second octet maps to positioning SIB Type 2-5
--	bit 3 in the second octet maps to positioning SIB Type 2-6
--	bit 2 in the second octet maps to positioning SIB Type 2-7
--	bit 1 in the second octet maps to positioning SIB Type 2-8

--	bit 8 in the third octet maps to positioning SIB Type 2-9
--	bit 7 in the third octet maps to positioning SIB Type 2-10
--	bit 6 in the third octet maps to positioning SIB Type 2-11
--	bit 5 in the third octet maps to positioning SIB Type 2-12
--	bit 4 in the third octet maps to positioning SIB Type 2-13
--	bit 3 in the third octet maps to positioning SIB Type 2-14
--	bit 2 in the third octet maps to positioning SIB Type 2-15
--	bit 1 in the third octet maps to positioning SIB Type 2-16

--	bit 8 in the fourth octet maps to positioning SIB Type 2-17
--	bit 7 in the fourth octet maps to positioning SIB Type 2-18
--	bit 6 in the fourth octet maps to positioning SIB Type 2-19
--	bit 5 in the fourth octet maps to positioning SIB Type 2-20
--	bit 4 in the fourth octet maps to positioning SIB Type 2-21
--	bit 3 in the fourth octet maps to positioning SIB Type 2-22
--	bit 2 in the fourth octet maps to positioning SIB Type 2-23
--	bit 1 in the fourth octet maps to positioning SIB Type 2-24

--	bit 8 in the fifth octet maps to positioning SIB Type 2-25
--	bit 7 in the fifth octet maps to positioning SIB Type 3-1
--	bit 6 in the fifth octet maps to positioning SIB Type 4-1
--	bit 5 in the fifth octet maps to positioning SIB Type 5-1

Any unassigned bits are spare and shall be coded as zero. Non-included bits shall be treated as being coded as zero.
(NOTE 1)

	nrPosSibTypes
	BinaryBytes
	O
	0..1
	This IE contains a bitmap indicating the NR positioning SIB types for which the ciphering data set is applicable:
-	a bit set to 0 indicates that the ciphering data set is not applicable to the corresponding NR positioning SIB type
-	a bit set to 1 indicates that the ciphering data set is applicable to the corresponding NR positioning SIB type

The mapping of the bits to the NR positioning SIB types is as follows:

--	bit 8 in the first octet maps to positioning SIB Type 1-1
--	bit 7 in the first octet maps to positioning SIB Type 1-2
--	bit 6 in the first octet maps to positioning SIB Type 1-3
--	bit 5 in the first octet maps to positioning SIB Type 1-4
--	bit 4 in the first octet maps to positioning SIB Type 1-5
--	bit 3 in the first octet maps to positioning SIB Type 1-6
--	bit 2 in the first octet maps to positioning SIB Type 1-7
--	bit 1 in the first octet maps to positioning SIB Type 1-8

--	bit 8 in the second octet maps to positioning SIB Type 2-1
--	bit 7 in the second octet maps to positioning SIB Type 2-2
--	bit 6 in the second octet maps to positioning SIB Type 2-3
--	bit 5 in the second octet maps to positioning SIB Type 2-4
--	bit 4 in the second octet maps to positioning SIB Type 2-5
--	bit 3 in the second octet maps to positioning SIB Type 2-6
--	bit 2 in the second octet maps to positioning SIB Type 2-7
--	bit 1 in the second octet maps to positioning SIB Type 2-8

--	bit 8 in the third octet maps to positioning SIB Type 2-9
--	bit 7 in the third octet maps to positioning SIB Type 2-10
--	bit 6 in the third octet maps to positioning SIB Type 2-11
--	bit 5 in the third octet maps to positioning SIB Type 2-12
--	bit 4 in the third octet maps to positioning SIB Type 2-13
--	bit 3 in the third octet maps to positioning SIB Type 2-14
--	bit 2 in the third octet maps to positioning SIB Type 2-15
--	bit 1 in the third octet maps to positioning SIB Type 2-16

--	bit 8 in the fourth octet maps to positioning SIB Type 2-17
--	bit 7 in the fourth octet maps to positioning SIB Type 2-18
--	bit 6 in the fourth octet maps to positioning SIB Type 2-19
--	bit 5 in the fourth octet maps to positioning SIB Type 2-20
--	bit 4 in the fourth octet maps to positioning SIB Type 2-21
--	bit 3 in the fourth octet maps to positioning SIB Type 2-22
--	bit 2 in the fourth octet maps to positioning SIB Type 2-23
--	bit 1 in the fourth octet maps to positioning SIB Type 3-1

--	bit 8 in the fifth octet maps to positioning SIB Type 4-1
--	bit 7 in the fifth octet maps to positioning SIB Type 5-1
--	bit 6 in the fifth octet maps to positioning SIB Type 6-1
--	bit 5 in the fifth octet maps to positioning SIB Type 6-2
--	bit 4 in the fifth octet maps to positioning SIB Type 6-3

Any unassigned bits are spare and shall be coded as zero. Non-included bits shall be treated as being coded as zero.
(NOTE 1)

	validityStartTime
	DateTime
	M
	1
	This IE contains the UTC time when the ciphering data set becomes valid.

	validityDuration
	ValidityDuration
	M
	1
	The validity duration of the ciphering data set.

	taiList
	BinaryBytes
	O
	0..1
	This IE contains the TAIs of the tracking areas for which the ciphering data set is applicable. It is encoded as octets 2 to n of the 5GS tracking area identity list IE specified in clause 9.11.3.9 of 3GPP TS 24.501 [22].

If this IE is omitted, the ciphering data set is valid in the entire PLMN.

	NOTE  1: 	At least one of ltesibTypes IE and nrsibTypes IE shall be included.
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6.2.6.3.2	Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.
Table 6.2.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description

	CipheringSetID
	integer
	The ciphering set ID
Minimum = 0. Maximum = 65535 

	CipheringKey
	BinaryBytes
	A 128 bit ciphering key encoded using 16 octetsas a base64 character string

	C0
	BinaryBytes
	A 128 bit value for C0 encoded using 16 octetsas a base64 character string

	ValidityDuration
	integer
	The validity duration in minutes.
Minimum = 1. Maximum = 65535
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(... text not shown for clarity ...)

    CipheringDataSet:
      type: object
      required:
        - cipheringSetID
        - cipheringKey
        - c0
        - validityStartTime
        - validityDuration
      properties:
        cipheringSetID:
          $ref: '#/components/schemas/CipheringSetID'
        cipheringKey:
          $ref: '#/components/schemas/CipheringKey'
        c0:
          $ref: '#/components/schemas/C0'
        ltePosSibTypes:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BinaryBytes'
        nrPosSibTypes:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BinaryBytes'
        validityStartTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        validityDuration:
          $ref: '#/components/schemas/ValidityDuration'
        taiList:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BinaryBytes'

(... text not shown for clarity ...)

#
#
# SIMPLE TYPES
#
    CipheringSetID:
      type: integer
      minimum: 0
      maximum: 65535
    CipheringKey:
      $ref: 'TS29571_CommonData.yaml#/components/schemas/BinaryBytes'
    C0:
      $ref: 'TS29571_CommonData.yaml#/components/schemas/BinaryBytes'
    ValidityDuration:
      type: integer
      minimum: 1
      maximum: 65535

(... text not shown for clarity ...)

* * * End of Changes * * * *
