	
3GPP TSG-CT WG4 Meeting #105-e	C4-214210
E-Meeting, 17th – 27th August 2021

Source:	ZTE
Title:	Discussion on Remaining Issues of I-SMF/V-SMF Restoration
Spec:	
Agenda item:	6.3.1 / TEI17, ETSUN
Document for:	Discussion / Approval

1. Introduction
Several Editor’s Notes related to I-SMF/V-SMF restoration are remaining in TS23.527, and need to be solved.
1) ISSUE#1:
Editor's Note:	It needs to be further check how the AMF knows there is no SMF Set support or the old I-SMF/V-SMF is not in an SMF Set. The AMF may get such knowledge from the following possible way: from the local configuration, from the SMF Profiles via NRF query, or from the exchanged SBI signalling, etc.
During PDU session establishment, the anchor SMF is selected by the AMF by e.g. local configuration or NRF query. The AMF should know whether the SMF is within an SMF SET and know the supported feature of the SMF by the following ways: a) from its local knowledge, b) from SMF profiles via NRF query, c) from features indicated in exchanged SBI signalling between AMF and SMF. Similarly, when I-SMF/V-SMF is selected and inserted, the AMF can also get such information of the I-SMF/V-SMF.
Once the AMF learns sufficient information (e.g. SMF SET information, SMF supported features), it can determine whether I-SMF/V-SMF restoration procedure is needed in the case of I-SMF/V-SMF failure.
Proposal#1: Clarify the AMF behaviour of getting SMF set info and SMF supported features via e.g. NRF query, SBI signalling exchanged. Thus, the AMF can make decision to trigger the I/V-SMF restoration procedure when I/V-SMF failure is detected.

2) ISSUE#2:
Editor's Note:	It is FFS on how to handle the case where the N3 tunnel is already established. Whether and how the AMF knows the N3 tunnel is already established, and how to provide such information to the new I-SMF/V-SMF.
If the I-SMF/V-SMF failure is detected by the AMF during the UE initiated Service Request procedure, the UE may indicate the PDU session to be activated. The AMF sets upCnxState to ACTIVATING when sending request to the SMF, and the SMF thus establishes N3 tunnel for this PDU session.
If the I-SMF/V-SMF failure is detected by the AMF during other procedure, e.g. MT signalling to the AMF, it is not sure whether the AMF knows the N3 tunnel is already established (between the RAN and the old I-UPF/V-UPF) or not. As there is no UE indication like in the Service Request procedure, the AMF is difficult to set proper upCnxState to request the new I-SMF/V-SMF to activate N3 tunnel.
However, it is observed that in the CreateSMContext / UpdateSMContext response message, the SMF will return the upCnxState to the AMF, to indicate the actual UP connection state (e.g. ACTIVIATING, ACTIVATED, DEACTIVATED, etc.). The AMF thus can store the UP connection state into its PDU session contexts.
With the enhancement to require the AMF to store the upCnxState received from the SMF, the AMF will have capability to handle the I-SMF/V-SMF restoration procedure triggered by the AMF e.g. in a MT procedure. If the AMF knows the stored UP connection state is ACTIVATED, the AMF can set upCnxState to REACTIVATING (new value) in the CreateSMContex request to the new I-SMF/V-SMF. The new I-SMF/V-SMF can thus request the new I/V-UPF to activate N3 tunnel, if the upCnxState is set to REACTIVATING by the AMF.
NOTE: Alternatively, instead of defining new value REACTIVTING, the AMF can set the upCnxState to ACTIVATED in this case. This alternative only requires enhancement to the AMF/SMF behaviour but doesn’t have impact on the Nsmf interface.
Meanwhile, to support I-SMF/V-SMF restoration in AMF mobility case, it should transfer the stored UP connection state to the new AMF.
Proposal#2: The AMF shall store the UP connection state received from the SMF, and should transfer this UP connection state to the new AMF in AMF mobility case.
[bookmark: _GoBack]Proposal#3: For I-SMF/V-SMF restoration triggered by the AMF e.g. in a MT procedure, the AMF can set upCnxState to REACTIVATING in the CreateSMContext request to the new I/V-SMF, if it knows the UP connection was previously activated. The new I/V-SMF shall request the new I/V-UPF to activate N3 tunnel in this case.

3) ISSUE#3:
Editor's Note:	It is FFS whether it is possible to make the new I-SMF/V-SMF know the identity of the old I-UPF/V-UPF, so as to avoid selecting a new I-UPF/V-UPF and possibly loose user plane packets.
In a PDU session establishment / modification procedure with I-SMF/I-UPF insertion, the I-UPF is selected by the I-SMF and such I-UPF/ info is not provided to other NF, e.g. the AMF. 
During the I-SMF/V-SMF restoration procedure initiated by the AMF, the AMF selects a new I-SMF/V-SMF. The new I-SMF/V-SMF may select a new I-UPF/V-UPF, and may possibly select the old I-UPF/V-UPF previous selected by the old I-SMF/V-SMF.
If the AMF knows the old I-UPF/V-UPF previous selected by the old I-SMF/V-SMF, it can directly provide this UPF info to the new I-SMF/V-SMF, thus the new I-SMF/V-SMF can determine to continue using the old I-UPF/V-UPF or select a new one.
To support this, the I-SMF/V-SMF can provide the selected I-UPF/V-UPF info (e.g. UPF Instance ID) back to the AMF in CreateSMContext / UpdateSMContext response message. It requires the selected I-SMF/V-SMF to support the I-SMF/V-SMF restoration procedure.
Proposal#4: It is proposed to discuss the solution to store the I-UPF/V-UPF info in the AMF and provide it back to the new I-SMF/V-SMF during I-SMF/V-SMF restoration procedure.

4) ISSUE#4:
Editor's Note:	When downlink data arrives at the old I-UPF/V-UPF, if the old I-UPF/V-UPF detects the failure of old I-SMF/V-SMF, it may send GTP-U Error Indication towards the UPF(PSA). The UPF(PSA) may trigger the anchor SMF to release the PFCP session, and thus release the PDU session. It creates race condition to the I-SMF/V-SMF restoration procedure, and introduces unpredictable system behaviour. How to solve this problem is FFS.
When the I-SMF/V-SMF restoration procedure is triggered by the AMF, downlink data may still be transmitting. If the I-UPF/V-UPF receives downlink data but detects the failure of the old I-SMF/V-SMF, it may send GTP-U Error Indication to the UPF(PSA). The UPF(PSA) is triggered to send PFCP session report to the anchor SMF to report the GTP-U error. The anchor SMFmay thus release the PFCP session and the PDU session, while the I-SMF/V-SMF restoration procedure may go to the anchor SMF. In this case, it creates race condition to the I-SMF/V-SMF restoration procedure, and introduces unpredictable system behaviour.
To avoid the race condition in the anchor SMF, a simple way is let the old I-UPF/V-UPF defer sending GTP-U Error Indication towards the UPF(PSA). If an operators wants to implement the I-SMF/V-SMF restoration procedure, it should configuration the I-UPF/V-UPF to defer sending GTP-U Error Indication towards the UPF(PSA).
Proposal#5: If the network supports I-SMF/V-SMF restoration procedure, the operator should configure the I-UPF/V-UPF to defer sending GTP-U Error Indication towards the UPF(PSA).

2. Proposal
It is proposed to discuss the above solutions and determine whether to adopt them or make improvement to them.
