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1. Introduction
This contribution proposes to change NumOfPDUsPerSlice service name to PDUSAC.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.2.0.

[bookmark: _Hlk61529092]
* * * First Change * * * *
[bookmark: _Toc73369619][bookmark: _Toc70325104][bookmark: _Toc71056801][bookmark: _Toc510696596][bookmark: _Toc35971388][bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc70325110][bookmark: _Toc71056806]5.1	Introduction
The NSACF supports the following services.
Table 5.1-1: NF Services provided by NSACF
	Service Name
	Description
	Example Consumer

	Nnsacf_NumOfUEsPerSlice
	This service allows NF service consumer (e.g. AMF) to request NSACF to perform per slice admission control for the number of UEs.
	AMF

	Nnsacf_PduSACNumOfPDUsPerSlice
	This service allows NF service consumer (e.g. SMF) to request NSACF to perform per slice admission control for the number of PDU sessions.
	SMF

	Nnsacf_SliceEventExposure
	This service provide event based notifications to the consumer NF related to the number of UEs registered to a network slice or/and the number of PDU Sessions established to a network slice.
	NEF



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nnsacf_NumOfUEsPerSlice
	6.1
	per slice admission control service for the number of UEs
	TS29536_Nnsacf_NumOfUEsPerSlice.yaml
	nnsacf-num-of-ues-per-slice
	A.2

	Nnsacf_PduSACNumOfPDUsPerSlice
	6.2
	per slice admission control service for the number of PDU sessions
	TS29536_Nnsacf_PduSACNumOfPDUsPerSlice.yaml
	nnsacf-pdusacnum-of-pdus-per-slice
	A.3

	Nnsacf_SliceEventExposure
	6.3
	Slice related event subscription and notification
	TS29536_Nnsacf_SliceEventExposure.yaml
	nnsacf-slice-ee
	A.4



Editor's Note:	The name of "NumOfUEsPerSlice" / "NumOfPDUsPerSlice" looks more like a name for a service operation other than a name for a service. It is FFS whether a better name for the service should be considered, e.g. "UESAC" (UE related per Slice Admission Control) or "PDUSAC" (PDU related per Slice Admission Control). If so, an LS to SA2 is needed.
* * * Next Change * * * *
[bookmark: _Toc73369630][bookmark: _Toc70325148][bookmark: _Toc71056844]5.3	Nnsacf_PduSACNumOfPDUsPerSlice Service
[bookmark: _Toc73369631]5.3.1	Service Description
The Nnsacf_PduSACNumOfPDUsPerSlice service provides the service capability for the NF Service Consumer (e.g. SMF) to request admission control for PDU sessions registered to a specific network slice. The following are the key functionalities of this NF service:
-	Request the NSACF to control the number of PDU sessions registered to a specific slice, e.g. perform availability check and update the number of PDU sessions registered to a specific slice;
The Nnsacf_PduSACNumOfPDUsPerSlice service supports the following service operations.
Table 5.3.1-1: Service operations supported by the Nnsacf_PduSACNumOfPDUsPerSlice service
	Service Operations
	Description
	Operation
Semantics
	Example Consumer(s)

	AvailabilityCheckAndUpdate
	Request the NSACF to perform admission control related to the number of PDU sessions registered to a slice.
	Request/Response
	SMF



Editor's Note:	It is FFS whether a better name for the "AvailabilityCheckAndUpdate" service operation should be considered. If so, an LS to SA2 is needed.
Editor's Note:	SA2 may define another procedure to also allow the AMF to invoke this service.
[bookmark: _Toc73369632]5.3.2	Service Operations
[bookmark: _Toc73369633]5.3.2.1	Introduction
This clause introduces the related procedures using Nnsacf_PduSACNumOfPDUsPerSlice service operations to request the NSACF to control the number of PDU sessions registered to a specific slice.
[bookmark: _Toc73369634]5.3.2.2	AvailabilityCheckAndUpdate
[bookmark: _Toc73369635]5.3.2.2.1	General
The AvailabilityCheckAndUpdate service operation shall be used by the NF Service Consumer (e.g. SMF) to request the NSACF to control the number of PDU sessions registered to a specific slice, e.g. perform availability check and update the number of PDU sessions registered to a slice. It is used in the following procedures:
-	SMF initiated network slice admission control procedure related to control the number of PDU sessions registered to a slice (see clause 4.2.11.x of 3GPP TS 23.502 [3]).
[bookmark: _Toc73369636]5.3.2.2.2	 SMF initiated network slice admission control for PDU sessions
The NF Service Consumer (e.g. SMF) shall invoke the AvailabilityCheckAndUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.3.2.2.2-1.


Figure 5.3.2.2.2-1: Availability Check for Number of PDU sessions per Slice
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices) in the NSACF. The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control.
The update flag within the PduACRequestData shall be set "increase" for a PDU session which is to be established, and shall be set to "decrease" for a PDU session which is to be released.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "INCREASE" the NSACF shall first check the total number of PDU sessions registered to this slice will not exceed the maximum number of PDU sessions allowed to be registered to this slice.
-	if no excess, the NSACF updates the total number of PDU sessions registered to this slice accordingly;
-	if the total number of PDU sessions exceeds the maximum of PDU sessions allowed to be registered to this slice, the NSACF shall not update the total number of PDUs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "EXCEED_MAX_NUM" reason;
Editor's Note:	It is FFS how to achieve high admission control accuracy, e.g. whether and how the NSACF check one PDU session is already counted or not. If the NSACF needs to do such check, it thus requests the NSACF to store the PDU sessions registered to a slice in its storage.
· if the update flag is set to "DECREASE", the NSACF decreases the total number of PDU sessions registered to this slice;
If above NSACF handling is successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
Editor's Note:	It is decided to return "200 OK" at this time, as the NSACF handling is regarded successful even the total number of PDU sessions for some S-NSSAI exceed the allowed maximum number.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.2.3.1-3. 
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
* * * Next Change * * * *
[bookmark: _Toc73369685][bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc70325149][bookmark: _Toc71056845][bookmark: _Hlk525137310][bookmark: _Toc510696649]6.2	Nnsacf_PduSACNumOfPDUsPerSlice Service API
[bookmark: _Toc73369686]6.2.1	Introduction
The Nnsacf_PduSACNumOfPDUsPerSlice shall use the Nnsacf_PduSACNumOfPDUsPerSlice API.
The API URI of the Nnsacf_PduSACNumOfPDUsPerSlice API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "nnsacf-pdusacnum-of-pdus-per-slice".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc73369687]6.2.2	Usage of HTTP
[bookmark: _Toc73369688]6.2.2.1	General
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnsacf_PduSACNumOfPDUsPerSlice API is contained in Annex A.
[bookmark: _Toc73369689]6.2.2.2	HTTP standard headers
[bookmark: _Toc73369690]6.2.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
[bookmark: _Toc73369691]6.2.2.2.2	Content type
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc73369692]6.2.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
[bookmark: _Toc73369693]6.2.3	Resources
[bookmark: _Toc73369694]6.2.3.1	Overview
The figure 6.2.3.1-1 describes the resource URI structure of the Nnsacf_PduSACNumOfPDUsPerSlice API.



Figure 6.2.3.1-1: Resource URI structure of the Nnsacf_PduSACNumOfPDUsPerSlice API
Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.2.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Slice Collection Subject to NSAC
(Collection)
	/slices
	POST
	Request the NSACF to perform network slice admission control related to the number of PDU sessions registered to a slice, for a group of slices.



[bookmark: _Toc73369695]6.2.3.2	Resource:  Slice Collection Subject to NSAC
[bookmark: _Toc73369696]6.2.3.2.1	Description
This resource represents the collection of slice subject to NSAC.
This resource is modelled with the Store resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc73369697]6.2.3.2.2	Resource Definition
Resource URI: {apiRoot}/<apiName>/<apiVersion>/slices
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.1.1

	apiVersion
	string
	See clause 6.1.1

	
	
	



[bookmark: _Toc73369698]6.2.3.2.3	Resource Standard Methods
[bookmark: _Toc73369699]6.2.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	
	
	
	

	PduACRequestData
	M
	1
	Request data for NSAC procedure related to the number of PDU sessions per slice.



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	PduACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of PDU sessions per slice.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if the given S-NSSAI is not found from the NSSAI which are subject to NSAC procedure;

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponses may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc73369700]6.2.3.2.4	Resource Custom Operations
In this release of this specification, no custom operations associated to this resource is defined.
[bookmark: _Toc73369701]6.2.4	Custom Operations without associated resources
In this release of this specification, no custom operations without associated resources are defined.
[bookmark: _Toc73369702]6.2.5	Notifications
In this release of this specification, no notifications are defined.
[bookmark: _Toc73369703]6.2.6	Data Model
[bookmark: _Toc73369704]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nnsacf_PduSACNumOfPDUsPerSlice service based interface protocol.
Table 6.2.6.1-1: Nnsacf_PduSACNumOfPDUsPerSlice specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	PduACRequestData
	6.2.6.2.2
	Input data for NSAC procedure related to the number of PDUs per slice.
	

	PduACResponseData
	6.2.6.2.3
	Response data 
	



Table 6.2.6.1-2 specifies data types re-used by the Nnsacf_PduSACNumOfPDUsPerSlice  service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_PduSACNumOfPDUsPerSlice service based interface.
Table 6.2.6.1-2: Nnsacf_PduSACNumOfPDUsPerSlice re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	RedirectResponse
	3GPP TS 29.571 [16]
	Redirect Response
	



[bookmark: _Toc73369705]6.2.6.2	Structured data types
[bookmark: _Toc73369706]6.2.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc73369707]6.2.6.2.2	Type: PduACRequestData
Table 6.2.6.2.2-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



[bookmark: _Toc73369708]6.2.6.2.3	Type: PduACResponseData
Table 6.2.6.2.3-1: Definition of type PduACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



[bookmark: _Toc73369709]6.2.6.3	Simple data types and enumerations
[bookmark: _Toc73369710]6.2.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc73369711]6.2.6.3.2	Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.
Table 6.2.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc73369712]6.2.6.4	Data types describing alternative data types or combinations of data types
In this release, no alternative data types or combinations of data types are defined in this specification.
[bookmark: _Toc73369713]6.2.6.5	Binary data
In this release, no binary data types are defined in this specification.
* * * Next Change * * * *
[bookmark: _Toc73369714]6.2.7.3	Application Errors
The application errors defined for the Nnsacf_PduSACNumOfPDUsPerSlice service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.



[bookmark: _Toc73369715]6.2.7	Error Handling
[bookmark: _Toc73369716]6.2.7.1	General
For the Nnsacf_PduSACNumOfPDUsPerSlice API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nnsacf_PduSACNumOfPDUsPerSlice API.
[bookmark: _Toc73369717]6.2.7.2	Protocol Errors
No specific procedures for the Nnsacf_PduSACNumOfPDUsPerSlice service are specified.
[bookmark: _Toc73369718]6.2.7.3	Application Errors
The application errors defined for the Nnsacf_PduSACNumOfPDUsPerSlice service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.



[bookmark: _Toc73369719]6.2.8	Feature negotiation
The optional features in table 6.2.8-1 are defined for the Nnsacf_PduSACNumOfPDUsPerSlice API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc73369720]6.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnsacf_PduSACNumOfPDUsPerSlice API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnsacf_PduSACNumOfPDUsPerSlice API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnsacf_PduSACNumOfPDUsPerSlice service.
The Nnsacf_PduSACNumOfPDUsPerSlice API defines a single scope "nnsacf-pdusacnum-of-pdus-per-slice" for the entire service, and it does not define any additional scopes at resource or operation level.

* * * Next Change * * * *
[bookmark: _Toc73369754]A.3	Nnsacf_PduSACNumOfPDUsPerSlice API
openapi: 3.0.0
info:
  title: Nnsacf_PduSACNumOfPDUsPerSlice
  version: 1.0.0-alpha.1
  description: |
    Nnsacf_PduSACNumOfPDUsPerSlice Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
externalDocs:
  description: 3GPP TS 29.536 V0.2.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.536/
servers:
  - url: '{apiRoot}/nnsacf-pdusacnum-of-pdus-per-slice/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501
security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-pdusacnum-of-pdus-per-slice
paths:
  # API specific definitions
components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnsacf-pduacnum-of-pdus-per-slice: Access to the Nnsacf_PduSACNumOfPDUsPerSlice API
  schemas:
    # API specific definitions

* * * End of Changes * * * *
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