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1. Introduction
This contribution aims to clarify the assumptions used in the different SCTP based solution.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.941v1.0.1.
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The proposed solution is based on the following assumptions:
-	The server implements an SCTP multiplexer that can serve multiple applications on a single well-known STCP port.
-	Each SCTP application hosted in the server is configured with an internal IP address and a listening port. The SCTP multiplexer is configured with forwarding rules that associate an SCTP Payload Protocol Identifier with a target internal IP address/port. The forwarding rules are used by the SCTP multiplexer to forward incoming SCTP application traffic received on the well-known STCP port to the internal application processes.
-	The client is configured with the IP address of the server to contact and use the well-known STCP port associated to the SCTP multiplexer or the IP address is discovered using basic DNS procedures.
To set-up a transport connection with the SCTP application server, the following steps apply:
1	The client sends an INIT signal to the SCTP multiplexer on the dedicated port to initiate an association.
2	On receipt of the INIT signal, the SCTP multiplexer sends an INIT-ACK response to the client. This INIT-ACK signal contains a state cookie.
3	On receipt of this INIT-ACK signal, the client sends a COOKIE-ECHO response, which just echoes the state cookie.
4	After verifying the authenticity of the state cookie, the SCTP multiplexer then allocates the resources for the association, sends a COOKIE-ACK response acknowledging the COOKIE-ECHO signal, and the association is said ESTABLISHED.
5	The client can send to the SCTP multiplexer user data encapsulated within SCTP DATA chunks, each DATA chunk including a Payload Protocol Identifier identifying the requested application.
6	The SCTP multiplexer checks the Payload Protocol Identifier included in each received DATA chunk.
a	If the Payload Protocol Identifier is supported i.e., there is an internal process that supports the requested application, the SCTP multiplexer delivers the user data to the correct receiving application. The reception of the DATA chunk is then acknowledged by a SACK chunks and protocol data exchange between the client and the application behind the SCTP multiplexer can continue.
b	If the Payload Identifier is not supported i.e., there is no internal process that supports the requested application, the SCTP multiplexer will abort the created SCTP association, sending an ABORT chunk to the client that contains a User-Initiated Abort cause code (12). A specific Upper Layer Abort Reason (e.g. "Unsupported Payload Protocol Identifier") can also be included and be delivered to the upper-layer protocol at the peer.
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