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1. Reason for Change
3GPP found solution#6 viable, which means CT4 needs to document with a new annex 3GPP procedures for Service Name and Port Number registry management.
The above requires at least the following changes:
· Clause 4.4 on solution#6 shall be updated. A reference to the new annex shall also be added.
· [bookmark: _GoBack]As the new annex is added to the TR, the last, Change history annex ID shall be incremented. Besides, all annexes in a TR are informative and therefore 'informative' shall be removed from the annex title.
2. Proposal
[bookmark: _Hlk61529092]It is proposed to agree the following changes to 3GPP TR 29.941v1.0.0.

*******
* * * First Change * * * *
[bookmark: _Toc70082205][bookmark: _Toc70927213][bookmark: _Toc73782035][bookmark: _Toc63666278][bookmark: _Toc66105112][bookmark: _Toc66106985][bookmark: _Toc66462642][bookmark: _Toc70328280][bookmark: _Toc73782058]4.4	3GPP allocated port number solution#6
[bookmark: _Toc69591319][bookmark: _Toc70082206][bookmark: _Toc70927214][bookmark: _Toc73782036]4.4.1	General
In scenarios, when IANA allocated default port numbers cannot be used, while a new 3GPP interface application may require a pre-defined specific server port number, 3GPP becomes responsible for allocating a server port number. Such port numbers should be assigned from a sub-range of the Dynamic/Private Port range [49152 - 65535]. 
NOTE:	Clause 4 in IETF RFC 6335 [2] specifies that the term "assignment" is used to refer to the procedure by which IANA provides service names and/or port numbers to requesting parties and that other RFCs refer to this as "allocation" or "registration". IANA does not assign port numbers from Dynamic/Private Port range [49152 - 65535] and therefore any application designer is free to use any of these ports at will.
When a new 3GPP Rel-17 and onwards application requires pre-defined server port number, during the application initialization the operating system will tell the new application if the port is already in use or not. If the port is in use by another, legacy application, the new application or operating system shall ensure that the legacy application stops using the port. It is up to the implementation to decide if the legacy application will be forced to stop using the port immediately, or if the legacy application will be granted some period of time for graciously removing the port from usage.
Any sub-range from [49152 - 65535] range would be good for this purpose. It is proposed3GPP decided to set aside a sub-range of 101 ports from 65400 to 65500. 3GPP allocated port numbers are documented in Annex D of this specificationcould start allocating pre-defined server port numbers from this sub-range for 3GPP applications. Formal mechanism should be defined later on.
[bookmark: _Toc69591320][bookmark: _Toc70082207][bookmark: _Toc70927215][bookmark: _Toc73782037]4.4.2	Detailed description
3GPP should document the future port allocations to specific 3GPP interface applications in an annex to this study.
The proposed solution is based on the following assumptions:
1.	Dynamic/Private Port number range [49152 - 65535] is not restricted by IANA and may be used by 3GPP or non-3GPP applications without any restrictions.
2.	Many existing interface applications are dynamically selecting port numbers from range [49152 - 65535] when populating source port field in UDP/TCP/SCTP header, e.g. for load balancing. In a request-response type of communication, the remote peer typically sends the response message to the port number, which is populating the source port field of the received request message.
3.	Let's assume, 3GPP specifies in Rel-17 or onwards that the port number of some new application 'X' is e.g. 50000. 
4.	When sending a request message, the new application X will populate the port numbers as follows:
-	Destination port: e.g. 50000
-	Source port: e.g. 60000  
5.	When the application peer sends a response, the new remote application X will populate the port numbers in a reverse order:
-	Destination port: 60000
-	Source port: 50000
6.	Now, in the network there will be other, legacy interface applications that were taken into use before application X is specified. Let's look into how the traffic for these applications would be handled.
7.	Application X sends a request to the destination port 50000.
a.	If the application X peer receives such legit message, it will correctly handle the message.
b.	If a legacy application receives such message at port 50000, then the following scenarios should be checked. Note, that legacy application may expect only a response message at port 50000. If the application does not listen to port 50000, the message will be discarded. Even if the application listens to port 50000, it obviously cannot correctly parse the X application request and therefore an application/protocol specific error handling will be triggered. The legacy application will discard the message also in this case and may either log an error or may resend the request. For resending the request, the sequence numbers in the outstanding request and in the received erroneous message shall match. The latter case is highly hypothetical, because it is unlikely the legacy application can correctly extract a sequence number from the erroneous message, in the first place. Even less likely would be finding the match.  
8.	Legacy application sends a response to the destination port 50000, because it received a request from this port.
a.	If the legacy application peer receives such legit message, it will correctly handle the message.
b.	If an application X receives such message at port 50000, then the following scenarios should be checked. Note, that application X may expect only a request message at port 50000. The application X obviously cannot correctly parse the legacy application request and therefore an application/protocol specific error handling will be triggered. In order to optimize the error handling, the application X should be able to detect the legacy application type. In such case, the message shall be silently discarded. There will be only a handful of legacy applications running on the given NF, i.e. the NF will be connected only to a handful of 3GPP interfaces. Therefore, such additional, but trivial feature will not cause any considerable extra efforts.
The following use case needs to be considered:
-	A legacy application client already runs on a network entity and a new 3GPP Rel-17 app is initializing;
-	Both apps share the same IP address;
-	The new 3GPP Rel-17 app shall listen to e.g. port 50000 for incoming requests;
-	There is a small, but non-zero probability that the legacy app has sent a request to another server and is expecting a response to port 50000;
-	The system will not allow new 3GPP Rel-17 app to run, because port 50000 is already in use;
-	Implementation needs to find a way to somehow remove port 50000 from the legacy app usage, which will enable new 3GPP Rel-17 app to start;
-	Once the new 3GPP Rel-17 app is up and running, the system will ensure the legacy app will always select another port from the dynamic range. No more clashes will happen on this network entity.
[bookmark: _Toc49766800][bookmark: _Toc51230006][bookmark: _Toc56624192][bookmark: _Toc57018093][bookmark: _Toc57272055][bookmark: _Toc57272160][bookmark: _Toc57272263][bookmark: _Toc57272489][bookmark: _Toc57285013][bookmark: _Toc57983661][bookmark: _Toc63666195][bookmark: _Toc66105019][bookmark: _Toc66106892][bookmark: _Toc66462549][bookmark: _Toc70082208][bookmark: _Toc70927216][bookmark: _Toc73782038]4.4.3	Pros and cons
Pros:
-	The solution will have no impact on legacy applications.
Cons:
-	If a legacy application client already runs on a network entity and a new 3GPP Rel-17 app is initializing on the same entity while both applications share the same IP address and port, then the system will not permit the new app to start. Implementation will need to find a way to free up the port in usage by the legacy application client, which will enable new 3GPP Rel-17 application to start.

* * * 2nd Change * * * *
Annex D:
3GPP procedures for Service Name and Port Number registry management
[bookmark: _Toc63666279][bookmark: _Toc66105113][bookmark: _Toc66106986][bookmark: _Toc66462643][bookmark: _Toc70328281][bookmark: _Toc73782059]D.1	General Principles
3GPP CT4 is responsible for the management and maintenance of service name and port number registry from the sub-range of 101 ports from 65400 to 65500. This sub-range belongs to the Dynamic/Private Port range [49152 - 65535] and IANA does not assign port numbers from this range.
Clause 4.4 describes the rationale for the 3GPP allocated port number solution#6.
[bookmark: _Toc63666280][bookmark: _Toc66105114][bookmark: _Toc66106987][bookmark: _Toc66462644][bookmark: _Toc70328282][bookmark: _Toc73782060]D.2	Assignment Procedure
If a 3GPP working group decides to utilize 3GPP allocated port number solution#6 (see clause 4.4), the working group shall send a request to 3GPP CT4. 
3GPP CT4 shall accept the request if it meets the following criteria.
Editor's note: specifying the acceptance criteria is FFS.
D.3	Port Number Database
Table D.3-1 represents 3GPP allocated service name and port number registry. 3GPP CT4 maintains the repository.
Table D.3-1: Service Name/port number assigned by 3GPP
	Service Name
	Port Number
	Transport Protocol
	Description
	Inter/Intra interface between entities
	Requesting WG
	Registration Date

	<e.g. x2-ctrl>
	<assigned port #>
	<UDP/TCP/ SCTP>
	<e.g. X2-CP>
	<e.g. Intra eNB-eNB>
	<e.g. RAN3>
	<yyyy-mm-dd>

	
	
	
	
	
	
	




* * * 3rd Change * * * *
[bookmark: _Toc73782064]Annex ED (informative):
Change history
This is the last annex for TS/TSs which details the change history using the following table.
This table is to be used for recording progress during the WG drafting process till TSG approval of this TS/TR.
For TRs under change control, use one line per approved Change Request
Date: use format YYYY-MM
CR: four digits, leading zeros as necessary
Rev: blank, or number (max two digits)
Cat: use one of the letters A, B, C, D, F
Subject/Comment: for TSs under change control, include full text of the subject field of the Change Request cover
New vers: use format [n]n.[n]n.[n]n
[bookmark: historyclause]
	Change history

	Date
	Meeting
	TDoc
	CR
	Rev
	Cat
	Subject/Comment
	New version

	2020-09
	CT4#101e
	C4-205007
	
	
	
	Skeleton
	0.0.0

	2020-11
	CT4#101e
	C4-205774
	
	
	
	C4-205481 was incorporated.
	0.1.0

	2021-04
	CT4#103e
	C4-212403
	
	
	
	C4-212403 was implemented, which updates the skeleton
	0.1.1

	2021-04
	CT4#103e
	C4-212591
	
	
	
	The following pCRs were implemented: C4-212402, C4-212404, C4-212405, C4-212406.
	0.2.0

	2021-05
	CT4#104e
	C4-213521
	
	
	
	The following pCRs were implemented: C4-213024, C4-213025, C4-213026, C4-213027, C4-213039 C4-2133365.
	0.3.0

	2021-06
	CT#92
	CP-211086
	
	
	
	TR presented for information
	1.0.0

	
	
	
	
	
	
	
	



* * * End of Changes * * * *


