

	
3GPP TSG-CT WG4 Meeting #105-e	C4-214037
E-Meeting, 17th – 27th August 2021										
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.835
	CR
	0003
	rev
	-
	Current version:
	17.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	PortAl PTR clarification

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	FS_PortAl
	
	Date:
	2021-06-29

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	A reference to IETF RFC 6763 explains DNS-SD PTR lookup in clause 6.4.2, but the pointer record type (PTR) is defined in IETF RFC 1035.

	
	

	Summary of change:
	A reference to IETF RFC 1035 is added.

	
	

	Consequences if not approved:
	PTR reference remains inaccurate.

	
	

	Clauses affected:
	2, 6.4.2.

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


*******
* * * First Change * * * *
[bookmark: _Toc56624160][bookmark: _Toc57018061][bookmark: _Toc57272023][bookmark: _Toc57272128][bookmark: _Toc57272231][bookmark: _Toc57272457][bookmark: _Toc57284981][bookmark: _Toc57983629][bookmark: _Toc63666164][bookmark: _Toc66104992][bookmark: _Toc66106865][bookmark: _Toc66462522][bookmark: _Toc70927045][bookmark: _Toc73781867][bookmark: _Toc49766771][bookmark: _Toc51229977][bookmark: _Toc56624205][bookmark: _Toc57018101][bookmark: _Toc57272063][bookmark: _Toc57272168][bookmark: _Toc57272271][bookmark: _Toc57272497][bookmark: _Toc57285021][bookmark: _Toc57983669][bookmark: _Toc63666203][bookmark: _Toc66105027][bookmark: _Toc66106900][bookmark: _Toc66462557][bookmark: _Toc70927080][bookmark: _Toc73781902]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	IETF RFC 6335: "Internet Assigned Numbers Authority (IANA) Procedures for the Management of the Service Name and Transport Protocol Port Number Registry".
[3]	IETF RFC 7605: "Recommendations on Using Assigned Transport Port Numbers".
[4]	IETF RFC 4960: "Stream Control Transmission Protocol".
[5]	ORAN-WG3.E2GAP, "O-RAN Working Group 3 Near-Real-time RAN Intelligent Controller Architecture & E2 General Aspects and Principles".
[6]	IETF RFC 6763: "DNS-Based Service Discovery".
[7]	IETF RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)".
[8]	IETF RFC 6762: "Multicast DNS".
[9]	IETF RFC 8126: "Guidelines for Writing an IANA Considerations Clause in RFCs".
[10]	IETF RFC 1078: "TCP Port Service Multiplexer (TCPMUX)"
[11]	3GPP TR 29.941: "Guidelines on Port Allocation for New 3GPP Interfaces".
[12]	IETF RFC 7805: "Moving Outdated TCP Extensions and TCP-Related Documents to Historic or Informational Status".
[13]	IETF RFC 793: "Transmission Control Protocol".
[14]	IETF RFC 5226: "Guidelines for Writing an IANA Considerations clause in RFCs".
[15]	IETF RFC 7301: "Transport Layer Security (TLS) Application-Layer Protocol Negotiation Extension".
[16]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3".
[17]	IETF RFC 6347: "Datagram Transport Layer Security Version 1.2".
[18]	IETF RFC 6066: "Transport Layer Security (TLS) Extensions: Extension Definitions".
[xx]	IETF RFC 1035: "Domain Names – Implementation and specification".

* * * 2nd Change * * * *
6.4.2	Detailed description
The proposed solution is based on the following assumptions:
1-	The client is configured with an IANA registered service name <Service> identifying a specific service and the application protocol used to support the service.
2-	To discover the list of available service instances supporting the service <Service> in the domain <Domain>, the client performs a DNS-SD PTR lookup (see IETF RFC 6763 [6] and for PTR type see IETF RFC 1035 [xx]) for the name:
<Service>.<Domain>
3-	The DNS query is sent to the conventional unicast DNS server.
4-	The result of the DNS-SD's PTR lookup is a set of zero or more PTR records giving the list of available instances in the form of Service Instance Names:
Service Instance Name = <Instance>.<Service>.<Domain>
In which the <Instance> portion is a user-friendly name, consisting of arbitrary Net-Unicode text, as defined in IETF RFC 6763 [6].
When at least one PTR record is present in the DNS response, the following additional records are included in the DNS response:
-	The SRV record(s) for each Service Instance Name listed in the PTR record(s), providing the port number and target host name of the Service Instance Name.
-	All address records (type "A" and "AAAA") for the target host name listed in the SRV record(s).
-	The TXT record(s) containing a single zero octet (i.e., a single empty string.) for each Service Instance Name named in the PTR record(s). 
NOTE 1:	DNS clients are able of functioning correctly with DNS servers (and Multicast DNS Responders) that fail to generate these additional records automatically, by issuing subsequent queries for any further record(s) they require. 
NOTE 2:	As described in IETF RFC 6763 [6], TXT record(s) containing a single zero octet indicate that there is no additional data for the given Service Instance 
5-	In the event that more than one SRV is returned, the client shall correctly interpret the priority and weight fields to select the target node i.e.,:
-	lower-numbered priority instances should be used in preference to higher-numbered priority instances, and 
-	instances with equal priority should be selected randomly in proportion to their relative weights.
NOTE 3:	It is recommended to give the same weight to all the instances with the same priority.
6-	The client can set up connection(s) with the remote node(s) using the IP address(es) and port number(s) retrieved from the DNS server and then application data can be exchanged between the client and the server.

* * * End of Changes * * * *


