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	Reason for change:
	TS 29.573 lists the HTTP mandatory headers that need to be supported over the N32 interface. Since via and server header are IETF standard headers and missing in this TS, they should also be added.

It is also observed:
· when c-SEPP receives a via header in the service request from the SCPc, the c-SEPP shall include the same as a part of the payload while forwarding the message over N32-f PRINS. 
· The c-SEPP adds the via header as a regular HTTP header with its own identity in the service request. Then IPX may also include the via header in the service request. 
· Therefore, the p-SEPP will receive 2 via headers. i.e. one in the regular HTTP header which indicates c-SEPP/IPX identity, and the second in the payload of the service request which indicates the SCPc identity. 

Therefore, the p-SEPP needs to merge these 2 headers. Similarly, when c-SEPP receives a response, it may need to merge the via headers.


	
	

	Summary of change:
	· Via and server headers are added to be used over N32
· (Editorial) header reference is corrected in the Nsepp Telescopic FQDN mapping service

	
	

	Consequences if not approved:
	It is not clear if SEPP should use the via and server headers or not.
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	Other comments:
	This CR does not introduce any OpenAPI change.
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The HTTP request standard headers and the HTTP response standard headers that shall be supported on the N32 interface are defined in Table 4.2.2.2-1 and in Table 4.2.2.2-2 respectively.
Table 4.3.2.2-1: Mandatory to support HTTP request standard headers
	Name
	Reference
	Description

	Accept
	IETF RFC 7231 [9]
	This header is used to specify response media types that are acceptable.

	Accept-Encoding
	IETF RFC 7231 [9]
	This header may be used to indicate what response content-encodings (e.g gzip) are acceptable in the response.

	Content-Length
	IETF RFC 7230 [10]
	This header is used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [9]
	This header is used to indicate the media type of the associated representation.

	Via
	IETF RFC 7230 [10]
	This header is used to indicate the intermediate proxies in the service request path. Please refer to clause 6.10.8 of 3GPP TS 29.500 [4] for encoding of the via header



Table 4.3.2.2-2: Mandatory to support HTTP response standard headers
	Name
	Reference
	Description

	Content-Length
	IETF RFC 7230 [10]
	This header may be used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [9]
	This header shall be used to indicate the media type of the associated representation.

	Content-Encoding
	IETF RFC 7231 [9]
	This header may be used in some responses to indicate to the HTTP/2 client the content encodings (e.g gzip) applied to the response body beyond those inherent in the media type.

	Via
	IETF RFC 7230 [10]
	This header is used to indicate the intermediate proxies in the service response path. Please refer to clause 6.10.8 of 3GPP TS 29.500 [4] for encoding of the via header.

	Server
	IETF RFC 7231 [9]
	This header is used to indicate the originator of an HTTP error response.






* * * Next Change * * * *
6.3.2.2.1	General
The usage of HTTP standard headers shall be supported as specified in clause 4.3.2.2 shall be supported for this API5.2.2 of 3GPP TS 29.500 [4].


* * * End of Changes * * * *

