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1. Introduction
.
2. Reason for Change
CR S2-2104903 defines the roaming support requirements. Therefore, it should be aligned in stage 3. 
3. Conclusions
-
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.2.0.

[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc67582357]* * * First Change * * * *
[bookmark: _Toc70325101][bookmark: _Toc73369626]5.2.2.2.2	 AMF initiated network slice admission control
[bookmark: _Toc510696594][bookmark: _Toc35971386]The NF Service Consumer (e.g. AMF) shall invoke the AvailabilityCheckAndUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: Availability Check for Number of UEs per Slice
1.	The NF Service Consumer (e.g. AMF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices) in the NSACF. The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control.
The update flag shall be set to "increase" for a UE to be registered to a specific slice, and shall be set to "decrease" for a UE to be deregistered from a specific slice. During AMF mobility procedure, the old AMF may initiate the NSAC procedure by setting the update flag to "decrease" for a specific slice, if the target AMF indicates this slice is not supported, as specified in clause 5.2.2.2.2.1 of 3GPP TS 29.518 [15].
For NSAC of roaming UEs, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.
Editor's note: It is FFS how NSAC for Roaming UEs is controlled by HPLMN for HR cases.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "increase" and EAC mode for this S-NSSAI is enabled, the NSACF shall first check the total number of UEs to this slice will not exceed the maximum number of UEs allowed to be registered to this  S-NSSAIslice. When counting the total number of the UEs ( including the UEs indicated in the request and the UEs already stored in the NSACF), the NSACF shall check whether a UE indicated in the request is already in the UE ID list stored in the NSACF.
-	if no excess, the NSACF records the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this S-NSSAI,slice accordingly;
-	if the total number of UEs exceeds the maximum of UEs allowed to be registered to this S-NSSAI slice, the NSACF shall not update the UE ID list stored in the NSACF, and not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI  in the failed list of S-NSSAI in the response message, together with a "MAXIMUM_NUM_REACHED" reason;
· if the update flag is set to "increase" and EAC mode for this S-NSSAI is disabled, the NSACF shall:
-	record the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
· if the update flag is set to "decrease", the NSACF decrease the total number of UEs registered to this S-NSSAIslice, and removes the indicated UEs from the UE ID list stored in the NSACF;
If above NSACF handling is successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
Editor's Note:	It is decided to return "200 OK" at this time, as the NSACF handling is regarded successful even the total number of UEs for some S-NSSAI exceed the allowed maximum number.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.

* * * Next Change * * * *


[bookmark: _Toc73369636]5.3.2.2.2	 SMF initiated network slice admission control for PDU sessions
The NF Service Consumer (e.g. SMF) shall invoke the AvailabilityCheckAndUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.3.2.2.2-1.


Figure 5.3.2.2.2-1: Availability Check for Number of PDU sessions per Slice
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices) in the NSACF. The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control.
For LBO cases, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.  For PDU sessions in the home-routed roaming case, the SMF in home PLMN shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN. 

The update flag within the PduACRequestData shall be set "increase" for a PDU session which is to be established, and shall be set to "decrease" for a PDU session which is to be released. 
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "INCREASE" the NSACF shall first check the total number of PDU sessions registered to this S-NSSAI slice will not exceed the maximum number of PDU sessions allowed to be registered to this slice.
-	if no excess, the NSACF updates the total number of PDU sessions registered to this S-NSSAI slice accordingly;
-	if the total number of PDU sessions exceeds the maximum of PDU sessions allowed to be registered to this S-NSSAIslice, the NSACF shall not update the total number of PDUs. Instead, the NSACF shall record this S-NSSAI  in the failed list of S-NSSAI in the response message, together with a "EXCEED_MAX_NUM" reason;
Editor's Note:	It is FFS how to achieve high admission control accuracy, e.g. whether and how the NSACF check one PDU session is already counted or not. If the NSACF needs to do such check, it thus requests the NSACF to store the PDU sessions registered to a slice in its storage.
· if the update flag is set to "DECREASE", the NSACF decreases the total number of PDU sessions registered to this S-NSSAIslice;
If above NSACF handling is successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
Editor's Note:	It is decided to return "200 OK" at this time, as the NSACF handling is regarded successful even the total number of PDU sessions for some S-NSSAI exceed the allowed maximum number.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.2.3.1-3. 
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.


* * * Next Change * * * *
[bookmark: _Toc73369669]6.1.6.2.5	Type: AcuOperationItem
Table 6.1.6.2.5-1: Definition of type AcuOperationItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	updateFlag
	AcuFlag
	M
	1
	Indicates the operation (i.e. increase or decrease) to the impacted S-NSSAI list.
	

	snssai
	Snssai
	M
	1
	Indicates the S-NSSAI  for the increase or decrease operation.

It shall contain S-NSSAI in serving PLMN or the mapped S-NSSAI in home PLMN.
	

	
	
	
	
	


	




* * * Next Change * * * *

[bookmark: _Toc73369670]6.1.6.2.6	Type: AcuFailureItem
Table 6.1.6.2.6-1: Definition of type AcuFailureItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	MM
	1
	Indicates the S-NSSAI which is failed in NSAC procedureIndicates the S-NSSAI which is failed in NSAC procedure.
.
It shall contain S-NSSAI in serving PLMN or the mapped S-NSSAI in home PLMN.
	

	
	
	
	
	



	

	reason
	AcuFailureReason
	MM
	1
	
This IE shall contain the reason for the failure

Indicates the reason of an S-NSSAI which is failed in NSAC procedure.
	

	
	
	
	
	


	




* * * Next Change * * * *



5.4.2.2.2	Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the NSACF, when it needs to create a subscription to monitor at least one event relevant to the NSACF. The NF Service Consumer may subscribe to multiple events (i.e. both the number of UEs registered and the number of PDU sessions established) in a subscription.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.3.3.1.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications, the value of this IE shall be unique per subscription for a given NF service consumer receiving the notification;
-	SAC Event Type, defines whether to notify the number of UEs registered with a network slice or the number of PDU Sessions established on a network slice or both;
-	Event Filter, indicate the S-NSSAI(s) in serving PLMN and/or mapped S-NSSAI(s) in home PLMN to be monitored and reported.
-	SAC Event Report Triggers, defines whether the notification is threshold triggered (e.g. the notification is triggered when the current number of UEs or PDU Sessions with a network slice reaches a defined threshold value) or the notification is periodic triggered (e.g. the notification is triggered at expiry of a periodic timer).
-	Notification threshold if the SAC Event Report Triggers is threshold triggered, defines a numeric value or a percentage of the maximum number of the UEs or PDU Sessions per network slice;
-	Notification periodicity if the SAC Event Report Triggers is periodic triggered, defines the time between the notification periodicity.


Figure 5.4.2.2.2-1 Subscribe for Creation
1.	The NF Service Consumer (e.g. NEF) shall send a POST request to create a subscription resource in the NSACF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time up to which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the NSACF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message.
The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the NSACF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the NSACF. The NSACF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
2b.	On failure or redirection, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.

* * * End of Changes * * * *
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