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1. Introduction
This contribution proposes updates to the data structure for the NumOfUEsPerSlice service.
1) AMFNSACF: UeACRequestData:
When invoking NSAC procedure to request the NSACF to control the number of UEs for a specific slice, the AMF shall provide the following parameters:
- UE ID, which is the SUPI;
- a list of S-NSSAI, and the update flag (increase / decrease) associated to each S-NSSAI;
In addition, the AMF may also provide the following parameters:
- the AMF Instance ID, which is used as one of the entry info of an NSAC context in the NSACF. AND, the NSACF may retrieve EAC Notification Callback URI from the NRF;
- the EAC Notification Callback URI, if the AMF intends to provide an indicated callback URI which may not be the same as configured in the NRF;
- the Access Type(s) over which the UE registers to the network or deregisters from the network, if per access type of counting the number of UEs registered to an network slice is required as per operator policy;
- the additional Access Type, if the UE registers to the network over both 3GPP and Non-3GPP access, or deregisters from the network if the UE previously registered to the network over both 3GPP and Non-3GPP access.
NOTE: In the case of AMF mobility without UE Context transfer, it was proposed by the SA2 that the NSACF shall temporarily store two entries of UE records in the NSACF (see S2-2105156). In this case, the AMF Instance ID can be used by the NSACF to differentiate the existing entry of the UE record triggered by the old AMF and the newly requested one triggered by the new AMF.
Regarding to when to indicate the additional access type, the AMF can take two different ways:
Alt 1: In the Registration procedure, the AMF only provide the exact access type over which the UE requests Registration/Deregistration procedure, even if the UE has already registered to the network over another access type. The NSACF shall remember over which access the UE has registered, when increasing/decreasing the UE numbers. For example, the UE first registers to the network over 3GPP access, and the AMF indicates 3GPP access to the NSACF. Later the UE registers to the network over Non-3GPP access, then the AMF only indicates Non-3GPP access to the network.
Alt 2: The AMF always provide the current access types (3GPP, Non-3GPP, both 3GPP and Non-3GPP) to the NSACF, and let the NSACF to perform per access type checking and counting. For example, if the UE previously registered to the network over 3GPP access and not requests registration over Non-3GPP access, the AMF shall provide 3GPP+Non-3GPP access to the NSACF. The NSACF will check the UE has already registered over 3GPP access but not registered over Non-3GPP access, thus only increase the number of UEs on the Non-3GPP access.
It needs CT4 decision that which method is taken by the AMF.
2) NSACFAMF: UeACResponseData:
In the response message from the NSACF, the following parameters shall be included:
- the ACU operation result of the NSAC procedure, indicating whether the entire ACU operation to a list of S-NSSAIs are all successful, partially successful, or all failed;
- the list of S-NSSAIs which are failed to perform NSAC, and the corresponding reason for each S-NSSAI.

2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.2.0.

[bookmark: _Hlk61529092]
* * * Begin of Changes * * * *
[bookmark: _Toc70325099][bookmark: _Toc73369624][bookmark: _Toc35971427][bookmark: _Toc70325131][bookmark: _Toc73369662]5.2.2.2	AvailabilityCheckAndUpdate
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc70325100][bookmark: _Toc73369625]5.2.2.2.1	General
[bookmark: _Toc510696593][bookmark: _Toc35971385]The AvailabilityCheckAndUpdate service operation shall be used by the NF Service Consumer (e.g. AMF) to request the NSACF to control the number of UEs registered to a specific slice, e.g. perform availability check and update the number of UEs registered to a slice. It is used in the following procedures:
-	AMF initiated network slice admission control procedure related to control the number of UEs registered to a slice (see clause 4.2.11.2 of 3GPP TS 23.502 [3]).
[bookmark: _Toc70325101][bookmark: _Toc73369626]5.2.2.2.2	 AMF initiated network slice admission control
[bookmark: _Toc510696594][bookmark: _Toc35971386]The NF Service Consumer (e.g. AMF) shall invoke the AvailabilityCheckAndUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.



Figure 5.2.2.2.2-1: Availability Check for Number of UEs per Slice
1.	The NF Service Consumer (e.g. AMF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices) in the NSACF. 
The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:.
-	the SUPI of the UE;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
In addition, the POST request may also contain:
-	the AMF Instance ID;
-	the EAC notification callback URI, if it is explicitly provided by the AMF;
-	the access type, over which the UE registers to the network or deregisters from the network;
-	the additional access type, if the UE deregisters from the network, if the UE previously registered to the network over 3GPP access and Non-3GPP access.
The update flag shall be set to "increase" for a UE to be registered to a specific slice, and shall be set to "decrease" for a UE to be deregistered from a specific slice. During AMF mobility procedure, the old AMF may initiate the NSAC procedure by setting the update flag to "decrease" for a specific slice, if the target AMF indicates this slice is not supported, as specified in clause 5.2.2.2.2.1 of 3GPP TS 29.518 [15].
For NSAC of roaming UEs, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF.
Editor's note: It is FFS how NSAC for Roaming UEs is controlled by HPLMN for HR cases.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "increase" and EAC mode for this S-NSSAI is enabled, the NSACF shall first check the total number of UEs to this slice will not exceed the maximum number of UEs allowed to be registered to this slice. When counting the total number of the UEs ( including the UEs indicated in the request and the UEs already stored in the NSACF), the NSACF shall check whether a UE indicated in the request is already in the UE ID list stored in the NSACF.
-	if no excess, the NSACF records the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
-	if the total number of UEs exceeds the maximum of UEs allowed to be registered to this slice, the NSACF shall not update the UE ID list stored in the NSACF, and not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "MAXIMUM_NUM_REACHED" reason;
· if the update flag is set to "increase" and EAC mode for this S-NSSAI is disabled, the NSACF shall:
-	record the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
· if the update flag is set to "decrease", the NSACF decrease the total number of UEs registered to this slice, and removes the indicated UEs from the UE ID list stored in the NSACF;
If in above NSACF handling not all S-NSSAIs is are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
If in above NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned.
Editor's Note:	It is decided to return "200 OK" at this time, as the NSACF handling is regarded successful even the total number of UEs for some S-NSSAI exceed the allowed maximum number.
The NSACF may take the access type provided by the AMF into account when counting the number of UEs registered to a network slice, if per access network slice admission control is required, e.g. as per operator policy.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
* * * Next Change * * * *
[bookmark: _Toc70325117][bookmark: _Toc73369648]6.1.3.2	Resource:  Slice Collection Subject to NSAC
[bookmark: _Toc510696610][bookmark: _Toc35971401][bookmark: _Toc70325118][bookmark: _Toc73369649]6.1.3.2.1	Description
[bookmark: _Toc35971402][bookmark: _Hlk64365469][bookmark: _Toc510696612]This resource represents the collection of slice subject to NSAC.
This resource is modelled with the Store resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc70325119][bookmark: _Toc73369650]6.1.3.2.2	Resource Definition
Resource URI: {apiRoot}/<apiName>/<apiVersion>/slices
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.1.1

	apiVersion
	string
	See clause 6.1.1

	<name>
	<type>
	<definition>



[bookmark: _Toc35971403][bookmark: _Toc70325120][bookmark: _Toc73369651]6.1.3.2.3	Resource Standard Methods
[bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc70325121][bookmark: _Toc73369652][bookmark: _Hlk64365502]6.1.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	
	
	
	

	UeACRequestData
	M
	1
	Request data for NSAC procedure related to the number of UEs per slice.



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	UeACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of UEs per slice, in the case of not all S-NSSAIs are successful in the NSAC procedure.

	n/a
	
	
	204 No Content
	Upon success. Indicates all S-NSSAIs are successful in the NSAC procedure.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. 
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during a NSAC procedure. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. 
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if the given S-NSSAI is not found from the NSSAI which are subject to NSAC procedure;
-	ALL_SLICE_FAILED, if the list of S-NSSAIs is fully failed in the NSAC procedure.


	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc510696615][bookmark: _Toc35971406][bookmark: _Toc70325122][bookmark: _Toc73369653]6.1.3.2.4	Resource Custom Operations
[bookmark: _Toc510696616][bookmark: _Toc35971407]In this release of this specification, no custom operations associated to this resource is defined.
* * * Next Change * * * *
6.1.6	Data Model
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc70325132][bookmark: _Toc73369663]6.1.6.1	General
[bookmark: _Toc510696634][bookmark: _Toc35971429]This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnsacf_NumOfUEsPerSlice service based interface protocol.

Table 6.1.6.1-1: Nnsacf_NumOfUEsPerSlice specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	UeACRequestData
	6.1.6.2.2
	Input data for NSAC procedure related to the number of UEs per slice.
	

	UeACResponseData
	6.1.6.2.3
	Response data of NSAC procedure.
	

	EACNotification
	6.1.6.2.4
	EAC mode notification
	

	AcuOperationItem
	6.1.6.2.5
	An operation item for NSAC procedure, indicating an S-NSSAI subject to NSAC and the associated operation.
	

	AcuFailureItem
	6.1.6.2.6
	A failure item which indicates the failed S-NSSAI and the failure reason.
	

	EACMode
	6.1.6.3.3
	EAC mode
	

	AcuFlag
	6.1.6.3.4
	Update Flag for NSAC procedure
	

	AcuFailureReason
	6.1.6.3.5
	Indicates the failure reason for an S-NSSAI in the NSAC procedure
	



Table 6.1.6.1-2 specifies data types re-used by the Nnsacf_NumOfUEsPerSlice  service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_NumOfUEsPerSlice service based interface.
Table 6.1.6.1-2: Nnsacf_NumOfUEsPerSlice re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	RedirectResponse
	3GPP TS 29.571 [16]
	Redirect Response
	

	Supi
	3GPP TS 29.571 [16]
	Subscription Permanent Identifier
	

	Snssai
	3GPP TS 29.571 [16]
	Single NSSAI
	

	NfInstanceId
	3GPP TS 29.571 [16]
	NF Instance ID
	

	Uri
	3GPP TS 29.571 [16]
	Resource or callback URI
	

	AccessType
	3GPP TS 29.571 [16]
	Access Type
	



[bookmark: _Toc70325133][bookmark: _Toc73369664]6.1.6.2	Structured data types
[bookmark: _Toc510696635][bookmark: _Toc35971430][bookmark: _Toc70325134][bookmark: _Toc73369665]6.1.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70325135][bookmark: _Toc73369666][bookmark: _Hlk64365545]6.1.6.2.2	Type: UeACRequestData
Table 6.1.6.2.2-1: Definition of type UeACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	acuOperationList
	array(AcuOperationItem)
	C
	1..N
	A list of S-NSSAI to which the UE is to be registered or from which the UE is to be de-registered. 
	

	amfId
	NfInstanceId
	O
	0..1
	AMF Instance ID
	

	anType
	AccessType
	O
	0..1
	Indicates the access type over which the UE registers to the network or deregisters from the network.
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, when the UE deregisters from the network, if the UE previously registered to the network over 3GPP access and Non-3GPP access
	



[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc70325136][bookmark: _Toc73369667]6.1.6.2.3	Type: UeACResponseData
[bookmark: _Toc510696638][bookmark: _Toc35971433]Table 6.1.6.2.3-1: Definition of type UeACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	array(AcuFailureItem)
	C
	1..N
	Indicates a list of S-NSSAI which is failed in the NSAC procedure, and the reasons for each S-NSSAI.
	

	availabilityStatus
	FFS
	
	
	
	



[bookmark: _Toc70325137][bookmark: _Toc73369668]6.1.6.2.4	Type: EACNotification
Table 6.1.6.2.4-1: Definition of type EACNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eacModeList
	map(EACMode)
	O
	1
	a map of EAC Mode where the S-NSSAI serves as the key.
	

	
	
	
	
	
	



[bookmark: _Toc73369669][bookmark: _Toc70325138]6.1.6.2.5	Type: AcuOperationItem
Table 6.1.6.2.5-1: Definition of type AcuOperationItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	updateFlag
	AcuFlag
	M
	1
	Indicates the operation (i.e. increase or decrease) to the impacted S-NSSAI list.
	

	snssai
	Snssai
	M
	1
	Indicates the S-NSSAI for the increase or decrease operation.
	



[bookmark: _Toc73369670]6.1.6.2.6	Type: AcuFailureItem
Table 6.1.6.2.6-1: Definition of type AcuFailureItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	Indicates the S-NSSAI which is failed in the NSAC procedure.
	

	reason
	AcuFailureReason
	M
	1
	Indicates the reason of an S-NSSAI which is failed in the NSAC procedure.
	



[bookmark: _Toc73369671]6.1.6.3	Simple data types and enumerations
[bookmark: _Toc510696639][bookmark: _Toc35971434][bookmark: _Toc70325139][bookmark: _Toc73369672]6.1.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696640][bookmark: _Toc35971435][bookmark: _Toc70325140][bookmark: _Toc73369673]6.1.6.3.2	Simple data types
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc70325141][bookmark: _Toc73369674]6.1.6.3.3	Enumeration: EACMode
[bookmark: _Toc510696642][bookmark: _Toc35971437]The enumeration EACMode represents the mode of Early Admission Control. It shall comply with the provisions defined in table 6.1.6.3.3-1.
Table 6.1.6.3.3-1: Enumeration EACMode
	Enumeration value
	Description
	Applicability

	"ACTIVE"
	EAC mode is enabled.
	

	"DEACTIVE"
	EAC mode is disabled.
	



[bookmark: _Toc73369675][bookmark: _Toc510696643][bookmark: _Toc35971438][bookmark: _Toc70325142]6.1.6.3.4	Enumeration: AcuFlag
The enumeration AcuFlag indicates the operation (i.e. increase or decrease) applied to a list of S-NSSAI during the NSAC procedure. It shall comply with the provisions defined in table 6.1.6.3.4-1.
Table 6.1.6.3.4-1: Enumeration AcuFlag
	Enumeration value
	Description
	Applicability

	"INCREASE"
	Indicates the impacted list of S-NSSAI is to be added to the NSACF for a UE (or a PDU session).
	

	"DECREASE"
	Indicates the impacted list of S-NSSAI is to be removed from the NSACF for a UE (or a PDU session).
	



[bookmark: _Toc73369676]6.1.6.3.5	Enumeration: AcuFailureReason
The enumeration Cause AcuFailureReason indicates the operation result of the NSAC procedure for an individual S-NSSAI. It shall comply with the provisions defined in table 6.1.6.3.5-1.
Table 6.1.6.3.5-1: Enumeration AcuFailureReason
	Enumeration value
	Description
	Applicability

	"SLICE_NOT_FOUND"
	Indicates that an S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.
	

	"EXCEED_MAX_UE_NUM"
	Indicates for an S-NSSAI the number of UEs/PDUs has exceeded the configured maximum number of UEs/PDUs.
	

	"EXCEED_MAX_UE_NUM_3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the maximum number of UEs configured for 3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_UE_NUM_N3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the maximum number of UEs configured for Non-3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_PDU_NUM"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions.
	



[bookmark: _Toc73369677]6.1.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644][bookmark: _Toc35971439]In this release, no alternative data types or combinations of data types are defined in this specification.
[bookmark: _Toc510696646][bookmark: _Toc35971441][bookmark: _Toc70325143][bookmark: _Toc73369678]6.1.6.5	Binary data
[bookmark: _Toc35971442][bookmark: _Hlk64365565]In this release, no binary data types are defined in this specification.
[bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc70325144][bookmark: _Toc73369679]* * * Next Change * * * *
6.1.7	Error Handling
[bookmark: _Toc35971444][bookmark: _Toc70325145][bookmark: _Toc73369680]6.1.7.1	General
For the Nnsacf_NumOfUEsPerSlice API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nnsacf_NumOfUEsPerSlice API.
[bookmark: _Toc35971445][bookmark: _Toc70325146][bookmark: _Toc73369681]6.1.7.2	Protocol Errors
No specific procedures for the Nnsacf_NumOfUEsPerSlice service are specified.
[bookmark: _Toc35971446][bookmark: _Toc70325147][bookmark: _Toc73369682]6.1.7.3	Application Errors
The application errors defined for the Nnsacf_NumOfUEsPerSlice service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.

	ALL_SLICE_FAILED
	403 Forbidden
	All S-NSSAIs are failed in the NSAC procedure, e.g. due to exceed the configured maximum number of UEs.



* * * End of Changes * * * *
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