

	
3GPP TSG-CT WG4 Meeting #105-e	C4-214373
E-Meeting, 17th – 27th August 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.505
	CR
	0370
	rev
	-
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	MTC Provider and Application ID in NIDD Authorization Data Retrieval

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	SBIProtoc17
	
	Date:
	2021-08-06

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	MTC Provider Information is defined as an optional parameter in TS 29.122, moreover 23.503 states MTC Provider may be obtained by NEF by configuration means, however, it is defined as mandatory in NiddAuthorizationData GET operation in TS 29.505. Current 29.503 and 29.505 technical specifications do not specify how UDM must behave when it does not receive this piece of information from NEF.

As an alternative or complementary to MTC Provider, UDM receives an Application Function ID in Nudm_NIDDAuthorisation_Get request as it is specified by 23.502 technical specification (step 4 in 4.25.3	NIDD Configuration) which must be also authorized in the same way it is done for MTC Provider.


	
	

	Summary of change:
	In order to provide backwards compatibility, MTC Provider is kept as mandatory, but it is now stated that if no MTC Provider is received by UDM it will be included as an empty string.

Application-ID is included as a new optional URI query parameter when any UDR consumer gets NiddAuthorizationData using Nudr DR service.

Finally, the corresponding error codes and problem causes associated to the different checks to be executed by UDR are also included.


	
	

	Consequences if not approved:
	It will not be possible for NEF to send NIDD Authorization when no MTC Provider is included in the original query sent by NEF and it will not be possible to authorize the Application Function instance.
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* * * First Change * * * *
[bookmark: _Toc27589140][bookmark: _Toc36459941][bookmark: _Toc45029525][bookmark: _Toc56520801][bookmark: _Toc74947853][bookmark: _Toc20127163][bookmark: _Toc27589154][bookmark: _Toc36459960][bookmark: _Toc45029554][bookmark: _Toc56520841][bookmark: _Toc74947903][bookmark: _Toc27585599][bookmark: _Toc36457609][bookmark: _Toc45028527][bookmark: _Toc45029362][bookmark: _Toc67682136][bookmark: _Toc74945158]5.2.38.3.1	GET
This method shall support the URI query parameters specified in table 5.2.38.3.1-1.
Table 5.2.38.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	single-nssai
	Snssai
	M
	1
	When present without Slice Differentiator (sd), all slices identified by the given Slice/Service Type (sst) and any sd value (if any) shall be considered matching the query parameter.

	dnn
	Dnn
	M
	1
	Indicates DNN for NIDD authorization, shall contain the Network Identifier only.

	mtc-provider-information
	MtcProviderInformation
	M
	1
	Indicates MTC provider information for NIDD authorization. (NOTE)

	af-id
	string
	O
	0..1
	When present, indicates the string identifying the originating AF.

	NOTE:	This attribute shall contain an empty string when no MTC Provider information is available to the UDR service consumer.



This method shall support the request data structures specified in table 5.2.38.3.1-2 and the response data structures and response codes specified in table 5.2.38.3.1-3.
Table 5.2.38.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	 n/a
	
	
	



Table 5.2.38.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizationData
	M
	1
	200 OK
	Upon success, a response body containing the NIDD Authorization Data shall be returned.

	ProblemDetails
	O
	1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- DNN_NOT_ALLOWED
- MTC_PROVIDER_NOT_ALLOWED
- AF_INSTANCE_NOT_ALLOWED
- SNNSAI_NOT_ALLOWED

	NOTE:	In addition, common data structures as listed in table 5.5-1 are supported.



* * * Next Change * * * *
[bookmark: _Toc20127197][bookmark: _Toc27589188][bookmark: _Toc36459994][bookmark: _Toc45029590][bookmark: _Toc56520877][bookmark: _Toc74947949]A.2	Nudr_DataRepository API for Subscription Data

(... text not shown for clarity ...)

  /subscription-data/{ueId}/nidd-authorization-data:
    get:
      summary: Retrieve NIDD Authorization Data GPSI or External Group identifier
      operationId: GetNiddAuData
      tags:
        - Query NIDD Authorization Data GPSI or External Group identifier (Document)
      security:
        - {}
        - oAuth2ClientCredentials:
          - nudr-dr
        - oAuth2ClientCredentials:
          - nudr-dr
          - nudr-dr:subscription-data
      parameters:
        - name: ueId
          in: path
          description: UE ID
          required: true
          schema:
            type: string
            pattern: '^(msisdn-[0-9]{5,15}|.+|extid-[^@]+@[^@]+|extgroupid-[^@]+@[^@]+)$'
        - name: single-nssai
          in: query
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/VarSnssai'
          description: single NSSAI
          required: true
        - name: dnn
          in: query
          description: DNN
          required: true
          schema:
            $ref: '#/components/schemas/Dnn'
        - name: mtc-provider-information
          in: query
          description: MTC Provider Information
          required: true
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/MtcProviderInformation'
        - name: af-id:
          in: query
          description: Application Function Identifier
          schema:
            type: string
        - name: If-None-Match
          in: header
          description: Validator for conditional requests, as described in RFC 7232, 3.2
          schema:
            type: string
        - name: If-Modified-Since
          in: header
          description: Validator for conditional requests, as described in RFC 7232, 3.3
          schema:
            type: string
      responses:
        '200':
          description: OK
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AuthorizationData'
          headers:
            Cache-Control:
              description: Cache-Control containing max-age, as described in RFC 7234, 5.2
              schema:
                type: string
            ETag:
              description: Entity Tag, containing a strong validator, as described in RFC 7232, 2.3
              schema:
                type: string
            Last-Modified:
              description: Timestamp for last modification of the resource, as described in RFC 7232, 2.2
              schema:
                type: string
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

* * * End of Changes * * * *
