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1. Overall Description:
CT4 would like to thank SA3 for their reply LS in S3-212344.

Regarding to the question of security sensitive information mentioned by CT4 LS, it mainly points to the user identifier that is possibly carried in TLS extension to support Header Enrichment for HTTPS.

From CT4’s point of view, IMSI is the most security sensitive information and shall not be carried in the TLS extension without any protection. However, MSISDN should not be regarded as security sensitive thus should be allowed to be carried in the TLS extension.

[bookmark: _GoBack]And CT4 would also thank SA3 if SA3 can provide more clear instruction from SA3 point of view that what information can be carried or what information shall not be carried in the initial TLS handshake message (in TLS extension).

2. Actions:
To SA3 group.
ACTION: 	CT4 kindly requests SA3 to take the above CT4 consideration into account and provide feedback to the questions listed in CT4’s LS (C4-211662).
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