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1. Introduction
CT4#103e has discussed CR 29.500 0240 Rel-17 Indicating in error responses whether a request was retransmitted by SCP (C4-212074). The following ambiguity problem was identified with Rel-16. Rel-16 SCP may or may not support the reselection of a different NF service producer (or consumer) when the target URI of a service request (or notification request) is not reachable. Therefore, when receiving an error response, the HTTP client (e.g. NF service consumer) cannot know if the SCP attempted to retransmit the request to an alternative HTTP server (e.g. NF service producer) or not. If the HTTP client knew that neither of the available alternatives are available, then the HTTP client will not try to retransmit the request at all.
CT4#104e discussed once again the matter. Two alternative solutions were presented, C4-213090 and C4-213021, but the meeting could not reach any agreements.
2. Discussion
The best way forward would be focusing on operator requirements for resolving the problem. Below are two example alternative and more may be formulated. Discussing these alternatives will help derive operator requirements.
Alternative 1. Mandatory support for reselection in Rel-17 SCPs
If an HTTP client decides to delegate the reselection to an SCP, CT4 specs will require that Rel-17 SCPs shall support the reselection of an alternative target NF. In order to make the feature 3GPP release independent in a given PLMN, the operator should configure pre-R17 SCPs to support the reselection, so that HTTP clients will receive the same service from all SCPs in the given operator network.
Alternative 2. Indication in the error response
If an HTTP client decides to delegate the reselection to an SCP, CT4 specs will keep it optional for Rel-17 SCPs to support, or not to support the reselection of an alternative target NF.
The following quote from C4-212074 explains the solution. "When receiving an error response, the HTTP client should also be able to figure out whether the SCP attempted to retransmit the request to an alternative HTTP server instance. To enable so, if the SCP attempted to retransmit the request to an alternative HTTP server instance, it shall indicate so in the error response by setting the requestRetransmitted attribute to "true" in the ProblemDetails object. The SCP may indicate in the error response that it did not attempt to retransmit the request to an alternative HTTP server instance by setting the requestRetransmitted attribute to "false" in the ProblemDetails object. The HTTP client may use this information to determine whether it may retransmit the request to an alternative HTTP server instance". 
[bookmark: _GoBack]The discussion papers in C4-213021 and C4-213090 present arguments for and against the above alternatives 1 and 2.
3. Proposal
[bookmark: _Hlk61529092]It is proposed to discuss the matter and derive operator requirements. Such requirements should be used for reaching common understanding at CT4 and agreeing on a single solution within Rel-17 timeframe.

