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1. Reason for Change
The pointer record type (PTR) is defined in IETF RFC 1035.
2. Proposal
[bookmark: _Hlk61529092]It is proposed to agree the following changes to 3GPP TR 29.941v1.0.0.

*******
* * * First Change * * * *
[bookmark: _Toc52362726][bookmark: _Toc70082174][bookmark: _Toc70927182][bookmark: _Toc73782004][bookmark: _Toc63666278][bookmark: _Toc66105112][bookmark: _Toc66106985][bookmark: _Toc66462642][bookmark: _Toc70328280][bookmark: _Toc73782058]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 29.835: "Study on Port Number Allocation Alternatives for New 3GPP Interfaces".
[3]	IETF RFC 793: "Transmission Control Protocol".
[4]	IETF RFC 1078: "TCP Port Service Multiplexer (TCPMUX)"
[5]	IETF RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)".
[6]	IETF RFC 4960: "Stream Control Transmission Protocol".
[7]	IETF RFC 5226: "Guidelines for Writing an IANA Considerations clause in RFCs".
[8]	IETF RFC 6066: "Transport Layer Security (TLS) Extensions: Extension Definitions".
[9]	IETF RFC 6083: "Datagram Transport Layer Security (DTLS) for Stream Control Transmission Protocol (SCTP)".
[10]	IETF RFC 6335: "Internet Assigned Numbers Authority (IANA) Procedures for the Management of the Service Name and Transport Protocol Port Number Registry".
[11]	IETF RFC 6347: "Datagram Transport Layer Security Version 1.2".
[12]	IETF RFC 6762: "Multicast DNS".
[13]	IETF RFC 6763: "DNS-Based Service Discovery".
[14]	IETF RFC 7301: "Transport Layer Security (TLS) Application-Layer Protocol Negotiation Extension".
[15]	IETF RFC 7605: "Recommendations on Using Assigned Transport Port Numbers".
[16]	IETF RFC 7805: "Moving Outdated TCP Extensions and TCP-Related Documents to Historic or Informational Status".
[17]	IETF RFC 8126: "Guidelines for Writing an IANA Considerations Clause in RFCs".
[18]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3".
[xx]	IETF RFC 1035: "Domain Names – Implementation and specification".

* * * 2nd Change * * * *
[bookmark: _Toc70082181][bookmark: _Toc70927189][bookmark: _Toc73782011]4.2	DNS based solutions#1-4
[bookmark: _Toc69591304][bookmark: _Toc70082182][bookmark: _Toc70927190][bookmark: _Toc73782012]4.2.1	General
DNS procedures can be used to discover a service or a service instance in a given domain using PTR (see IETF RFC 1035 [xx]) and/or SRV resource record lookups.
The PTR and SRV lookup are performed on the name:
<Service>.<Domain>
The <Service> portion consists of a pair of DNS labels separated by a dot, following the convention already established for SRV records (IETF RFC 2782 [8]).
The first label of the pair is an underscore character followed by an IANA registered Service Name (IETF RFC 6335 [10]). 
NOTE 1:	Service names are assigned on a "first come, first served" basis, as described in clause 8.1 of IETF RFC 6335 [10]. There is no substantive review of the request, other than to ensure that it is well-formed and doesn't duplicate an existing assignment.
For new service names registered by 3GPP, the Service Name should start with "3gpp-", followed by a name identifying the application protocol defined by 3GPP. This name should be the acronym used to identify the protocol in 3GPP specifications.
The second label is either "_tcp" (for application protocols that run over TCP) or "_udp" (for application protocols that run over any transport protocol other than TCP, e.g. SCTP).
EXAMPLE:	IANA-assigned Service Name for the SCTP application W1AP supporting the service provided by the W1 interface defined by 3GPP:
"_3gpp-w1ap._udp"
The <Domain> portion specifies the DNS subdomain within which those names are registered. It may be:
[bookmark: _GoBack]-	"local." in the absence of any conventional Unicast DNS server, meaning "link-local Multicast DNS" (see IETF RFC 6762 [12]);
-	A subdomain of any conventional Unicast DNS domain name operated by the operator, e.g. "example.com";
-	A subdomain of "mnc<MNC>.mcc<MCC>.3gppnetwork.org" for service discovery across PLMNs (e.g. in roaming cases).
When relying on a DNS infrastructure, the operators are responsible for:
-	The selection of the subdomain name in which the Service Instance Names are registered, and
-	The provisioning of the authoritative DNS server of this subdomain with the corresponding PTR, SRV, TXT and A/AAAA records used to discover and contact the target nodes.

* * * End of Changes * * * *


