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	Reason for change:
	3GPP Stage 2 as specified in TS 23.502 that UDM shall aggregate network configuration parameters from different AFs:

[bookmark: _Toc20204211][bookmark: _Toc27894903][bookmark: _Toc36191983][bookmark: _Toc45193073][bookmark: _Toc47592705][bookmark: _Toc51834792][bookmark: _Toc59100618]4.15.6.3a	Network Configuration parameters
…
If the UDM received multiple Network Configuration requests, the UDM shall accept the request as long as the Maximum Latency (if received) and/or the Maximum Response Time (if received) are within the range defined by operator policies. The UDM shall use the minimum value of Maximum Latency(s) and/or the maximum value of Maximum Response Time(s) as the AMF-Associated parameters. If the configured value is changed comparing to the one last time sent to the AMF, the UDM notify the AMF of the updated value via Nudm_SDM_Notification message. If there is a deletion of Network Configuration request, the UDM re-calculates the values (see step 2 in clause 4.15.3.2.3b) and notify the AMF if needed.
The Suggested Number of Downlink Packets is classified as SMF-Associated parameter. If the NEF is providing DNN and S-NSSAI as specified in clause 4.15.3.2.3, then the UDM is able to associate the parameters with subscribed DNN and S-NSSAI, and provides the SMF-associated parameters to the SMF for the PDU Session associated with the specific DNN and S-NSSAI as specified in clause 4.15.6.2. The SMF may use the Suggested Number of Downlink Packets parameter to configure the number of packets to buffer in the SMF/UPF (in the case of UPF anchored PDU sessions) or in the NEF (in the case of NEF anchored PDU session) when the UE is not reachable and extended buffering of downlink data is activated.
A Validity Time may be associated with any of the Network Configuration parameters. When the validity time expires, the related NFs delete their local copy of the associated Network Configuration parameter(s).
3GPP CT4 has identified that Parameter Provisioning API in TS 29.503 cannot support multiple AFs and discussed possible way forward at CT4#101e with discussion paper (C4-205353).

For backward compatibility consideration, the new extension shall keep the existing Nudm PP API totally not impacted, which may be already used by certain deployments with limited AFs and can survive without multiple AF support.

This CR proposes service descriptions for the new extension to support multiple AFs by specifying a Store resource to contain the PP Data Entries from AF instances.


	
	

	Summary of change:
	Add service descriptions for the new extension to support multiple AFs by specifying a Store resource to contain the PP Data Entries from AF instances.
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* * * First Change * * * *
[bookmark: _Toc11338448][bookmark: _Toc27585063][bookmark: _Toc36457016][bookmark: _Toc45027899][bookmark: _Toc45028734][bookmark: _Toc67681490][bookmark: _Toc67682783]5.6.2.2.1	General
The following procedures using the Update service operation are supported:
-	Subscription data update
-	SoR Information update
-	5G VN Group modification
-	Parameter Provisioning Data Entry per AF

* * * Next Change * * * *
[bookmark: _Toc11338449][bookmark: _Toc27585064][bookmark: _Toc36457017][bookmark: _Toc45027900][bookmark: _Toc45028735][bookmark: _Toc67681491][bookmark: _Toc67682784]5.6.2.2.x	Parameter Provisioning Data Entry per AF update
Figure 5.6.2.2.x-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to update the Parameter Provisioning Data entry for a certain AF, which will influence the UE's subscription data (see 3GPP TS 23.502 [3] figure 4.15.6.2-1 step 2 and also 3GPP TS 23.273 [38] Figure 6.12.1-1 step 2). The NF consumer shall send a PUT request towards the resource URI of Parameter Provisioning Data entry for the AF (.../{ueId}/pp-data-store/{afInstanceId}) with the new value in the request body. The URI variants ueId and afInstanceId shall take values as specified in Table 6.5.3.X.2-1.


Figure 5.6.2.2.x-1: NF service consumer updates a Parameter Provisioning Data Entry per AF
1.	The NF service consumer (e.g. NEF) sends a PUT request to the resource that represents an existing Parameter Provisioning Data entry for the AF identified by the afInstnaceId. The request body shall contain a PpDataEntry object representing the new value of the resource. If the resource referred by the URI does not exist, new resource is created with value of the received PpDataEntry object, as specified in clause 5.6.2.3.x.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.
2a.	The UDM responds with "204 No Content".
2b. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element). 
NOTE:	Upon reception of an update or removal of maximum latency, maximum response time or DL Buffering Suggested Packet Count, UDM may need to adjust the value of active time and/or periodic registration timer and/or DL Buffering Suggested Packet Count and the UDM shall notify AMF and/or SMF if the values are updated (see clause 4.15.6.3a of 3GPP TS 23.502 [3]).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body as specified in table 6.5.3.X.3.1-2.

* * * Next Change * * * *
[bookmark: _Toc27585067][bookmark: _Toc36457020][bookmark: _Toc45027904][bookmark: _Toc45028739][bookmark: _Toc67681495][bookmark: _Toc67682788]5.6.2.3.1	General
The following procedures using the Create service operation are supported:
-	5G-VN-Group creation
-	Parameter Provisioning Data Entry per AF

* * * Next Change * * * *
[bookmark: _Toc27585068][bookmark: _Toc36457021][bookmark: _Toc45027905][bookmark: _Toc45028740][bookmark: _Toc67681496][bookmark: _Toc67682789]5.6.2.3.x	Parameter Provisioning Data Entry per AF creation
Figure 5.6.2.2.x-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to create the Parameter Provisioning Data entry for a certain AF, which will influence the UE's subscription data (see 3GPP TS 23.502 [3] figure 4.15.6.2-1 step 2 and also 3GPP TS 23.273 [38] Figure 6.12.1-1 step 2). The NF consumer shall send a PUT request towards the resource URI of Parameter Provisioning Data entry for the AF (.../{ueId}/pp-data-store/{afInstanceId}) with the new value in the request body. The URI variants ueId and afInstanceId shall take values as specified in Table 6.5.3.X.2-1.


Figure 5.6.2.3.x-1: NF service consumer creates a Parameter Provisioning Data Entry per AF
1.	The NF service consumer (e.g. NEF) sends a PUT request to the resource that represents the new Parameter Provisioning Data entry for the AF identified by the afInstnaceId. The request body shall contain a PpDataEntry object representing the value of the new resource. If the resource referred by the URI already exists, the value of the resource is updated with the received PpDataEntry object, as specified in clause 5.6.2.2.x.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.
2a.	The UDM responds with "204 No Content".
2b. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element). 
NOTE:	Upon reception of creation of maximum latency, maximum response time or DL Buffering Suggested Packet Count, UDM may need to adjust the value of active time and/or periodic registration timer and/or DL Buffering Suggested Packet Count and the UDM shall notify AMF and/or SMF if the values are updated (see clause 4.15.6.3a of 3GPP TS 23.502 [3]).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body as specified in table 6.5.3.X.3.1-2.

* * * Next Change * * * *
[bookmark: _Toc27585070][bookmark: _Toc36457023][bookmark: _Toc45027907][bookmark: _Toc45028742][bookmark: _Toc67681498][bookmark: _Toc67682791]5.6.2.4.1	General
The following procedures using the Delete service operation are supported:
-	5G-VN-Group deletion
-	Parameter Provisioning Data Entry per AF

* * * Next Change * * * *
[bookmark: _Toc27585071][bookmark: _Toc36457024][bookmark: _Toc45027908][bookmark: _Toc45028743][bookmark: _Toc67681499][bookmark: _Toc67682792]5.6.2.4.x	Parameter Provisioning Data Entry per AF deletion
Figure 5.6.2.4.x-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to delete a Parameter Provisioning Data Entry for a certain AF. The NF consumer shall send a DELETE request towards the resource URI of Parameter Provisioning Data entry for the AF (.../{ueId}/pp-data-store/{afInstanceId}). The URI variants ueId and afInstanceId shall take values as specified in Table 6.5.3.X.2-1.


Figure 5.6.2.4.x-1: NF service consumer deletes a Parameter Provisioning Data Entry per AF
1.	The NF service consumer sends a DELETE request to the resource ... /{ueId}/pp-data-store/{afInstanceId}, to delete the Parameter Provisioning Data Entry for the AF identified by afInstanceId.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.
2a.	On success, the UDM responds with "204 No Content".
2b.	If the Parameter Provisioning Data Entry for the AF does not exist in the UDM, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element). 
2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the DELETE response body as specified in table 6.5.3.X.3.1-2.

* * * Next Change * * * *
[bookmark: _Toc67681501][bookmark: _Toc67682794]5.6.2.5.1	General
The following procedures using the Get service operation are supported:
-	5G-VN-Group get
-	Parameter Provisioning Data Entry per AF

* * * Next Change * * * *
[bookmark: _Toc67681502][bookmark: _Toc67682795]5.6.2.5.x	Parameter Provisioning Data Entry per AF get
Figure 5.6.2.5.x-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to get a Parameter Provisioning Data Entry for a certain AF. The NF consumer shall send a GET request towards the resource URI of Parameter Provisioning Data entry for the AF (.../{ueId}/pp-data-store/{afInstanceId}). The URI variants ueId and afInstanceId shall take values as specified in Table 6.5.3.X.2-1.


Figure 5.6.2.5.x-1: NF service consumer gets a Parameter Provisioning Data Entry per AF
1.	The NF service consumer sends a GET request to the resource .../{ueId}/pp-data-store/{afInstanceId}, to get the Parameter Provisioning Data Entry for the AF identified by afInstanceId.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.
2a.	On success, the UDM responds with "200 OK" with the Parameter Provisioning Data Entry for the AF.
2b.	If the Parameter Provisioning Data Entry for the AF does not exist in the UDM, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element). 
2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body as specified in table 6.5.3.X.3.1-2.

* * * End of Changes * * * *
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