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1. Introduction
During CT4#103e, we discovered the following ambiguity in stage 2. With a Stand-alone Non-Public Networks (SNPN), the discovery and selection of AUSF/UDM by a Credentials Holder (CH) is not completely clear.
1)	When the PLMN is a Credentials Holder, local NRF in SNPN receives IMSI based SUPI/SUCI from AMF. IMSI based SUPI/SUCI contains MCC+MNC, which are used by NRF for the CH selection. There is no ambiguity in this scenario.
2)	When the SNPN is a Credentials Holder, local NRF in SNPN receives NSI based SUPI/SUCI from AMF. NSI based SUPI/SUCI has the following format: username@realm. NRF shall use the 'realm' part for the CH selection, but stage 2 does not elaborate on the contents of the 'realm' part. Therefore, this is a problematic scenario.
3)	When the AAA-S is a Credentials Holder, stage 2 has not specified in which format SUPI/SUCI should be. This ambiguity however does not impact SNPN scenarios.
CT4#103e agreed CR 29.510 0513 Rel-17 NSI based SUPI/SUCI (C4-212607), but this CR may not address all open issues.
Below are relevant quotes for understanding the above problematic scenario (2).
TS 23.501 clause 5.9.2 (Subscription Permanent Identifier):
A SUPI containing a network-specific identifier shall take the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19].
TS 23.003 clause 28.7.2 (NAI format for SUPI):
The NAI for SUPI shall have the form username@realm as specified in clause 2.2 of IETF RFC 7542 [126].
A SUPI containing a network specific identifier shall take the form of a Network Access Identifier (NAI). See clause 5.9.2 of 3GPP TS 23.501 [119] for the definition and use of the network specific identifier.
See clauses 28.15.2 and 28.16.2 for the NAI format for a SUPI containing a GCI or a GLI.
TS 23.501 clause 5.30.2.3 (UE configuration and subscription aspects):
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.7.2. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
…
NOTE 1:	When Credentials Holder is an SNPN, and the MCC and MNC of the SNPN is not unique, then IMSI based SUPI is not supported as the MCC and MNC need not be unique always; instead USIM credentials are supported using Network Specific Identifier based SUPI.
TS 23.501 clause 5.30.2.9 (SNPN connectivity for UEs with credentials owned by Credentials Holder):
SNPNs may support UE access using credentials owned by a Credentials Holder separate from the SNPN. In this case the Session Management procedures (i.e. PDU Sessions) terminate in an SMF in the SNPN.
TS 23.501 clause 6.3.4 (AUSF discovery and selection):
NOTE 2:	In the case of SNPN and if the UE provides IMSI as SUPI/SUCI to the AMF and if SUCI/SUPI is for an SNPN served by the AMF, the AMF uses the selected NID provided by the NG-RAN together with the selected PLMN ID (from SUCI/SUPI) as the SUCI/SUPI does not always include the NID. In the case of SNPN and the UE provides NSI as SUPI/SUCI to the AMF, the AMF uses the Home Network Identifier for selection of AUSF.
TS 23.501 clause 6.3.8 (UDM discovery and selection):
NOTE 2:	In the case of SNPN and the UE provides IMSI as SUPI/SUCI to the AMF and if SUCI/SUPI is for an SNPN served by the AMF, the AMF uses the selected NID provided by the NG-RAN together with the selected PLMN ID (from SUCI/SUPI) as the SUCI/SUPI does not always include the NID. In the case of SNPN and the UE provides NSI as SUPI/SUCI to the AMF, the AMF uses the Home Network Identifier for selection of UDM.
2. Discussion
[bookmark: _GoBack]From the above quotes it is clear that neither stage 2, nor stage 3 specify explicitly and unambiguously which identifiers shall be present in the 'realm' part of the NSI (NAI for SUPI). Problem is, when the SNPN is a Credentials Holder, MCC+MNC typically are not globally unique. Therefore, there is a need for an additional identifier that will make the combination globally unique. Stage 2 should address this use case and provide a comprehensive description when and how MCC+MNC shall be amended by NID. NID is defined in clause 12.7 (Stand-Alone Non-Public Network Identifier) in TS 23.003.
3. Proposal
[bookmark: _Hlk61529092]It is proposed to agree CR 29.571 0275 Rel-17 Home Network Identifier for SNPN (C4-213041) and CR 23.003 0612 Rel-17 Home Network Identifier for SNPN (C4-213070). Also, if SA2 agrees clarification CR(s), CT4 may need to update the already agreed CR 29.510 0513 Rel-17 NSI based SUPI/SUCI (C4-212607).
