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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Solution#2 has been proposed for Key Issue #4 – "Avoidance of conflict between UE IP address/prefix allocated by SMF(s)". But there are lots of inter SMF signalling within SMF set which may implication a new interface. So, this solution is based on solution #2 with enhanced mechanisms to avoid the inter signalling.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820 v0.5.0

* * * First Change * * * *
[bookmark: _Toc42763479][bookmark: _Toc49769265][bookmark: _Toc56438074][bookmark: _Toc56438216][bookmark: _Toc56438290][bookmark: _Toc57274160][bookmark: _Toc57274629][bookmark: _Toc66461572][bookmark: _Toc66462260]6.X	Solution #X: UE IP address/prefix allocation by SMF self management
[bookmark: _Toc49769266][bookmark: _Toc56438075][bookmark: _Toc56438217][bookmark: _Toc56438291][bookmark: _Toc57274161][bookmark: _Toc57274630][bookmark: _Toc66461573][bookmark: _Toc66462261]6.x.1	Description
[bookmark: _Toc66461574][bookmark: _Toc66462262]6.x.1.1	General
The description below is to address the solution for Key Issue# 4 and it is based on solution#2 with some changes. The chapter 6.2.1.1 in solution#2 can be reused. 
The SMFs of an SMF set share the same contexts data where the UE IP address is part of the context information of a PDU session. So, each SMF in SMF set know all the UE IP addresses which is been used in this SMF set by checking the shared context data. These UE IP addresses information can be used for the SMFs to synchronize the IP usage record during SMF recover, session release and SMF added/removed to/from SMF set.
[bookmark: _Toc66461575][bookmark: _Toc66462263]6.x.1.2	SMF recover
If the SMF is recovered from a failure, it will check all the UE IP addresses information from the shared context data and make the records for its individual UE IP address/prefix list. If the UE IP address/prefix is included in the shared context data, the SMF shall mark it as unavailable.
[bookmark: _Toc66461576][bookmark: _Toc66462264]6.x.1.3	Session release
If the SMF release the UE IP address(es)/prefix(s) which are not belonging to its individual UE IP address/prefix list, these UE IP address/prefix might be marked as unavailable by the original SMF without synchronization. In order to avoid this, all the SMFs in SMF set can periodically check all the UE IP addresses information from the shared context data and update the records for its individual UE IP address/prefix list. If the UE IP address/prefix is not included in the shared context data, the SMF will update the record as available.
[bookmark: _Toc66461577][bookmark: _Toc66462265]6.x.1.4	SMF added/removed to/from SMF set
If SMF(s) added/removed to/from the SMF set, the UE IP address/prefix resource will be re-assigned depends on operator's policy. Each SMF will get the new UE IP address/prefix table which is different from the old one.
Some UE IP address(es)/prefix(es) originally controlled by one SMF might be partitioned to another SMF within the same SMF set. Two possible scenarios are list as below.
-	UE IP address(es)/prefix(es) originally controlled by one SMF which is removed from the SMF set but re-assigned to another target SMF.
-	UE IP address(es)/prefix(es) originally controlled by one SMF but re-assigned to another target SMF.
For the UE IP address(es)/prefix(es) originally controlled by one SMF which is removed from the SMF set but re-assigned to another target SMF, the target SMF will check all the UE IP addresses information from the shared context data and make the records for these new individual UE IP address(es)/prefix(es). If the UE IP address/prefix is included in the shared context data, the target SMF shall mark it as unavailable.
For the UE IP address(es)/prefix(es) originally controlled by one SMF but re-assigned to another target SMF, the original SMF shall mark all the UE IP address(es)/prefix(es) as available when the PDU session is not controlled by its own. The target SMF will check all the UE IP addresses information from the shared context data and make the records for these new individual UE IP address(es)/prefix(es). If the UE IP address/prefix is included in the shared context data, the target SMF shall mark it as unavailable.
[bookmark: _Toc49769268][bookmark: _Toc56438077][bookmark: _Toc56438219][bookmark: _Toc56438293][bookmark: _Toc57274163][bookmark: _Toc57274632][bookmark: _Toc66461586][bookmark: _Toc66462274]6.x.2	Impacts on services, entities and interfaces
The solution requires no impacts on services, entities and interfaces.
[bookmark: _Toc66461587][bookmark: _Toc66462275]6.x.3	Pros
-	The proposed solution enables the UE IP address/prefix allocation by SMF if SSET and MPAS feature deployed. 
[bookmark: OLE_LINK8]-	In early stage of 5G deployment, the operator may choose CP function to support the UE IP address/prefix allocation since CP function is required to support this feature as mandatory. But along with the network and business expansion, SSET and MPAS feature may be deployed. Then the operator may want to have the same UE IP address/prefix allocation policy with SSET and MPAS to ensure the solution continuity. This solution ensures the customer can chooses the same UE IP address/prefix allocation policy when SSET and MPAS feature deployed.
-	From the UE IP planning point of view, the partitioning of UE IP addresses/prefixes for each SMF in SMF set will be easy when the SMF is added/removed from the SMF set. When new SMF added/removed to/from SMF set, the UE IP resource in SMF set can be simply divided to each SMF as individual UE IP addresses/prefixes list no mattter what is the real UE IP resource usage status. And the available UE IP addresses/prefix for each SMF can be contiguous.
-	No external server (e.g. AAA/DHCP) required to be deployed for SMF set.
-	There is no signalling exchange between the SMF and the external server during the PDU session establishments and release which will be time efficient with no latency.
[bookmark: _Toc66461588][bookmark: _Toc66462276]6.x.4	Cons
-	It requires support of an OAM or external entity to decide the IP addresses partitioning between the SMFs of an SMF set.
-	The solution statically allocates IP addresses to SMFs of the SMF set, which might result in the SMF set failing to establish new sessions when IP addresses are still available (e.g. an SMF has failed w/o restart, the IP addresses of that SMF are not re-allocated to other SMFs).
-	This solution requires each SMF in SMF set records the whole UE IP address/prefix table which includes the individual UE IP resource part, the recorded UE IP resource part, and the usage indication of every UE IP address/prefix.
[bookmark: _GoBack]
* * * End of Changes * * * *

