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* * * First Change * * * *
[bookmark: _Toc67730038][bookmark: _Toc58585396][bookmark: _Toc56690618][bookmark: _Toc49732997][bookmark: _Toc42883129][bookmark: _Toc33962367][bookmark: _Toc24937552][bookmark: _Toc58584930][bookmark: _Toc56684900][bookmark: _Toc49733043][bookmark: _Toc42883175][bookmark: _Toc33962413][bookmark: _Toc24937598]5.2.2.2.2	NF (other than NRF) registration to NRF


Figure 5.2.2.2.2-1: NF Instance Registration
1.	The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The URI is determined by the NF Instance. The variable {nfInstanceID} represents an identifier, provided by the NF Service Consumer that shall be globally unique inside the PLMN of the NRF where the NF is being registered. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [18].
EXAMPLE:	UUID version 4: "4947a69a-f61b-4bc1-b9da-47c9c5d14b64"
The payload body of the PUT request shall contain a representation of the NF Instance to be created.
2a.	On success, "201 Created" shall be returned, the payload body of the PUT response shall contain the representation of the created resource and the "Location" header shall contain the URI of the created resource. Additionally, the NRF returns a "heart-beat timer" containing the number of seconds expected between two consecutive heart-beat messages from an NF Instance to the NRF (see clause 5.2.2.3.2). The representation of the created resource may be a complete NF Profile or a NF Profile just including the mandatory attributes of the NF Profile and the attributes which the NRF added or changed (see Annex B).
2b.	On failure or redirection:
-	If the registration of the NF instance fails at the NRF due to errors in the encoding of the NFProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the registration of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.
The NRF shall allow the registration of a Network Function instance with any of the NF types described in clause 6.1.6.3.3, and it shall also allow registration of Network Function instances with custom NF types (e.g., NF type values not defined by 3GPP, or NF type values not defined by this API version).
NOTE 1:	When registering a custom NF in NRF, it is recommended to use a NF type name that prevents collisions with other custom NF type names, or with NF types defined in the future by 3GPP. E.g., prefixing the custom NF type name with the string "CUSTOM_".
During the registration of a Network Function instance with a custom NF type, the NF instance may provide NF-specific data (in the "customInfo" attribute), that shall be stored by the NRF as part of the NF profile of the NF instance.
The NRF shall accept the registration of NF Instances containing Vendor-Specific attributes (see 3GPP TS 29.500 [4], clause 6.6.3), and therefore, it shall accept NF Profiles containing attributes whose type may be unknown to the NRF, and those attributes shall be stored as part of the NF's profile data in NRF.
Before an NF Instance registers its NF Profile in NRF, the NF Instance should check the capabilities of the NRF by issuing an OPTIONS request to the "nf-instances" resource (see clause 6.1.3.2.3.2), unless the NF Instance already sent a Bootstrapping Request to the NRF and received the nrfFeatures attribute in the response. The NRF may indicate in the response capabilities such as the support of receiving compressed payloads in the HTTP PUT request used for registration of the NF Profile, or support of specific attributes of the NF Profile. Alternatively the NF Instance may have acquired the capabilities of the NRF by consuming the Nnrf_Boostrapping service (see clause 5.5).
NOTE 2:	A Rel-16 NF needs to register the list of NF Service Instances in the "nfServices" array attribute towards an NRF not supporting the Service-Map feature (i.e. a Rel-15 NRF).

* * * Next Change * * * *
[bookmark: _Toc67730047][bookmark: _Toc58585403][bookmark: _Toc56690625][bookmark: _Toc49733004][bookmark: _Toc42883136][bookmark: _Toc33962374][bookmark: _Toc24937559]5.2.2.5.2	Subscription to NF Instances in the same PLMN
The subscription to notifications on NF Instances is executed creating a new individual resource under the collection resource "subscriptions". The operation is invoked by issuing a POST request on the URI representing the "subscriptions" resource.


Figure 5.2.2.5.2-1: Subscription to NF Instances in the same PLMN
1.	The NF Service Consumer shall send a POST request to the resource URI representing the "subscriptions" collection resource.
The request body shall include the data indicating the type of notifications that the NF Service Consumer is interested in receiving; it also contains a callback URI, where the NF Service Consumer shall be prepared to receive the actual notification from the NRF (see NFStatusNotify operation in 5.2.2.6) along with the optional "capInfo" attribute indicating the communication options supported by the NF Service Consumer receiving the actual notification and it may contain a validity time, suggested by the NF Service Consumer, representing the time span during which the subscription is desired to be kept active.
The subscription request may also include additional parameters indicating the list of attributes (including Vendor-Specific attributes, see 3GPP TS 29.500 [4], clause 6.6.3) in the NF Profile to be monitored (or to be excluded from monitoring), in order to determine whether a notification from NRF should be sent, or not, when any of those attributes is changed in the profile.
The NF Service Consumer may request the creation of a subscription to a specific NF Instance, or to a set of NF Instances, where the set is determined according to different criteria specified in the request body, in the "subscrCond" attribute of the "SubscriptionData" object type (see clause 6.1.6.2.16).
The subscription shall be authorized, or rejected, by the NRF by checking the relevant input attributes (e.g. reqNfType, reqNfFqdn, reqSnssais, reqPerPlmnSnssais, reqPlmnList, reqSnpnList, etc.) in the subscription request body (along with the contents of any optional Oauth2 access token provided in the API request) against the list of authorization attributes in the NF Profile of the target NF Instance to be monitored.
When the subscription request is for a set of NFs, the authorization attributes of the NF Instances in the set may differ, resulting in positive authorization of the subscription for only a part of the NF Instances in the set; in that case, the subscription to the set of NFs may be accepted by the NRF, but the NF Instances in the set that are not authorized for the NF Service Consumer that requested the subscription, shall not result in triggering any notification event from the NRF to the NF Service Consumer.
2a.	On success, "201 Created" shall be returned. The response shall contain the data related to the created subscription, including the validity time, as determined by the NRF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving status notifications, it shall create a new subscription in the NRF.
2b.	On failure or redirection:
-	If the creation of the subscription fails at the NRF due to errors in the SubscriptionData JSON object in the request body, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the creation of the subscription fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.

* * * Next Change * * * *
[bookmark: _Toc56690673][bookmark: _Toc67730093]5.5.2.2.1	General
This service operation is used by an NF Service Consumer to request bootstrapping information from the NRF.


Figure 5.5.2.2.1-1: Bootstrapping Request
1.	The NF Service Consumer shall send a GET request to the "Bootstrapping Endpoint".
The "Bootstrapping Endpoint" URI shall be constructed as:
{nrfApiRoot}/bootstrapping
where {nrfApiRoot} represents the concatenation of the "scheme" and "authority" components of the NRF, as defined in IETF RFC 3986 [17]; see also the definition of NRF FQDN and NRF URI in 3GPP TS 23.003 [12], clause 28.3.2.3.
2a.	On success, "200 OK" shall be returned, the payload body of the GET response shall contain the requested bootstrapping information.
EXAMPLE:
GET https://nrf.example.com/bootstrapping
Accept: application/3gppHal+json


HTTP/2 200 OK
Content-Type: application/3gppHal+json

{
  "status": "OPERATIVE",
  "_links": {
    "self": {
      "href": "https://nrf.example.com/bootstrapping"
    },
    "manage": {
      "href": "https://nrf.example.com/nnrf-nfm/v1/nf-instances"
    },
    "subscribe": {
      "href": "https://nrf.example.com/nnrf-nfm/v1/subscriptions"
    },
    "discover": {
      "href": "https://nrf.example.com/nnrf-disc/v1/nf-instances"
    },
    "authorize": {
      "href": "https://nrf.example.com/oauth2/token"
    }
  },
  "nrfFeatures": {
    "nnrf-nfm": "1",
    "nnrf-disc": "D",
    "nnrf-oauth2": "0"
  },
  "capInfo": {
    "contentEncodingList": [{"encoding": "gzip","weight": 0.7},{"encoding": "identity", "weight": 0.2}]
  }

}

2b. On failure or redirection:
-	Upon failure, the NRF shall return "400 Bad Request" status code, including in the response payload a JSON object that provides details about the specific error(s) that occurred.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.

* * * Next Change * * * *
[bookmark: _Toc67730142][bookmark: _Toc24937649][bookmark: _Toc33962464][bookmark: _Toc42883226][bookmark: _Toc49733094][bookmark: _Toc56690719][bookmark: _Toc58585497]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnrf_NFManagement service-based interface protocol.
Table 6.1.6.1-1: Nnrf_NFManagement specific Data Types
	Data type
	Clause defined
	Description

	NFProfile
	6.1.6.2.2
	Information of an NF Instance registered in the NRF.

	NFService
	6.1.6.2.3
	Information of a given NF Service Instance; it is part of the NFProfile of an NF Instance.

	DefaultNotificationSubscription
	6.1.6.2.4
	Data structure for specifying the notifications the NF service subscribes by default along with callback URI.

	IpEndPoint
	6.1.6.2.5
	IP addressing information of a given NFService; it consists on, e.g. IP address, TCP port, transport protocol...

	UdrInfo
	6.1.6.2.6
	Information of an UDR NF Instance.

	UdmInfo
	6.1.6.2.7
	Information of an UDM NF Instance.

	AusfInfo
	6.1.6.2.8
	Information of an AUSF NF Instance.

	SupiRange
	6.1.6.2.9
	A range of SUPIs (subscriber identities), either based on a numeric range, or based on regular-expression matching.

	IdentityRange
	6.1.6.2.10
	A range of subscriber identities, either based on a numeric range, or based on regular-expression matching.

	AmfInfo
	6.1.6.2.11
	Information of an AMF NF Instance.

	SmfInfo
	6.1.6.2.12
	Information of an SMF NF Instance.

	UpfInfo
	6.1.6.2.13
	Information of an UPF NF Instance.

	SnssaiUpfInfoItem
	6.1.6.2.14
	Set of parameters supported by UPF for a given S-NSSAI.

	DnnUpfInfoItem
	6.1.6.2.15
	Set of parameters supported by UPF for a given DNN.

	SubscriptionData
	6.1.6.2.16
	Information of a subscription to notifications to NRF events, included in subscription requests and responses.

	NotificationData
	6.1.6.2.17
	Data sent in notifications from NRF to subscribed NF Instances.

	NFServiceVersion
	6.1.6.2.19
	Contains the version details of an NF service.

	PcfInfo
	6.1.6.2.20
	Information of a PCF NF Instance.

	BsfInfo
	6.1.6.2.21
	Information of a BSF NF Instance.

	Ipv4AddressRange
	6.1.6.2.22
	Range of IPv4 addresses.

	Ipv6PrefixRange
	6.1.6.2.23
	Range of IPv6 prefixes.

	InterfaceUpfInfoItem
	6.1.6.2.24
	Information of a given IP interface of an UPF.

	UriList
	6.1.6.2.25
	Set of URIs following 3GPP hypermedia format (containing a "_links" attribute).

	N2InterfaceAmfInfo
	6.1.6.2.26
	AMF N2 interface information

	TaiRange
	6.1.6.2.27
	Range of TAIs (Tracking Area Identities).

	TacRange
	6.1.6.2.28
	Range of TACs (Tracking Area Codes).

	SnssaiSmfInfoItem
	6.1.6.2.29
	Set of parameters supported by SMF for a given S-NSSAI.

	DnnSmfInfoItem
	6.1.6.2.30
	Set of parameters supported by SMF for a given DNN.

	NrfInfo
	6.1.6.2.31
	Information of an NRF NF Instance, used in hierarchical NRF deployments.

	ChfInfo
	6.1.6.2.32
	Information of a CHF NF Instance.

	PlmnRange
	6.1.6.2.34
	Range of PLMN IDs.

	SubscrCond
	6.1.6.2.35
	Condition to determine the set of NFs to monitor under a certain subscription in NRF.

	NfInstanceIdCond
	6.1.6.2.36
	Subscription to a given NF Instance Id.

	NfTypeCond
	6.1.6.2.37
	Subscription to a set of NFs based on their NF Type.

	ServiceNameCond
	6.1.6.2.38
	Subscription to a set of NFs based on their support for a given Service Name.

	AmfCond
	6.1.6.2.39
	Subscription to a set of AMFs, based on AMF Set Id and/or AMF Region Id.

	GuamiListCond
	6.1.6.2.40
	Subscription to a set of AMFs, based on their GUAMIs.

	NetworkSliceCond
	6.1.6.2.41
	Subscription to a set of NFs, based on the slices (S-NSSAI and NSI) they support .

	NfGroupCond
	6.1.6.2.42
	Subscription to a set of NFs based on their Group Id.

	NotifCondition
	6.1.6.2.43
	Condition (list of attributes in the NF Profile) to determine whether a notification must be sent by NRF.

	PlmnSnssai
	6.1.6.2.44
	List of network slices (S-NSSAIs) for a given PLMN ID.

	NwdafInfo
	6.1.6.2.45
	Information of a NWDAF NF Instance.

	LmfInfo
	6.1.6.2.46
	Information of an LMF NF Instance.

	GmlcInfo
	6.1.6.2.47
	Information of a GMLC NF Instance.

	NefInfo
	6.1.6.2.48
	Information of an NEF NF Instance.

	PfdData
	6.1.6.2.49
	List of Application IDs and/or AF IDs managed by a given NEF Instance.

	AfEventExposureData
	6.1.6.2.50
	AF Event Exposure data managed by a given NEF Instance.

	WAgfInfo
	6.1.6.2.51
	Information of the W-AGF endpoints.

	TngfInfo
	6.1.6.2.52
	Information of the TNGF endpoints.

	PcscfInfo
	6.1.6.2.53
	Information of a P-CSCF NF Instance.

	NfSetCond
	6.1.6.2.54
	Subscription to a set of NFs based on their Set Id.

	NfServiceSetCond
	6.1.6.2.55
	Subscription to a set of NFs based on their Service Set Id.

	NfInfo
	6.1.6.2.56
	Information of a generic NF Instance.

	HssInfo
	6.1.6.2.57
	Information of an HSS NF Instance.

	ImsiRange
	6.1.6.2.58
	A range of IMSIs (subscriber identities), either based on a numeric range, or based on regular-expression matching.

	InternalGroupIdRange
	6.1.6.2.59
	A range of Group IDs (internal group identities), either based on a numeric range, or based on regular-expression matching.

	UpfCond
	6.1.6.2.60
	Subscription to a set of NF Instances (UPFs), able to serve a certain service area (i.e. SMF serving area or TAI list).

	TwifInfo
	6.1.6.2.61
	Addressing information (IP addresses, FQDN) of the TWIF.

	VendorSpecificFeature
	6.1.6.2.62
	Information about a vendor-specific feature

	UdsfInfo
	6.1.6.2.63
	Information related to UDSF

	ScpInfo
	6.1.6.2.65
	Information of an SCP Instance

	ScpDomainInfo
	6.1.6.2.66
	SCP domain information

	ScpDomainCond
	6.1.6.2.67
	Subscription to an SCP domain 

	OptionsResponse
	6.1.6.2.68
	Communication options of the NRF

	NwdafCond
	6.1.6.2.69
	Subscription to a set of NF Instances (NWDAFs), identified by Analytics ID(s), S-NSSAI(s) or NWDAF Serving Area information, i.e. list of TAIs for which the NWDAF can provide analytics.

	NefCond
	6.1.6.2.70
	Subscription to a set of NF Instances (NEFs), identified by Event ID(s) provided by AF, S-NSSAI(s), AF Instance ID, Application Identifier, External Identifier, External Group Identifier, or domain name.

	SuciInfo
	6.1.6.2.71
	SUCI information containing Routing Indicator and Home Network Public Key ID.

	SeppInfo
	6.1.6.2.72
	Information of a SEPP Instance

	AanfInfo
	6.1.6.2.73
	Information of an AAnF NF Instance.

	Fqdn
	6.1.6.3.2
	Fully Qualified Domain Name.

	NefId
	6.1.6.3.2
	Identity of the NEF.

	VendorId
	6.1.6.3.2
	Vendor ID of the NF Service instance (Private Enterprise Number assigned by IANA)

	NFType
	6.1.6.3.3
	NF types known to NRF.

	NotificationType
	6.1.6.3.4
	Types of notifications used in Default Notification URIs in the NF Profile of an NF Instance.

	TransportProtocol
	6.1.6.3.5
	Types of transport protocol used in a given IP endpoint of an NF Service Instance.

	NotificationEventType
	6.1.6.3.6
	Types of events sent in notifications from NRF to subscribed NF Instances.

	NFStatus
	6.1.6.3.7
	Status of a given NF Instance stored in NRF.

	DataSetId
	6.1.6.3.8
	Types of data sets stored in UDR.

	UPInterfaceType
	6.1.6.3.9
	Types of User-Plane interfaces of the UPF.

	ServiceName
	6.1.6.3.11
	Service names known to NRF.

	NFServiceStatus
	6.1.6.3.12
	Status of a given NF Service Instance of an NF Instance stored in NRF.

	AnNodeType
	6.1.6.3.13
	Access Network Node Type (gNB, ng-eNB...).

	IpReachability
	6.1.6.3.15
	Indicates the type(s) of IP addresses reachable via an SCP.



Editor's Note:	A general solution of NRF handling towards absent attributes (not registered by the NF or not supported by NF with early version) is FFS.

Table 6.1.6.1-2 specifies data types re-used by the Nnrf_NFManagement service-based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnrf_NFManagement service-based interface.
Table 6.1.6.1-2: Nnrf_NFManagement re-used Data Types
	Data type
	Reference
	Comments

	N1MessageClass
	3GPP TS 29.518 [6]
	The N1 message type

	N2InformationClass
	3GPP TS 29.518 [6]
	The N2 information type

	IPv4Addr
	3GPP TS 29.571 [7]
	

	IPv6Addr
	3GPP TS 29.571 [7]
	

	IPv6Prefix
	3GPP TS 29.571 [7]
	

	Uri
	3GPP TS 29.571 [7]
	

	Dnn
	3GPP TS 29.571 [7]
	

	SupportedFeatures
	3GPP TS 29.571 [7]
	

	Snssai
	3GPP TS 29.571 [7]
	

	PlmnId
	3GPP TS 29.571 [7]
	

	Guami
	3GPP TS 29.571 [7]
	

	Tai
	3GPP TS 29.571 [7]
	

	NfInstanceId
	3GPP TS 29.571 [7]
	

	LinksValueSchema
	3GPP TS 29.571 [7]
	3GPP Hypermedia link

	UriScheme
	3GPP TS 29.571 [7]
	

	AmfName
	3GPP TS 29.571 [7]
	

	DateTime
	3GPP TS 29.571 [7]
	

	Dnai
	3GPP TS 29.571 [7]
	

	ChangeItem
	3GPP TS 29.571 [7]
	

	DiameterIdentity
	3GPP TS 29.571 [7]
	

	AccessType
	3GPP TS 29.571 [7]
	

	NfGroupId
	3GPP TS 29.571 [7]
	Network Function Group Id

	AmfRegionId
	3GPP TS 29.571 [7]
	

	AmfSetId
	3GPP TS 29.571 [7]
	

	PduSessionType
	3GPP TS 29.571 [7]
	

	AtsssCapability
	3GPP TS 29.571 [7]
	Capability to support procedures related to Access Traffic Steering, Switching, Splitting.

	Nid
	3GPP TS 29.571 [7]
	

	PlmnIdNid
	3GPP TS 29.571 [7]
	

	NfSetId
	3GPP TS 29.571 [7]
	NF Set ID (see clause 28.12 of 3GPP TS 23.003 [12])

	NfServiceSetId
	3GPP TS 29.571 [7]
	NF Service Set ID (see clause 28.13 of 3GPP TS 23.003 [12])

	GroupId
	3GPP TS 29.571 [7]
	Internal Group Identifier

	RatType
	3GPP TS 29.571 [7]
	RAT Type

	EventId
	3GPP TS 29.520 [32]
	Defined in Nnwdaf_AnalyticsInfo API.

	NwdafEvent
	3GPP TS 29.520 [32]
	Defined in Nnwdaf_EventsSubscription API.

	ExternalClientType
	3GPP TS 29.572 [33]
	

	LMFIdentification
	3GPP TS 29.572 [33]
	LMF Identification

	AfEvent
	3GPP TS 29.517 [35]
	Defined in Naf_EventExposure API

	CapInfo
	3GPP TS 29.571 [7]
	Set of supported communication options



* * * Next Change * * * *
[bookmark: _Toc24937653][bookmark: _Toc33962468][bookmark: _Toc42883230][bookmark: _Toc49733098][bookmark: _Toc56690723][bookmark: _Toc67730145]6.1.6.2.2	Type: NFProfile
Table 6.1.6.2.2-1: Definition of type NFProfile
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceId
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance (NOTE 5) (NOTE 16)

	nfInstanceName
	string
	O
	0..1
	Human readable name of the NF Instance

	heartBeatTimer
	integer
	C
	0..1
	Time in seconds expected between 2 consecutive heart-beat messages from an NF Instance to the NRF.
It may be included in the registration request. When present in the request it shall contain the heartbeat time proposed by the NF service consumer.
It shall be included in responses from NRF to registration requests (PUT) or in NF profile updates (PUT or PATCH). If the proposed heartbeat time is acceptable by the NRF based on the local configuration, it shall use the same value as in the registration request; otherwise the NRF shall override the value using a preconfigured value.

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function (NOTE 7).
This IE shall be present if this information is available for the NF.
If not provided, PLMN ID(s) of the PLMN of the NRF are assumed for the NF.

	snpnList
	array(PlmnIdNid)
	C
	1..N
	SNPN(s) of the Network Function.
This IE shall be present if the NF pertains to one or more SNPNs. 

	sNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAIs of the Network Function.
If not provided, and if the perPlmnSnssaiList attribute is not present, the NF can serve any S-NSSAI.
When present this IE represents the list of S-NSSAIs supported in all the PLMNs listed in the plmnList IE.
If the sNSSAIs attribute is provided in at least one NF Service, the S-NSSAIs supported by the NF Profile shall be the set or a superset of the S-NSSAIs of the NFService(s).

	perPlmnSnssaiList
	array(PlmnSnssai)
	O
	1..N
	This IE may be included when the list of S-NSSAIs supported by the NF for each PLMN it is supporting is different. When present, this IE shall include the S-NSSAIs supported by the Network Function for each PLMN supported by the Network Function. When present, this IE shall override sNssais IE. (NOTE 9)
If the perPlmnSnssaiList attribute is provided in at least one NF Service, the S-NSSAIs supported per PLMN in the NF Profile shall be the set or a superset of the perPlmnSnssaiList of the NFService(s).

	nsiList
	array(string)
	O
	1..N
	NSI identities of the Network Function.
If not provided, the NF can serve any NSI.

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1) (NOTE 2) (NOTE 18). For AMF, the FQDN registered with the NRF shall be that of the AMF Name (see 3GPP TS 23.003 [12] clause 28.3.2.5).

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter-PLMN routing as specified in 3GPP TS 23.003 [12] shall be registered with the NRF (NOTE 8).

A change of this attribute shall result in triggering a "NF_PROFILE_CHANGED" notification from NRF towards subscribing NFs located in a different PLMN, but the new value shall be notified as a change of the "fqdn" attribute.

	ipv4Addresses
	array(Ipv4Addr)
	C
	1..N
	IPv4 address(es) of the Network Function (NOTE 1) (NOTE 2) (NOTE 18)

	ipv6Addresses
	array(Ipv6Addr)
	C
	1..N
	IPv6 address(es) of the Network Function (NOTE 1) (NOTE 2) (NOTE 18)

	allowedPlmns
	array(PlmnId)
	O
	1..N
	PLMNs allowed to access the NF instance.
If not provided, any PLMN is allowed to access the NF.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 17)

	allowedSnpns
	array(PlmnIdNid)
	O
	1..N
	SNPNs allowed to access the NF instance.

If this attribute is present in the NFService and in the NF profile, the attribute from the NFService shall prevail.

The absence of this attribute in both the NFService and in the NF profile indicates that no SNPN, other than the SNPN(s) registered in the snpnList attribute of the NF Profile, is allowed to access the service instance.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 17)

	allowedNfTypes
	array(NFType)
	O
	1..N
	Type of the NFs allowed to access the NF instance.
If not provided, any NF type is allowed to access the NF.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 17)

	allowedNfDomains
	array(string)
	O
	1..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the NF domain names within the PLMN of the NRF allowed to access the NF instance.
If not provided, any NF domain is allowed to access the NF.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 17)

	allowedNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAI of the allowed slices to access the NF instance.
If not provided, any slice is allowed to access the NF.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 17)

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) within the range 0 to 65535, to be used for NF selection; lower values indicate a higher priority. Priority may or may not be present in the nfServiceList parameters, xxxInfo parameters and in this attribute. Priority in the nfServiceList has precedence over the priority in this attribute, which has precedence over the priority in xxxInfo parameter. (NOTE 4).
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.

	capacity
	integer
	O
	0..1
	Static capacity information within the range 0 to 65535, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value. (NOTE 4).

	load
	integer
	O
	0..1
	Dynamic load information, within the range 0 to 100, indicates the current load percentage of the NF.

	loadTimeStamp
	DateTime
	O
	0..1
	It indicates the point in time in which the latest load information (sent by the NF in the "load" attribute of the NF Profile) was generated at the NF Instance.

If the NF did not provide a timestamp, the NRF should set it to the instant when the NRF received the message where the NF provided the latest load information.

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center) (NOTE 3)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, group ID …)

	udrInfoList
	map(UdrInfo)
	O
	1..N
	Multiple entries of UdrInfo. This attribute provides additional information to the udrInfo. udrInfoList may be present even if the udrInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM (ranges of SUPI, group ID…)

	udmInfoList
	map(UdmInfo)
	O
	1..N
	Multiple entries of UdmInfo. This attribute provides additional information to the udmInfo. udmInfoList may be present even if the udmInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF (ranges of SUPI, group ID…)

	ausfInfoList
	map(AusfInfo)
	O
	1..N
	Multiple entries of AusfInfo. This attribute provides additional information to the ausfInfo. ausfInfoList may be present even if the ausfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	amfInfoList
	map(AmfInfo)
	O
	1..N
	Multiple entries of AmfInfo. This attribute provides additional information to the amfInfo. amfInfoList may be present even if the amfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	smfInfo
	SmfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …).
(NOTE 12)

	smfInfoList
	map(SmfInfo)
	O
	1..N
	Multiple entries of SmfInfo. This attribute provides additional information to the smfInfo. smfInfoList may be present even if the smfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.
(NOTE 12)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, interface…)

	upfInfoList
	map(UpfInfo)
	O
	1..N
	Multiple entries of UpfInfo. This attribute provides additional information to the upfInfo. upfInfoList may be present even if the upfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	pcfInfoList
	map(PcfInfo)
	O
	1..N
	Multiple entries of PcfInfo. This attribute provides additional information to the pcfInfo. pcfInfoList may be present even if the pcfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	bsfInfoList
	map(BsfInfo)
	O
	1..N
	Multiple entries of BsfInfo. This attribute provides additional information to the bsfInfo. bsfInfoList may be present even if the bsfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	chfInfo
	ChfInfo
	O
	0..1
	Specific data for the CHF

	chfInfoList
	map(ChfInfo)
	O
	1..N
	Multiple entries of ChfInfo. This attribute provides additional information to the chfInfo. chfInfoList may be present even if the chfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	nefInfo
	NefInfo
	O
	0..1
	Specific data for the NEF

	nrfInfo
	NrfInfo
	O
	0..1
	Specific data for the NRF

	udsfInfo
	UdsfInfo
	O
	0..1
	Specific data for the UDSF

	udsfInfoList
	map(UdsfInfo)
	O
	1..N
	Multiple entries of udsfInfo. This attribute provides additional information to the udsfInfo. udsfInfoExt may be present even if the udsfInfo is absent.

	nwdafInfo
	NwdafInfo
	O
	0..1
	Specific data for the NWDAF.

	pcscfInfoList
	map(PcscfInfo)
	O
	1..N
	Specific data for the P-CSCF.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.
(NOTE 11)

	hssInfoList
	map(HssInfo)
	O
	1..N
	Specific data for the HSS.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	customInfo
	object
	O
	0..1
	Specific data for custom Network Functions

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF was (re)started (NOTE 5) (NOTE 6)

	nfServicePersistence
	boolean
	O
	0..1
	- true: If present, and set to true, it indicates that the different service instances of a same NF Service in this NF instance, supporting a same API version, are capable to persist their resource state in shared storage and therefore these resources are available after a new NF service instance supporting the same API version is selected by a NF Service Consumer (see 3GPP TS 23.527 [27]).

- false (default): Otherwise, it indicates that the NF Service Instances of a same NF Service are not capable to share resource state inside the NF Instance.

	nfServices
	array(NFService)
	O
	1..N
	List of NF Service Instances. It shall include the services produced by the NF that can be discovered by other NFs, if any. (NOTE 15)

This attribute is deprecated; the attribute "nfServiceList" should be used instead.

	nfServiceList
	map(NFService)
	O
	1..N
	Map of NF Service Instances, where the "serviceInstanceId" attribute of the NFService object shall be used as the key of the map. (NOTE 15)

It shall include the services produced by the NF that can be discovered by other NFs, if any.

	nfProfileChangesSupportInd
	boolean
	O
	0..1
	NF Profile Changes Support Indicator.
See Annex B.

This IE may be present in the NFRegister or NFUpdate (NF Profile Complete Replacement) request and shall be absent in the response.

true: the NF Service Consumer supports receiving NF Profile Changes in the response.

false (default): the NF Service Consumer does not support receiving NF Profile Changes in the response.

Write-Only: true

	nfProfileChangesInd
	boolean
	O
	0..1
	NF Profile Changes Indicator.
See Annex B.

This IE shall be absent in the request to the NRF and may be included by the NRF in NFRegister or NFUpdate (NF Profile Complete Replacement) response.

true: the NF Profile contains NF Profile changes.
false (default): complete NF Profile.

Read-Only: true

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	1..N
	Notification endpoints for different notification types.
(NOTE 10)


	lmfInfo
	LmfInfo
	O
	0..1
	Specific data for the LMF

	gmlcInfo
	GmlcInfo
	O
	0..1
	Specific data for the GMLC

	nfSetIdList
	array(NfSetId)
	C
	1..N
	NF Set ID defined in clause 28.12 of 3GPP TS 23.003 [12].
At most one NF Set ID shall be indicated per PLMN-ID or SNPN of the NF.
This information shall be present if available.

	servingScope
	array(string)
	O
	1..N
	The served area(s) of the NF instance.
The absence of this attribute does not imply that the NF instance can serve every area in the PLMN.
(NOTE 13)

	lcHSupportInd
	boolean
	O
	0..1
	This IE indicates whether the NF supports Load Control based on LCI Header (see clause 6.3 of 3GPP TS 29.500 [4]).
	- true: the NF supports the feature.
	- false (default): the NF does not support the	feature.

	olcHSupportInd
	boolean
	O
	0..1
	This IE indicates whether the NF supports Overload Control based on OCI Header (see clause 6.4 of 3GPP TS 29.500 [4]).
	- true: the NF supports the feature.
	- false (default): the NF does not support the	feature.

	nfSetRecoveryTimeList
	map(DateTime)
	O
	1..N
	Map of recovery time, where the key of the map is the NfSetId of NF Set(s) that the NF instance belongs to.

When present, the value of each entry of the map shall be the recovery time of the NF Set indicated by the key.

	serviceSetRecoveryTimeList
	map(DateTime)
	O
	1..N
	Map of recovery time, where the key of the map is the NfServiceSetId of the NF Service Set(s) configured in the NF instance.

When present, the value of each entry of the map shall be the recovery time of the NF Service Set indicated by the key.

	scpDomains
	array(string)
	O
	1..N
	When present, this IE shall carry the list of SCP domains the SCP belongs to, or the SCP domain the NF (other than SCP) or the SEPP belongs to.
(NOTE 14)

	scpInfo
	ScpInfo
	O
	0..1
	Specific data for the SCP

	seppInfo
	SeppInfo
	O
	0..1
	Specific data for the SEPP

	vendorId
	VendorId
	O
	0..1
	Vendor ID of the NF instance, according to the IANA-assigned "SMI Network Management Private Enterprise Codes" [38].

	supportedVendorSpecificFeatures
	map(array(VendorSpecificFeature))
	O
	1..N
	Map of Vendor-Specific features, where the key of the map is the IANA-assigned "SMI Network Management Private Enterprise Codes" [38]. The string used as key of the map shall contain 6 decimal digits; if the SMI code has less than 6 digits, it shall be padded with leading digits "0" to complete a 6-digit string value.
The value of each entry of the map shall be a list (array) of VendorSpecificFeature objects.
(NOTE 19)

	aanfInfoList
	map(AanfInfo)
	O
	1..N
	Multiple entries of AanfInfo.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NF Instance.

	NOTE 1:	At least one of the addressing parameters (fqdn, ipv4address or ipv6adress) shall be included in the NF Profile. If the NF supports the NF services with "https" URI scheme (i.e use of TLS is mandatory), then the FQDN shall be provided in the NF Profile or the NF Service profile (see clause 6.1.6.2.3) and it shall be used to construct the target URI (unless overriden by a NFService-specific FQDN). See NOTE 1 of Table 6.1.6.2.3-1 for the use of these parameters. If multiple ipv4 addresses and/or ipv6 addresses are included in the NF Profile, the NF Service Consumer of the discovery service shall select one of these addresses randomly, unless operator defined local policy of IP address selection, in order to avoid overload for a specific ipv4 address and/or ipv6 address.
NOTE 2:	If the type of Network Function is UPF, the addressing information is for the UPF N4 interface. If the type of Network Function is a P-CSCF and if no Gm FQDN or IP addresses are registered in the pcscfInfoList attribute, the addressing information is also used for the P-CSCF Gm interface.
NOTE 3:	A requester NF may use this information to select a NF instance (e.g. a NF instance preferably located in the same data center).
NOTE 4:	The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].
NOTE 5:	The NRF shall notify NFs subscribed to receiving notifications of changes of the NF profile, if the NF recoveryTime or the nfStatus is changed. See clause 6.2 of 3GPP TS 23.527 [27].
NOTE 6:	A requester NF may consider that all the resources created in the NF before the NF recovery time have been lost. This may be used to detect a restart of a NF and to trigger appropriate actions, e.g. release local resources. See clause 6.2 of 3GPP TS 23.527 [27].
NOTE 7:	A NF may register multiple PLMN IDs in its profile within a PLMN comprising multiple PLMN IDs. If so, all the attributes of the NF Profile shall apply to each PLMN ID registered in the plmnList. As an exception, attributes including a PLMN ID, e.g. IMSI-based SUPI ranges, TAIs and GUAMIs, are specific to one PLMN ID and the NF may register in its profile multiple occurrences of such attributes for different PLMN IDs (e.g. the UDM may register in its profile SUPI ranges for different PLMN IDs).
NOTE 8:	Other NFs are in a different PLMN if they belong to none of the PLMN ID(s) configured for the PLMN of the NRF.
NOTE 9:	This is for the use case where an NF (e.g. AMF) supports multiple PLMNs and the slices supported in each PLMN are different. See clause 9.2.6.2 of 3GPP TS 38.413 [29].
NOTE 10:	For notification types that may be associated with a specifc service of the NF Instance receiving the notification (see clause 6.1.6.3.4), if notification endpoints are present both in the profile of the NF instance (NFProfile) and in some of its NF Services (NFService) for a same notification type, the notification endpoint(s) of the NF Services shall be used for this notification type. The defaultNotificationSubscriptions attribute may contain multiple default subscriptions for a same notification type; in that case, those default subscriptions are used as alternative notification endpoints so, for each notification event that needs to be sent, the NF Service Consumer shall select one of such subscriptions and use it to send the notification.
NOTE 11:	The absence of the pcscfInfoList attribute in a P-CSCF profile indicates that the P-CSCF can be selected for any DNN and Access Type, and that the P-CSCF Gm addressing information is the same as the addressing information registered in the fqdn, ipv4Addresses and ipv4Addresses attributes of the NF profile.
NOTE 12:	The absence of both the smfInfo and smfInfoList attributes in an SMF profile indicates that the SMF can be selected for any S-NSSAI, DNN, TAI and access type.
NOTE 13:	The servingScope attribute may indicate geographical areas, It may be used e.g. to discover and select NFs in centralized Data Centers that are expected to serve users located in specific region(s) or province(s). It may also be used to reduce the large configuration of TAIs in the NF instances.
NOTE 14:	An NF (other than a SCP) can register at most one SCP domain in NF profile, i.e. the NF can belong to only one SCP domain. If an NF (other than a SCP) includes this information in its profile, this indicates that the services produced by this NF should be accessed preferably via an SCP from the SCP domain the NF belongs to.
NOTE 15:	If the NF Service Consumer that issues an NF profile retrieval request indicates support for the "Service-Map" feature, the NRF shall return in the NF profile retrieval response the list of NF Service Instances in the "nfServiceList" map attribute. Otherwise, the NRF shall return the list of NF Service Instances in the "nfServices" array attribute.
NOTE 16:	The nfStatus also indicate the Status of the NF instance as NF Service Consumer for notification delivery. When a notification is to be delivered to the NF instance and the NF Service Producer (or SCP) has been aware that the NF instance is not operative from the nfStatus in its NF profile, the NF Service producer (or SCP) shall reselect another NF Service Consumer as target if possible, e.g. using binding indication or discovery factors previously provided for the notification. When selecting or reselecting an NF Service Consumer for notification delivery, not operative NF instances shall not be selected as target.
NOTE 17:	A change of this attribute shall trigger a "NF_PROFILE_CHANGED" notification from NRF, if the change of the NF Profile results in that the NF Instance starts or stops being authorized to be accessed by an NF having subscribed to be notified about NF profile changes.
NOTE 18:	For API URIs constructed with an FQDN, the NF Service Consumer may use the FQDN of the target URI to do a DNS query and obtain the IP address(es) to setup the TCP connection, and ignore the IP addresses that may be present in the NFProfile; alternatively, the NF Service Consumer may use those IP addresses to setup the TCP connection, if no service-specific FQDN or IP address is provided in the NFService data and if the NF Service Consumer supports to indicate specific IP address(es) to establish an HTTP/2 connection with an FQDN in the target URI.
NOTE 19:	When present, this attribute allows an NF requesting NF Discovery (e.g. an NF Service Consumer) to determine which vendor-specific extensions are supported in a given NF (e.g. an NF Service Producer), so as to select an appropriate NF with specific capability, or to include or not the vendor-specific attributes (see 3GPP TS 29.500 [4] clause 6.6.3) required for a given feature in subsequent messages towards a certain NF. One given vendor-specific feature shall not appear in both NF Profile and NF Service Profile. If one vendor-specific feature is service related, it shall only be included in the NF Service Profile.
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Table 6.1.6.2.3-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceId
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	ServiceName
	M
	1
	Name of the service instance (e.g. "nudm-sdm")

	versions
	array(NFServiceVersion)
	M
	1..N
	The API versions supported by the NF Service and if available, the corresponding retirement date of the NF Service.
The different array elements shall have distinct unique values for "apiVersionInUri", and consequently, the values of "apiFullVersion" shall have a unique first digit version number.

	scheme
	UriScheme
	M
	1
	URI scheme (e.g. "http", "https")

	nfServiceStatus
	NFServiceStatus
	M
	1
	Status of the NF Service Instance (NOTE 3) (NOTE 12)

	fqdn
	Fqdn
	O
	0..1
	FQDN of the NF Service Instance (NOTE 1) (NOTE 8) (NOTE 14)
The FQDN provided as part of the NFService information has precedence over the FQDN and IP addresses provided as part of the NFProfile information (see clause 6.1.6.2.2).

	interPlmnFqdn
	Fqdn
	O
	0..1
	If the NF service needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] may be registered with the NRF (NOTE 1) (NOTE 6).

A change of this attribute shall result in triggering a "NF_PROFILE_CHANGED" notification from NRF towards subscribing NFs located in a different PLMN, but the new value shall be notified as a change of the "fqdn" attribute.

	ipEndPoints
	array(IpEndPoint)
	O
	1..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (NOTE 1) (NOTE 7) (NOTE 14).
IP addresses provided in ipEndPoints have precedence over IP addresses provided as part of the NFProfile information and, when using the HTTP scheme, over FQDN provided as part of the NFProfile information (see clause 6.1.6.2.2).

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [5], clause 4.4.1

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	1..N
	Notification endpoints for different notification types.
(See also NOTE 10 in clause 6.1.6.2.2)

	allowedPlmns
	array(PlmnId)
	O
	1..N
	PLMNs allowed to access the service instance (NOTE 5).

The absence of this attribute indicates that any PLMN is allowed to access the service instance.

When included, the allowedPlmns attribute needs not include the PLMN ID(s) registered in the plmnList attribute of the NF Profile, i.e. the PLMN ID(s) registered in the NF Profile shall be considered to be allowed to access the service instance.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 13)

	allowedSnpns
	array(PlmnIdNid)
	O
	1..N
	SNPNs allowed to access the service instance.

If this attribute is present in the NFService and in the NF profile, the attribute from the NFService shall prevail.

The absence of this attribute in both the NFService and in the NF profile indicates that no SNPN, other than the SNPN(s) registered in the snpnList attribute of the NF Profile, is allowed to access the service instance.

When included, the allowedSnpns attribute needs not include the PLMN ID/NID(s) registered in the snpnList attribute of the NF Profile, i.e. the SNPNs registered in the NF Profile shall be considered to be allowed to access the service instance.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 13)

	allowedNfTypes
	array(NFType)
	O
	1..N
	Type of the NFs allowed to access the service instance (NOTE 5).

The absence of this attribute indicates that any NF type is allowed to access the service instance.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 13)

	allowedNfDomains
	array(string)
	O
	1..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the NF domain names within the PLMN of the NRF allowed to access the service instance (NOTE 5).

The absence of this attribute indicates that any NF domain is allowed to access the service instance.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 13)

	allowedNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAI of the allowed slices to access the service instance (NOTE 5).

The absence of this attribute indicates that any slice is allowed to access the service instance.

This attribute shall not be included in profile change notifications to subscribed NFs. (NOTE 13)

	allowedOperationsPerNfType
	map(array(string))
	O
	1..N
	Map of allowed operations on resources for each type of NF; the key of the map is the NF Type, and the value is an array of scopes.

The scopes shall be any of those defined in the API that defines the current service (identified by the "serviceName" attribute).

(NOTE 11)

	allowedOperationsPerNfInstance
	map(array(string))
	O
	1..N
	Map of allowed operations on resources for a given NF Instance; the key of the map is the NF Instance Id, and the value is an array of scopes.

The scopes shall be any of those defined in the API that defines the current service (identified by the "serviceName" attribute).

(NOTE 11)

	priority
	integer
	O
	0..1
	Priority (relative to other services of the same type) in the range of 0-65535, to be used for NF Service selection; lower values indicate a higher priority. (NOTE 2).
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.

	capacity
	integer
	O
	0..1
	Static capacity information in the range of 0-65535, expressed as a weight relative to other services of the same type. (NOTE 2).

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF Service.

	loadTimeStamp
	DateTime
	O
	0..1
	It indicates the point in time in which the latest load information (sent by the NF in the "load" attribute of the NF Service) was generated at the NF Service Instance.

If the NF did not provide a timestamp, the NRF should set it to the instant when the NRF received the message where the NF provided the latest load information.

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF service was (re)started (NOTE 3) (NOTE 4)

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	nfServiceSetIdList
	array(NfServiceSetId)
	C
	1..N
	NF Service Set ID (see clause 28.11 of 3GPP TS 23.003 [12])
At most one NF Service Set ID shall be indicated per PLMN-ID or SNPN of the NF.
This information shall be present if available.

	sNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAIs of the NF Service. This may be a subset of the S-NSSAIs supported by the NF (see sNssais attribute in NFProfile).
When present, this IE shall represent the list of S-NSSAIs supported by the NF Service in all the PLMNs listed in the plmnList IE and it shall prevail over the list of S-NSSAIs supported by the NF instance.

	perPlmnSnssaiList
	array(PlmnSnssai)
	O
	1..N
	S-NSSAIs of the NF Service per PLMN. This may be a subset of the S-NSSAIs supported per PLMN by the NF (see perPlmnSnssaiList attribute in NFProfile).

This IE may be included when the list of S-NSSAIs supported by the NF Service for each PLMN it is supporting is different. When present, this IE shall include the S-NSSAIs supported by the NF Service for each PLMN and it shall prevail over the list of S-NSSAIs supported per PLMN by the NF instance. When present, this IE shall override the sNssais IE. (NOTE 9)

	vendorId
	VendorId
	O
	0..1
	Vendor ID of the NF Service instance, according to the IANA-assigned "SMI Network Management Private Enterprise Codes" [38].

	supportedVendorSpecificFeatures
	map(array(VendorSpecificFeature))
	O
	1..N
	Map of Vendor-Specific features, where the key of the map is the IANA-assigned "SMI Network Management Private Enterprise Codes" [38]. The string used as key of the map shall contain 6 decimal digits; if the SMI code has less than 6 digits, it shall be padded with leading digits "0" to complete a 6-digit string value.
The value of each entry of the map shall be a list (array) of VendorSpecificFeature objects.
(NOTE 10)

	oauth2Required
	boolean
	O
	0..1
	It indicates whether the NF Service Instance requires Oauth2-based  authorization.
Absence of this IE means that the NF Service Producer has not provided any indication about its usage of Oauth2 for authorization.

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NF Service Instance (NOTE X)

	capInfoList
	Map(CapInfo)
	O
	1..n
	Map of the options of communication supported by the NF Service Instance by service operation or by resource. 
The keys of the map shall be the service operations or the resources for which the options of communication apply. 

The resource/operation-level naming is defined in TS 29.501 clause 5.3.16 (exemple: nudm_uecm:smf-registration).

(NOTE XX)

pattern: '^([a-zA-Z0-9_:-]+)([a-zA-Z0-9_:-]+)*$'

	NOTE 1:	The NF Service Consumer will construct the API URIs of the service using: 
- For intra-PLMN signalling: If TLS is used, the FQDN present in the NF Service Profile, if any; otherwise, the FQDN present in the NF Profile. If TLS is not used, the FQDN should be used if the NF Service Consumer uses Indirect Communication via an SCP; the FQDN or the IP address in the ipEndPoints attribute may be used if the NF Service Consumer uses Direct Communication.
- For inter-PLMN signalling: the interPlmnFqdn present in the NF Service Profile, if any; otherwise, the interPlmnFqdn present in the NF Profile.
See Table 6.2.6.2.4-1.
NOTE 2:	The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].
NOTE 3:	The NRF shall notify NFs subscribed to receiving notifications of changes of the NF profile, if the recoveryTime or the nfServiceStatus is changed. See clause 6.2 of 3GPP TS 23.527 [27].
NOTE 4:	A requester NF subscribed to NF status changes may consider that all the resources created in the NF service before the NF service recovery time have been lost. This may be used to detect a restart of a NF service and to trigger appropriate actions, e.g. release local resources. See clause 6.2 of 3GPP TS 23.527 [27].
NOTE 5:	If this attribute is present in the NFService and in the NF profile, the attribute from the NFService shall prevail. The absence of this attribute in the NFService and in the NFProfile indicates that there is no corresponding restriction to access the service instance. If this attribute is absent in the NF Service, but it is present in the NF Profile, the attribute from the NF Profile shall be applied.
NOTE 6:	Other NFs are in a different PLMN if they belong to none of the PLMN ID(s) configured for the PLMN of the NRF.
NOTE 7:	If multiple ipv4 addresses and/or ipv6 addresses are included in the NF Service, the NF Service Consumer of the discovery service shall select one of these addresses randomly, unless operator defined local policy of IP address selection, in order to avoid overload for a specific ipv4 address and/or ipv6 address.
NOTE 8:	If the URI scheme registered for the NF service is "https" then FQDN shall be provided in the NF Service profile or in NF Profile (see clause 6.1.6.2.2).
NOTE 9:	This is for the use case where an NF (e.g. AMF) supports multiple PLMNs and the slices supported in each PLMN are different. See clause 9.2.6.2 of 3GPP TS 38.413 [29].
NOTE 10:	When present, this attribute allows the NF requesting NF discovery (e.g. an NF Service Consumer) to determine which vendor-specific extensions are supported in a given NF (e.g. an Service Producer) in order to select an appropriate NF, or to include or not include the vendor-specific attributes (see 3GPP TS 29.500 [4] clause 6.6.3) required for a given feature in subsequent service requests towards a certain service instance of the NF Service Producer. One given vendor-specific feature shall not appear in both NF Profile and NF Service Profile. If one vendor-specific feature is service related, it shall only be included in the NF Service Profile.
NOTE 11:	These attributes are used in order to determine whether a given resource/operation-level scope shall be granted to an NF Service Consumer that requested an Oauth2 access token with a specific scope; the NRF shall only grant such scope in the access token, if the scope is present in either "allowedOperationsPerNfType", for the specific NF type of the NF Service Consumer, or in "allowedOperationsPerNfInstance", for the specific instance ID of the NF Service Consumer.
NOTE 12:	The nfServiceStatus also indicate the Status of the NF service instance as NF Service Consumer for notification delivery. When a notification is to be delivered to the NF service instance and the NF Service Producer (or SCP) has been aware that the NF service instance is not operative from the nfServiceStatus in the NF profile, the NF Service producer (or SCP) shall reselect another NF Service Consumer as target if possible, e.g. using binding indication or discovery factors previously provided for the notification. When selecting or reselecting an NF Service Consumer for notification delivery, not operative NF (service) instances shall not be selected as target.
NOTE 13:	A change of this attribute shall trigger a "NF_PROFILE_CHANGED" notification from NRF, if the change of the NF Profile results in that the NF Instance starts or stops being authorized to be accessed by an NF having subscribed to be notified about NF profile changes.
NOTE 14:	For API URIs constructed with an FQDN, the NF Service Consumer may use the FQDN in the target URI to do a DNS query and obtain the IP address(es) to setup the TCP connection, and ignore the IP addresses that may be present in the ipEndPoints attribute; alternatively, the NF Service Consumer may use those IP addresses to setup the TCP connection, if the NF Service Consumer supports to indicate specific IP address(es) to establish an HTTP/2 connection with an FQDN in the target URI.
NOTE X:	If this attribute is present in the NFService and in the NFProfile, the attribute from the NFService shall prevail. If this attribute is present in the NFServiceVersion and in the NFService, the attribute from the NFServiceVersion shall prevail.
NOTE XX:	“capInfoList” has precedence over “capInfo” if “capInfo” attribute is present in the NFService. If this attribute is present in the NFServiceVersion and in the NFService, the attribute from the NFServiceVersion shall prevail.
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Table 6.1.6.2.16-1: Definition of type SubscriptionData
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfStatusNotificationUri
	Uri
	M
	1
	Callback URI where the NF Service Consumer will receive the notifications from NRF.

	reqNfInstanceId
	NfInstanceId
	O
	0..1
	If present, this IE shall contain the NF instance id of the NF service consumer.

	subscrCond
	SubscrCond
	O
	0..1
	If present, this attributed shall contain the conditions identifying the set of NF Instances whose status is requested to be monitored. If this attribute is not present, it means that the NF Service Consumer requests a subscription to all NFs in the NRF (NOTE 1).

	subscriptionId
	string
	C
	0..1
	Subscription ID for the newly created resource. This parameter shall be absent in the request to the NRF and shall be included by NRF in the response to the subscription creation request.
Read-Only: true
Pattern: "^([0-9]{5,6}-)?[^-]+$"

	validityTime
	DateTime
	C
	0..1
	Time instant after which the subscription becomes invalid. This parameter may be sent by the client, as a hint to the server, but it shall be always sent back by the server (regardless of the presence of the attribute in the request) in the response to the subscription creation request.

	reqNotifEvents
	array(NotificationEventType)
	O
	1..N
	If present, this attribute shall contain the list of event types that the NF Service Consumer is interested in receiving.

If this attribute is not present, it means that notifications for all event types are requested.

	reqNfType
	NFType
	C
	0..1
	An NF Service Consumer complying with this version of the specification shall include this IE.
If included, this IE shall contain the NF type of the NF Service Consumer that is requesting the creation of the subscription. The NRF shall use it for authorizing the request, in the same way as the "requester-nf-type" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	reqNfFqdn
	Fqdn
	O
	0..1
	This IE may be present for a subscription request within the same PLMN as the NRF.
If included, this IE shall contain the FQDN of the NF Service Consumer that is requesting the creation of the subscription. The NRF shall use it for authorizing the request, in the same way as the "requester-nf-instance-fqdn" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).
This IE shall be ignored by the NRF if it is received from a requester NF belonging to a different PLMN.

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	reqSnssais
	array(Snssai)
	O
	0..1
	If included, this IE shall contain the list of S-NSSAIs of the NF Service Consumer that is requesting the creation of the subscription. If this IE is included in a subscription request in a different PLMN, the requester NF shall provide S-NSSAI values of the target PLMN, that correspond to the S-NSSAI values of the requester NF. The NRF shall use it for authorizing the request, in the same way as the "requester-snssais" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	reqPerPlmnSnssais
	array(PlmnSnssai)
	O
	1..N
	If included, this IE shall indicate the list of S-NSSAIs supported by the NF Service Consumer in each of the PLMNs it supports. The NRF shall use it for authorizing the request, in the same way as the "per-plmn-requester-snssais" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	plmnId
	PlmnId
	O
	0..1
	If present, this attribute contains the target PLMN ID of the NF Instance(s) whose status is requested to be monitored.

	nid
	Nid
	O
	0..1
	If present, this attribute contains the target NID that, together with the plmnId attribute, identifies the SNPN of the NF Instance(s) whose status is requested to be monitored. 

	notifCondition
	NotifCondition
	O
	0..1
	If present, this attribute contains the conditions that trigger a notification from NRF; this attribute shall only be present if the NF Service Consumer has subscribed to changes on the NF Profile (i.e., reqNotifEvents contains the value "NF_PROFILE_CHANGED", or reqNotifEvents attribute is absent) (NOTE 3).
If this attribute is absent, it means that the NF Service Consumer does not indicate any restriction, or condition, on which attributes of the NF Profile shall trigger a notification from NRF.
(NOTE 5).

	reqPlmnList
	array(PlmnId)
	C
	1..N
	This IE shall be included when subscribing to NF services in a different PLMN. When included, this IE shall contain the PLMN ID(s) of the requester NF.
(NOTE 2)

	reqSnpnList
	array(PlmnIdNid)
	C
	1..N
	This IE shall be included when the subscribing NF belongs to one or several SNPNs and it subscribes to NF services of a specific SNPN. When included, this IE shall contain the SNPN ID(s) of the requester NF.

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services.
(NOTE 2)

	servingScope
	array(string)
	O
	1..N
	If present, this attribute indicates the target served area(s) of the NF instance(s) whose status is required to be monitored. (NOTE 4)

	requesterFeatures
	SupportedFeatures
	C
	0..1
	Nnrf_NFManagement features supported by the NF Service Consumer that is invoking the Nnrf_NFManagement service. See clause 6.1.9.

This IE shall be included if at least one feature is supported by the NF Service Consumer.

Write-Only: true

(NOTE 6)

	nrfSupportedFeatures
	SupportedFeatures
	C
	0..1
	Features supported by the NRF in the Nnrf_NFManagement service. See clause 6.1.9.

This IE shall be included if at least one feature is supported by the NRF.

Read-Only: true

	hnrfUri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the NFManagement Service (see clause 6.1.1) of the home NRF.

It shall be included if the NF Service Consumer has previously received such API URI from the NSSF in the home PLMN (see clause 6.1.6.2.11 of 3GPP TS 29.531 [42]).

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NF Service Consumer when receiving the notifications from NRF at the Callback URI

	NOTE 1:	The "subscription to all NFs" may be quite demanding in terms of resources in NRF and also in terms of network traffic of the resulting notifications, so it should be authorized by NRF under very strict policies (e.g. only to a specific requesting NF, as indicated by reqNfType and reqNfFqdn attributes).
NOTE 2:	The authorization parameters in NF Profile are those used by NRF to determine whether a given NF Instance / NF Service Instance can be discovered by an NF Service Consumer in order to consume its offered services (e.g. "allowedNfTypes", "allowedNfDomains", etc.). Based on operator's policies, a subscription request not including the requester's information necessary to validate the authorization parameters in NF Profiles may be rejected or may be accepted but with only generating notifications from NF Instances whose authorization parameters allow any NF Service Consumer to access their services.
NOTE 3:	The subscription to load changes may be quite demanding in terms of network traffic of the resulting notifications, thus it may be limited by the NRF via appropriate configuration (e.g. granularity threshold)
NOTE 4:	An NF instance may explicitly indicate the served areas in the NF profile when registered to NRF. When this IE is present, the NRF shall only monitor the NF instance(s) indicating at least one of the served areas in the list. If an NF instance has not indicated any served area in its NF profile, it shall not be monitored.
NOTE 5:	If the attributes to be monitored or excluded from monitoring, included as part of the "notifCondition" attribute, refer to a specific element of an array (e.g. they refer to a specifc array index of the "nfServices" attribute of the NFProfile), the NRF shall apply the same condition to all elements of the same array.
NOTE 6:	If the NF Service Consumer that issued the subscription request indicated support for the "Service-Map" feature, the NRF shall send notifications of profile changes (see clause 6.1.6.2.17) affecting the list of NF Service Instances, as modifications of specific attributes of the "nfServiceList" map. Otherwise, the NRF shall send those notifications as a complete replacement of the "nfServices" array attribute.
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Table 6.1.6.2.19-1: Definition of type NFServiceVersion
	Attribute name
	Data type
	P
	Cardinality
	Description

	apiVersionInUri
	string
	M
	1
	Version of the service instance to be used in the URI for accessing the API (e.g. "v1").

	apiFullVersion
	string
	M
	1
	Full version number of the API as specified in clause 4.3.1 of 3GPP TS 29.501 [5].

	expiry
	DateTime
	O
	0..1
	Expiry date and time of the NF service. This represents the planned retirement date as specified in clause 4.3.1.5 of 3GPP TS 29.501 [5].

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NF service 

	capInfoList
	Map(CapInfo)
	O
	1..n
	Map of the options of communication supported by the NF service by service operation or by resource. 
The keys of the map shall be the service operations or the resources for which the options of communication apply. 

The resource/operation-level naming is defined in TS 29.501 clause 5.3.16 (exemple: nudm_uecm:smf-registration).

(NOTE X)

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

	NOTE X:	“capInfoList” has precedence over “capInfo” if both attribuites are present



[bookmark: _Toc58585111][bookmark: _Toc56685081][bookmark: _Toc49733222][bookmark: _Toc42883354][bookmark: _Toc33962585][bookmark: _Toc24937765]* * * Next Change * * * *
[bookmark: _Toc56690867][bookmark: _Toc67730293]6.2.6.2.3	Type: NFProfile
Table 6.2.6.2.3-1: Definition of type NFProfile
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceId
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance

	nfInstanceName
	string
	O
	0..1
	Human readable name of the NF Instance

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function (NOTE 5). This IE shall be present if this information is available for the NF. If this information was not provided by the NF during registration, the NRF should return the list of PLMN ID(s) of the PLMN of the NRF. If this IE is absent in the response, PLMN ID(s) of the PLMN of the NRF are assumed for the NF.

	sNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAIs of the Network Function.
If not provided, and if the perPlmnSnssaiList attribute is not present, the NF can serve any S-NSSAI.
If the sNSSAIs attribute is provided in at least one NF Service, the sNssais attribute in the NF Profile shall be present and be the set or a superset of the sNSSAIs of the NFService(s).

	perPlmnSnssaiList
	array(PlmnSnssai)
	O
	1..N
	The per-PLMN list of S-NSSAI(s) supported by the Network Function.
If the perPlmnSnssaiList attribute is provided in at least one NF Service, the perPlmnSnssaiList attribute in the NF Profile shall be present and be the set or a superset of the perPlmnSnssaiList of the NFService(s).

	nsiList
	array(string)
	O
	1..N
	List of NSIs of the Network Function.
If not provided, the NF can serve any NSI.

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1, NOTE 3, NOTE 11)

	ipv4Addresses
	array(Ipv4Addr)
	C
	1..N
	IPv4 address(es) of the Network Function (NOTE 1, NOTE 11)

	ipv6Addresses
	array(Ipv6Addr)
	C
	1..N
	IPv6 address(es) of the Network Function (NOTE 1, NOTE 11)

	capacity
	integer
	O
	0..1
	Static capacity information within the range 0 to 65535, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value. (See NOTE 2)

	load
	integer
	O
	0..1
	Latest known load information of the NF within the range 0 to 100 in percentage (See NOTE 4)

	loadTimeStamp
	DateTime
	O
	0..1
	It indicates the point in time in which the latest load information of the NF Instance was sent from the NF to the NRF.

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center)

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) within the range 0 to 65535, to be used for NF selection; lower values indicate a higher priority. Priority may or may not be present in the nfServiceList parameters, xxxInfo parameters and in this attribute. Priority in the nfServiceList has precedence over the priority in this attribute, which has precedence over the priority in xxxInfo parameter.
(NOTE 2)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, …)

	udrInfoList
	map(UdrInfo)
	O
	1..N
	Multiple entries of UdrInfo. This attribute provides additional information to the udrInfo. udrInfoList may be present even if the udrInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM

	udmInfoList
	map(UdmInfo)
	O
	1..N
	Multiple entries of UdmInfo. This attribute provides additional information to the udmInfo. udmInfoList may be present even if the udmInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF

	ausfInfoList
	map(AusfInfo)
	O
	1..N
	Multiple entries of AusfInfo. This attribute provides additional information to the ausfInfo. ausfInfoExt may be present even if the ausfInfo is absent.

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	amfInfoList
	map(AmfInfo)
	O
	1..N
	Multiple entries of AmfInfo. This attribute provides additional information to the amfInfo. amfInfoList may be present even if the amfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	smfInfo
	SmfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …).
(NOTE 8)

	smfInfoList
	map(SmfInfo)
	O
	1..N
	Multiple entries of SmfInfo. This attribute provides additional information to the smfInfo. smfInfoList may be present even if the smfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.
(NOTE 8)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, …)

	upfInfoList
	map(UpfInfo)
	O
	1..N
	Multiple entries of UpfInfo. This attribute provides additional information to the upfInfo. upfInfoList may be present even if the upfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	pcfInfoList
	map(PcfInfo)
	O
	1..N
	Multiple entries of PcfInfo. This attribute provides additional information to the pcfInfo. pcfInfoList may be present even if the pcfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	bsfInfoList
	map(BsfInfo)
	O
	1..N
	Multiple entries of BsfInfo. This attribute provides additional information to the bsfInfo. bsfInfoList may be present even if the bsfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	chfInfo
	ChfInfo
	O
	0..1
	Specific data for the CHF

	chfInfoList
	map(ChfInfo)
	O
	1..N
	Multiple entries of ChfInfo. This attribute provides additional information to the chfInfo. chfInfoList may be present even if the chfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	udsfInfo
	UdsfInfo
	O
	0..1
	Specific data for the UDSF

	udsfInfoList
	map(UdsfInfo)
	O
	1..N
	Multiple entries of udsfInfo. This attribute provides additional information to the udsfInfo. udsfInfoList may be present even if the udsfInfo is absent.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	nefInfo
	NefInfo
	O
	0..1
	Specific data for the NEF

	nwdafInfo
	NwdafInfo
	O
	0..1
	Specific data for the NWDAF

	pcscfInfoList
	map(PcscfInfo)
	O
	1..N
	Specific data for the P-CSCF.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.
(NOTE 7)

	hssInfoList
	map(HssInfo)
	O
	1..N
	Specific data for the HSS.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	customInfo
	object
	O
	0..1
	Specific data for custom Network Functions

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF was (re)started

	nfServicePersistence
	boolean
	O
	0..1
	- true: If present, and set to true, it indicates that the different service instances of a same NF Service in the NF instance, supporting a same API version, are capable to persist their resource state in shared storage and therefore these resources are available after a new NF service instance supporting the same API version is selected by a NF Service Consumer (see 3GPP TS 23.527 [27]).

- false (default): Otherwise, it indicates that the NF Service Instances of a same NF Service are not capable to share resource state inside the NF Instance.

	nfServices
	array(NFService)
	O
	1..N
	List of NF Service Instances.
(NOTE 10)

This attribute is deprecated; the attribute "nfServiceList" should be used instead.

	nfServiceList
	map(NFService)
	O
	1..N
	Map of NF Service Instances, where the "serviceInstanceId" attribute of the NFService object shall be used as the key of the map.
(NOTE 10)

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	1..N
	Notification endpoints for different notification types.
(NOTE 6)
(See also NOTE 10 in clause 6.1.6.2.2)

	lmfInfo
	LmfInfo
	O
	0..1
	Specific data for the LMF

	gmlcInfo
	GmlcInfo
	O
	0..1
	Specific data for the GMLC

	snpnList
	array(PlmnIdNid)
	C
	1..N
	SNPN(s) of the Network Function.
This IE shall be present if the NF pertains to one or more SNPNs.

	nfSetIdList
	array(NfSetId)
	C
	1..N
	NF Set ID defined in clause 28.12 of 3GPP TS 23.003 [12].
At most one NF Set ID shall be indicated per PLMN-ID or SNPN of the NF.
This information shall be present if available.

	servingScope
	array(string)
	O
	1..N
	The served area(s) of the NF instance.
The absence of this attribute does not imply the NF instance can serve every area.

	lcHSupportInd
	boolean
	O
	0..1
	This IE indicates whether the NF supports Load Control based on LCI Header (see clause 6.3 of 3GPP TS 29.500 [4]).
	- true: the NF supports the feature.
	- false (default): the NF does not support the	feature.

	olcHSupportInd
	boolean
	O
	0..1
	This IE indicates whether the NF supports Overload Control based on OCI Header (see clause 6.4 of 3GPP TS 29.500 [4]).
	- true: the NF supports the feature.
	- false (default): the NF does not support the	feature.

	nfSetRecoveryTimeList
	map(DateTime)
	O
	1..N
	Map of recovery time, where the key of the map is the NfSetId of NF Set(s) that the NF instance belongs to.

When present, the value of each entry of the map shall be the recovery time of the NF Set indicated by the key.

	serviceSetRecoveryTimeList
	map(DateTime)
	O
	1..N
	Map of recovery time, where the key of the map is the NfServiceSetId of the NF Service Set(s) configured in the NF instance.

When present, the value of each entry of the map shall be the recovery time of the NF Service Set indicated by the key.

	scpDomains
	array(string)
	O
	1..N
	When present, this IE shall carry the list of SCP domains the SCP belongs to, or the SCP domain the NF (other than SCP) or the SEPP belongs to.
(NOTE 9)

	scpInfo
	ScpInfo
	O
	0..1
	Specific data for the SCP

	seppInfo
	SeppInfo
	O
	0..1
	Specific data for the SEPP

	vendorId
	VendorId
	O
	0..1
	Vendor ID of the NF instance, according to the IANA-assigned "SMI Network Management Private Enterprise Codes" [38].

	supportedVendorSpecificFeatures
	map(array(VendorSpecificFeature))
	O
	1..N
	Map of Vendor-Specific features, where the key of the map is the IANA-assigned "SMI Network Management Private Enterprise Codes" [38]. The string used as key of the map shall contain 6 decimal digits; if the SMI code has less than 6 digits, it shall be padded with leading digits "0" to complete a 6-digit string value.
The value of each entry of the map shall be a list (array) of VendorSpecificFeature objects.
(NOTE 12)

	aanfInfoList
	map(AanfInfo)
	O
	1..N
	Specific data for the AAnF.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [22], with a maximum of 32 characters.

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NF Instance

	NOTE 1:	At least one of the addressing parameters (fqdn, ipv4address or ipv6adress) shall be included in the NF Profile. See NOTE 1 of Table 6.2.6.2.4-1 for the use of these parameters. If multiple ipv4 addresses and/or ipv6 addresses are included in the NF Profile, the NF Service Consumer shall select one of these addresses randomly, unless operator defined local policy of IP address selection, in order to avoid overload for a specific ipv4 address and/or ipv6 address.
NOTE 2:	The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].
NOTE 3:	If the requester-plmn in the query parameter is different from the PLMN of the discovered NF, then the fqdn attribute value shall contain the interPlmnFqdn value registered by the NF during NF registration (see clause 6.1.6.2.2). The requester-plmn is different from the PLMN of the discovered NF if it belongs to none of the PLMN ID(s) configured for the PLMN of the NRF.
NOTE 4:	The usage of the load parameter by the NF service consumer is implementation specific, e.g. be used for NF selection and load balancing, together with other parameters.
NOTE 5:	An NF may register multiple PLMN IDs in its profile within a PLMN comprising multiple PLMN IDs. If so, all the attributes of the NF Profile shall apply to each PLMN ID registered in the plmnList. As an exception, attributes including a PLMN ID, e.g. IMSI-based SUPI ranges, TAIs and GUAMIs, are specific to one PLMN ID and the NF may register in its profile multiple occurrences of such attributes for different PLMN IDs (e.g. the UDM may register in its profile SUPI ranges for different PLMN IDs).
NOTE 6:	For notification types that may be associated with a specifc service of the NF Instance receiving the notification (see clause 6.1.6.3.4), if notification endpoints are present both in the profile of the NF instance (NFProfile) and in some of its NF Services (NFService) for a same notification type, the notification endpoint(s) of the NF Services shall be used for this notification type.
NOTE 7:	The absence of the pcscfInfoList attribute in a P-CSCF profile indicates that the P-CSCF can be selected for any DNN and Access Type, and that the P-CSCF Gm addressing information is the same as the addressing information registered in the fqdn, ipv4Addresses and ipv4Addresses attributes of the NF profile.
NOTE 8:	The absence of both the smfInfo and smfInfoList attributes in an SMF profile indicates that the SMF can be selected for any S-NSSAI, DNN, TAI and access type.
NOTE 9:	If an NF (other than a SCP or SEPP) includes this information in its profile, this indicates that the services produced by this NF should be accessed preferably via an SCP from the SCP domain the NF belongs to.
NOTE 10:	If the NF Service Consumer that issued the discovery request indicated support for the "Service-Map" feature, the NRF shall return in the discovery response the list of NF Service Instances in the "nfServiceList" map attribute. Otherwise, the NRF shall return the list of NF Service Instances in the "nfServices" array attribute.
NOTE 11:	For API URIs constructed with an FQDN, the NF Service Consumer may use the FQDN of the target URI to do a DNS query and obtain the IP address(es) to setup the TCP connection, and ignore the IP addresses that may be present in the NFProfile; alternatively, the NF Service Consumer may use those IP addresses to setup the TCP connection, if no service-specific FQDN or IP address is provided in the NFService data and if the NF Service Consumer supports to indicate specific IP address(es) to establish an HTTP/2 connection with an FQDN in the target URI.
NOTE 12:	When present, this attribute allows an NF requesting NF Discovery (e.g. an NF Service Consumer) to determine which vendor-specific extensions are supported in a given NF (e.g. an NF Service Producer), so as to select an appropriate NF with specific capability, or to include or not the vendor-specific attributes (see 3GPP TS 29.500 [4] clause 6.6.3) required for a given feature in subsequent messages towards a certain NF. One given vendor-specific feature shall not appear in both NF Profile and NF Service Profile. If one vendor-specific feature is service related, it shall only be included in the NF Service Profile.
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Table 6.2.6.2.4-1: Definition of type NFService
	Attribute name
	Data type
	P
	Cardinality
	Description

	serviceInstanceId
	string
	M
	1
	Unique ID of the service instance within a given NF Instance

	serviceName
	ServiceName
	M
	1
	Name of the service instance (e.g. "udm-sdm")

	versions
	array(NFServiceVersion)
	M
	1..N
	The API versions supported by the NF Service and if available, the corresponding retirement date of the NF Service.
The different array elements shall have distinct unique values for "apiVersionInUri", and consequently, the values of "apiFullVersion" shall have a unique first digit version number.

	scheme
	UriScheme
	M
	1
	URI scheme (e.g. "http", "https")

	nfServiceStatus
	NFServiceStatus
	M
	1
	Status of the NF Service Instance

	fqdn
	Fqdn
	O
	0..1
	FQDN of the NF Service Instance (see NOTE 1, NOTE 3, NOTE 9).
The FQDN provided as part of the NFService information has precedence over the FQDN and IP addresses provided as part of the NFProfile information (see clause 6.1.6.2.2).

	ipEndPoints
	array(IpEndPoint)
	O
	1..N
	IP address(es) and port information of the Network Function (including IPv4 and/or IPv6 address) where the service is listening for incoming service requests (see NOTE 1, NOTE 5, NOTE 6, NOTE 9).
IP addresses provided in ipEndPoints have precedence over IP addresses provided as part of the NFProfile information and, when using the HTTP scheme, over FQDN provided as part of the NFProfile information (see clause 6.2.6.2.3).

	apiPrefix
	string
	O
	0..1
	Optional path segment(s) used to construct the {apiRoot} variable of the different API URIs, as described in 3GPP TS 29.501 [5], clause 4.4.1 (optional deployment-specific string that starts with a "/" character)

	defaultNotificationSubscriptions
	array(DefaultNotificationSubscription)
	O
	1..N
	Notification endpoints for different notification types.
(See also NOTE 10 in clause 6.1.6.2.2)

	capacity
	integer
	O
	0..1
	Static capacity information within the range 0 to 65535, expressed as a weight relative to other services of the same type. (See NOTE 2)

	load
	integer
	O
	0..1
	Latest known load information of the NF Service, within the range 0 to 100 in percentage. (See NOTE 4)

	loadTimeStamp
	DateTime
	O
	0..1
	It indicates the point in time in which the latest load information of the NF Service Instance was sent from the NF to the NRF.

	priority
	integer
	O
	0..1
	Priority (relative to other services of the same type) within the range 0 to 65535, to be used for NF Service selection; lower values indicate a higher priority. (See NOTE 2)

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF service was (re)started 

	supportedFeatures
	SupportedFeatures
	O
	0..1
	Supported Features of the NF Service instance

	nfServiceSetIdList
	array(NfServiceSetId)
	C
	1..N
	NF Service Set ID (see clause 28.11 of 3GPP TS 23.003 [12])
At most one NF Service Set ID shall be indicated per PLMN-ID or SNPN of the NF.
This information shall be present if available.

	sNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAIs of the NF Service. This may be a subset of the S-NSSAIs supported by the NF (see sNssais attribute in NFProfile).
When present, this IE represents the list of S-NSSAIs supported by the NF Service in all the PLMNs listed in the plmnList IE.

	perPlmnSnssaiList
	array(PlmnSnssai)
	O
	1..N
	S-NSSAIs of the NF Service per PLMN. This may be a subset of the S-NSSAIs supported per PLMN by the NF (see perPlmnSnssaiList attribute in NFProfile).

This IE may be included when the list of S-NSSAIs supported by the NF Service for each PLMN it is supporting is different. When present, this IE shall include the S-NSSAIs supported by the NF Service for each PLMN. When present, this IE shall override the sNssais IE. 

	vendorId
	VendorId
	O
	0..1
	Vendor ID of the NF Service instance, according to the IANA-assigned "SMI Network Management Private Enterprise Codes" [38].

	supportedVendorSpecificFeatures
	map(array(VendorSpecificFeature)
	O
	1..N
	Map of Vendor-Specific features, where the key of the map is the IANA-assigned "SMI Network Management Private Enterprise Codes" [38]. The string used as key of the map shall contain 6 decimal digits; if the SMI code has less than 6 digits, it shall be padded with leading digits "0" to complete a 6-digit string value.
The value of each entry of the map shall be a list (array) of VendorSpecificFeature objects.
(NOTE 7)

	oauth2Required
	boolean
	O
	0..1
	It indicates whether the NF Instance requires Oauth2-based authorization.
Absence of this IE means that the NF Service Producer has not provided any indication about its usage of Oauth2 for authorization.

	allowedOperationsPerNfType
	map(array(string))
	O
	1..N
	Map of allowed operations on resources for each type of NF; the key of the map is the NF Type, and the value is an array of scopes.

The scopes shall be any of those defined in the API that defines the current service (identified by the "serviceName" attribute).

(NOTE 8)

	allowedOperationsPerNfInstance
	map(array(string))
	O
	1..N
	Map of allowed operations on resources for a given NF Instance; the key of the map is the NF Instance Id, and the value is an array of scopes.

The scopes shall be any of those defined in the API that defines the current service (identified by the "serviceName" attribute).

(NOTE 8)

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NF Service Instance (NOTE X)

	capInfoList
	Map(CapInfo)
	O
	1..n
	Map of the options of communication supported by the NF Service Instance by service operation or by resource. 
The keys of the map shall be the service operations or the resources for which the options of communication apply.

The resource/operation-level naming is defined in TS 29.501 clause 5.3.16 (exemple: nudm_uecm:smf-registration).

(NOTE XX)

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

	NOTE 1:	The NF Service Consumer shall construct the API URIs of the service using: 
- For intra-PLMN signalling: If TLS is used, the FQDN present in the NF Service Profile, if any; otherwise, the FQDN present in the NF Profile. If TLS is not used, the FQDN should be used if the NF Service Consumer uses Indirect Communication via an SCP; the FQDN or the IP address in the ipEndPoints attribute may be used if the NF Service Consumer uses Direct Communication.
- For inter-PLMN signalling: the FQDN present in the NF Service Profile, if any; otherwise, the FQDN present in the NF Profile (see NOTE 3).
NOTE 2:	The capacity and priority parameters, if present, are used for service selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].
NOTE 3:	If the requester-plmn in the query parameter is different from the PLMN of the discovered NF Service, then the fqdn attribute value, if included shall contain the interPlmnFqdn value registered by the NF Service during NF registration (see clause 6.1.6.2.3). The requester-plmn is different from the PLMN of the discovered NF Service if it belongs to none of the PLMN ID(s) configured for the PLMN of the NRF.
NOTE 4:	The usage of the load parameter by the NF service consumer is implementation specific, e.g. be used for NF service selection and load balancing, together with other parameters.
NOTE 5:	If the NF Service Consumer, based on the FQDN and IP address related attributes of the NFProfile and NFService, determines that it needs to use an FQDN to establish the HTTP connection with the NF Service Producer, it shall use such FQDN for DNS query and, in absence of any port information in the ipEndPoints attribute of the NF Service, it shall use the default HTTP port number, i.e. TCP port 80 for "http" URIs or TCP port 443 for "https" URIs as specified in IETF RFC 7540 [9] when invoking the service.
NOTE 6:	If multiple ipv4 addresses and/or ipv6 addresses are included in the NF Service, the NF Service Consumer shall select one of these addresses randomly, unless operator defined local policy of IP address selection, in order to avoid overload for a specific ipv4 address and/or ipv6 address.
NOTE 7:	When present, this attribute allows the NF requesting NF discovery (e.g. an NF Service Consumer) to determine which vendor-specific extensions are supported in a given NF (e.g. an Service Producer) in order to select an appropriate NF, or to include or not include the vendor-specific attributes (see 3GPP TS 29.500 [4] clause 6.6.3) required for a given feature in subsequent service requests towards a certain service instance of the NF Service Producer. One given vendor-specific feature shall not appear in both NF Profile and NF Service Profile. If one vendor-specific feature is service related, it shall only be included in the NF Service Profile.
NOTE 8:	These attributes are used by the NF Service Consumer in order to discover the additional scopes (resource/operation-level scopes) that might be required to invoke a certain service operation, based on the authorization information registered in NRF by the NF Service Producer in its NF profile.
NOTE 9:	For API URIs constructed with an FQDN, the NF Service Consumer may use the FQDN in the target URI to do a DNS query and obtain the IP address(es) to setup the TCP connection, and ignore the IP addresses that may be present in the ipEndPoints attribute; alternatively, the NF Service Consumer may use those IP addresses to setup the TCP connection, if the NF Service Consumer supports to indicate specific IP address(es) to establish an HTTP/2 connection with an FQDN in the target URI.
NOTE X:	If this attribute is present in the NFService and in the NFProfile, the attribute from the NFService shall prevail. If this attribute is present in the NFServiceVersion and in the NFService, the attribute from the NFServiceVersion shall prevail.
NOTE XX:	“capInfoList” has precedence over “capInfo” if “capInfo” attribute is present in the NFService. If this attribute is present in the NFServiceVersion and in the NFService, the attribute from the NFServiceVersion shall prevail.



* * * Next Change * * * *
[bookmark: _Toc56690935][bookmark: _Toc67730361][bookmark: _Toc11336237][bookmark: _Toc58585174][bookmark: _Toc56685144][bookmark: _Toc49733285][bookmark: _Toc42883417][bookmark: _Toc33962648][bookmark: _Toc24937828]6.4.6.2.2	Type: BootstrappingInfo
Table 6.4.6.2.2-1: Definition of type BootstrappingInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	status
	Status
	O
	0..1
	Status of the NRF (operative, non-operative, ...)
The NRF shall be considered as operative if this attribute is absent.


	_links
	map(LinksValueSchema)
	M
	1..N
	Map of LinksValueSchema objects, where the keys are the link relations, as described in Table 6.4.6.3.3.1-1, and the values are objects containing an "href" attribute, whose value is an absolute URI corresponding to each link relation.


	nrfFeatures
	map(SupportedFeatures)
	O
	1..N
	Map of features supported by the NRF, where the keys of the map are the NRF services (as defined in clause 6.1.6.3.11), and where the value indicates the features supported by the corresponding NRF services.
When present, the NRF shall indicate all the features of all the services it supports.
(NOTE)

	capInfo
	CapInfo
	O
	0..1
	Options of communication supported by the NRF

	capInfoList
	Map(CapInfo)
	O
	0..1
	Map of the options of communication supported by the NRF by service, service operation or resource. 
The keys of the map shall be the NRF services (as defined in clause 6.1.6.3.11), the service operations or the resources for which the options of communication apply. 

The resource/operation-level naming is defined in TS 29.501 clause 5.3.16 (exemple: nnrf-nfm:RegisterNFInstance).

NOTE X

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

	NOTE:	The absence of the nrfFeatures attribute in the BootstrappingInfo shall not be interpreted as if the NRF does not support any feature.
NOTE X:	“capInfoList” has precedence over “capInfo” if both attribuites are present
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openapi: 3.0.0

info:
  version: '1.2.0-alpha.2'
  title: 'NRF NFManagement Service'
  description: |
    NRF NFManagement Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.510 V17.1.0; 5G System; Network Function Repository Services; Stage 3
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.510/'

servers:
  - url: '{apiRoot}/nnrf-nfm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
      - nnrf-nfm

[…]

  schemas:
    NFProfile:
      description: Information of an NF Instance registered in the NRF
      type: object
      required:
        - nfInstanceId
        - nfType
        - nfStatus
      anyOf:
        - required: [ fqdn ]
        - required: [ ipv4Addresses ]
        - required: [ ipv6Addresses ]
      properties:
        nfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        nfInstanceName:
          type: string
        nfType:
          $ref: '#/components/schemas/NFType'
        nfStatus:
          $ref: '#/components/schemas/NFStatus'
        heartBeatTimer:
          type: integer
          minimum: 1
        plmnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        snpnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
          minItems: 1
        sNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ExtSnssai'
          minItems: 1
        perPlmnSnssaiList:
          type: array
          items:
            $ref: '#/components/schemas/PlmnSnssai'
          minItems: 1
        nsiList:
          type: array
          items:
            type: string
          minItems: 1
        fqdn:
          $ref: '#/components/schemas/Fqdn'
        interPlmnFqdn:
          $ref: '#/components/schemas/Fqdn'
        ipv4Addresses:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
          minItems: 1
        ipv6Addresses:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'
          minItems: 1
        allowedPlmns:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        allowedSnpns:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
          minItems: 1
        allowedNfTypes:
          type: array
          items:
            $ref: '#/components/schemas/NFType'
          minItems: 1
        allowedNfDomains:
          type: array
          items:
            type: string
          minItems: 1
        allowedNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ExtSnssai'
          minItems: 1
        priority:
          type: integer
          minimum: 0
          maximum: 65535
        capacity:
          type: integer
          minimum: 0
          maximum: 65535
        load:
          type: integer
          minimum: 0
          maximum: 100
        loadTimeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        locality:
          type: string
        udrInfo:
          $ref: '#/components/schemas/UdrInfo'
        udrInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/UdrInfo'
          minProperties: 1
        udmInfo:
          $ref: '#/components/schemas/UdmInfo'
        udmInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/UdmInfo'
          minProperties: 1
        ausfInfo:
          $ref: '#/components/schemas/AusfInfo'
        ausfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/AusfInfo'
          minProperties: 1
        amfInfo:
          $ref: '#/components/schemas/AmfInfo'
        amfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/AmfInfo'
          minProperties: 1
        smfInfo:
          $ref: '#/components/schemas/SmfInfo'
        smfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/SmfInfo'
          minProperties: 1
        upfInfo:
          $ref: '#/components/schemas/UpfInfo'
        upfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/UpfInfo'
          minProperties: 1
        pcfInfo:
          $ref: '#/components/schemas/PcfInfo'
        pcfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/PcfInfo'
          minProperties: 1
        bsfInfo:
          $ref: '#/components/schemas/BsfInfo'
        bsfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/BsfInfo'
          minProperties: 1
        chfInfo:
          $ref: '#/components/schemas/ChfInfo'
        chfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/ChfInfo'
          minProperties: 1
        nefInfo:
          $ref: '#/components/schemas/NefInfo'
        nrfInfo:
          $ref: '#/components/schemas/NrfInfo'
        udsfInfo:
          $ref: '#/components/schemas/UdsfInfo'
        udsfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/UdsfInfo'
          minProperties: 1
        nwdafInfo:
          $ref: '#/components/schemas/NwdafInfo'
        pcscfInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/PcscfInfo'
          minProperties: 1
        hssInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/HssInfo'
          minProperties: 1
        customInfo:
          type: object
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        nfServicePersistence:
          type: boolean
          default: false
        nfServices:
          deprecated: true
          type: array
          items:
            $ref: '#/components/schemas/NFService'
          minItems: 1
        nfServiceList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/NFService'
          minProperties: 1
        nfProfileChangesSupportInd:
          type: boolean
          default: false
          writeOnly: true
        nfProfileChangesInd:
          type: boolean
          default: false
          readOnly: true
        defaultNotificationSubscriptions:
          type: array
          items:
            $ref: '#/components/schemas/DefaultNotificationSubscription'
        lmfInfo:
          $ref: '#/components/schemas/LmfInfo'
        gmlcInfo:
          $ref: '#/components/schemas/GmlcInfo'
        nfSetIdList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
          minItems: 1
        servingScope:
          type: array
          items:
            type: string
          minItems: 1
        lcHSupportInd:
          type: boolean
          default: false
        olcHSupportInd:
          type: boolean
          default: false
        nfSetRecoveryTimeList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
          minProperties: 1
        serviceSetRecoveryTimeList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
          minProperties: 1
        scpDomains:
          type: array
          items:
            type: string
          minItems: 1
        scpInfo:
          $ref: '#/components/schemas/ScpInfo'
        seppInfo:
          $ref: '#/components/schemas/SeppInfo'
        vendorId:
          $ref: '#/components/schemas/VendorId'
        supportedVendorSpecificFeatures:
          description: the key of the map is the IANA-assigned SMI Network Management Private Enterprise Codes
          type: object
          additionalProperties:
            type: array
            items:
              $ref: '#/components/schemas/VendorSpecificFeature'
          minProperties: 1
        aanfInfoList:
          type: object
          description: A map(list of key-value pairs) where a valid JSON string serves as key
          additionalProperties:
            $ref: '#/components/schemas/AanfInfo'
          minProperties: 1
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'

    NFService:
      description: Information of a given NF Service Instance; it is part of the NFProfile of an NF Instance
      type: object
      required:
        - serviceInstanceId
        - serviceName
        - versions
        - scheme
        - nfServiceStatus
      properties:
        serviceInstanceId:
          type: string
        serviceName:
          $ref: '#/components/schemas/ServiceName'
        versions:
          type: array
          items:
            $ref: '#/components/schemas/NFServiceVersion'
          minItems: 1
        scheme:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UriScheme'
        nfServiceStatus:
          $ref: '#/components/schemas/NFServiceStatus'
        fqdn:
          $ref: '#/components/schemas/Fqdn'
        interPlmnFqdn:
          $ref: '#/components/schemas/Fqdn'
        ipEndPoints:
          type: array
          items:
            $ref: '#/components/schemas/IpEndPoint'
          minItems: 1
        apiPrefix:
          type: string
        defaultNotificationSubscriptions:
          type: array
          items:
            $ref: '#/components/schemas/DefaultNotificationSubscription'
          minItems: 1
        allowedPlmns:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        allowedSnpns:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
          minItems: 1
        allowedNfTypes:
          type: array
          items:
            $ref: '#/components/schemas/NFType'
          minItems: 1
        allowedNfDomains:
          type: array
          items:
            type: string
          minItems: 1
        allowedNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ExtSnssai'
          minItems: 1
        allowedOperationsPerNfType:
          type: object
          additionalProperties:
            type: array
            items:
              type: string
            minItems: 1
        allowedOperationsPerNfInstance:
          type: object
          additionalProperties:
            type: array
            items:
              type: string
            minItems: 1
        priority:
          type: integer
          minimum: 0
          maximum: 65535
        capacity:
          type: integer
          minimum: 0
          maximum: 65535
        load:
          type: integer
          minimum: 0
          maximum: 100
        loadTimeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        nfServiceSetIdList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
          minItems: 1
        sNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ExtSnssai'
          minItems: 1
        perPlmnSnssaiList:
          type: array
          items:
            $ref: '#/components/schemas/PlmnSnssai'
          minItems: 1
        vendorId:
          $ref: '#/components/schemas/VendorId'
        supportedVendorSpecificFeatures:
          type: object
          additionalProperties:
            type: array
            items:
              $ref: '#/components/schemas/VendorSpecificFeature'
          minProperties: 1
        oauth2Required:
          type: boolean
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'
        capInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo
          minProperties: 1
[…]

    SubscriptionData:
      description: Information of a subscription to notifications to NRF events, included in subscription requests and responses
      type: object
      required:
        - nfStatusNotificationUri
        - subscriptionId
      properties:
        nfStatusNotificationUri:
          type: string
        reqNfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        subscrCond:
          oneOf:
            - $ref: '#/components/schemas/NfInstanceIdCond'
            - $ref: '#/components/schemas/NfInstanceIdListCond'
            - $ref: '#/components/schemas/NfTypeCond'
            - $ref: '#/components/schemas/ServiceNameCond'
            - $ref: '#/components/schemas/AmfCond'
            - $ref: '#/components/schemas/GuamiListCond'
            - $ref: '#/components/schemas/NetworkSliceCond'
            - $ref: '#/components/schemas/NfGroupCond'
            - $ref: '#/components/schemas/NfSetCond'
            - $ref: '#/components/schemas/NfServiceSetCond'
            - $ref: '#/components/schemas/UpfCond'
            - $ref: '#/components/schemas/ScpDomainCond'
            - $ref: '#/components/schemas/NwdafCond'
            - $ref: '#/components/schemas/NefCond'
        subscriptionId:
          type: string
          pattern: '^([0-9]{5,6}-)?[^-]+$'
          readOnly: true
        validityTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        reqNotifEvents:
          type: array
          items:
            $ref: '#/components/schemas/NotificationEventType'
          minItems: 1
        plmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        nid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Nid'
        notifCondition:
           $ref: '#/components/schemas/NotifCondition'
        reqNfType:
          $ref: '#/components/schemas/NFType'
        reqNfFqdn:
          $ref: '#/components/schemas/Fqdn'
        reqSnssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        reqPerPlmnSnssais:
          type: array
          items:
            $ref: '#/components/schemas/PlmnSnssai'
          minItems: 1
        reqPlmnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        reqSnpnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
          minItems: 1
        servingScope:
          type: array
          items:
            type: string
          minItems: 1
        requesterFeatures:
          writeOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        nrfSupportedFeatures:
          readOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        hnrfUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'
[…]

    NFServiceVersion:
      description: Contains the version details of an NF service
      type: object
      required:
        - apiVersionInUri
        - apiFullVersion
      properties:
        apiVersionInUri:
          type: string
        apiFullVersion:
          type: string
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'
        capInfoList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/CapInfo'
          minProperties: 1

[…]
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[bookmark: _Toc67730370]A.3	Nnrf_NFDiscovery API
openapi: 3.0.0

info:
  version: '1.2.0-alpha.2'
  title: 'NRF NFDiscovery Service'
  description: |
    NRF NFDiscovery Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.510 V17.1.0; 5G System; Network Function Repository Services; Stage 3
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.510/'

servers:
  - url: '{apiRoot}/nnrf-disc/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
      - nnrf-disc

[…]
    NFProfile:
      description: Information of an NF Instance discovered by the NRF
      type: object
      required:
        - nfInstanceId
        - nfType
        - nfStatus
      properties:
        nfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        nfInstanceName:
          type: string
        nfType:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
        nfStatus:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFStatus'
        plmnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        sNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ExtSnssai'
          minItems: 1
        perPlmnSnssaiList:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/PlmnSnssai'
          minItems: 1
        nsiList:
          type: array
          items:
            type: string
          minItems: 1
        fqdn:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'
        ipv4Addresses:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
          minItems: 1
        ipv6Addresses:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'
          minItems: 1
        capacity:
          type: integer
          minimum: 0
          maximum: 65535
        load:
          type: integer
          minimum: 0
          maximum: 100
        loadTimeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        locality:
          type: string
        priority:
          type: integer
          minimum: 0
          maximum: 65535
        udrInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdrInfo'
        udrInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdrInfo'
          minProperties: 1
        udmInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdmInfo'
        udmInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdmInfo'
          minProperties: 1
        ausfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AusfInfo'
        ausfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AusfInfo'
          minProperties: 1
        amfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AmfInfo'
        amfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AmfInfo'
          minProperties: 1
        smfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/SmfInfo'
        smfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/SmfInfo'
          minProperties: 1
        upfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UpfInfo'
        upfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UpfInfo'
          minProperties: 1
        pcfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/PcfInfo'
        pcfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/PcfInfo'
          minProperties: 1
        bsfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/BsfInfo'
        bsfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/BsfInfo'
          minProperties: 1
        chfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ChfInfo'
        chfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ChfInfo'
          minProperties: 1
        udsfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdsfInfo'
        udsfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/UdsfInfo'
          minProperties: 1
        nwdafInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NwdafInfo'
        nefInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NefInfo'
        pcscfInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/PcscfInfo'
          minProperties: 1
        hssInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/HssInfo'
          minProperties: 1
        customInfo:
          type: object
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        nfServicePersistence:
          type: boolean
          default: false
        nfServices:
          deprecated: true
          type: array
          items:
            $ref: '#/components/schemas/NFService'
          minItems: 1
        nfServiceList:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/NFService'
          minProperties: 1
        defaultNotificationSubscriptions:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/DefaultNotificationSubscription'
        lmfInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/LmfInfo'
        gmlcInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/GmlcInfo'
        snpnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
          minItems: 1
        nfSetIdList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
          minItems: 1
        servingScope:
          type: array
          items:
            type: string
          minItems: 1
        lcHSupportInd:
          type: boolean
          default: false
        olcHSupportInd:
          type: boolean
          default: false
        nfSetRecoveryTimeList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
          minProperties: 1
        serviceSetRecoveryTimeList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
          minProperties: 1
        scpDomains:
          type: array
          items:
            type: string
          minItems: 1
        scpInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ScpInfo'
        seppInfo:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/SeppInfo'
        vendorId:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/VendorId'
        supportedVendorSpecificFeatures:
          description: the key of the map is the IANA-assigned SMI Network Management Private Enterprise Codes
          type: object
          additionalProperties:
            type: array
            items:
              $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/VendorSpecificFeature'
          minProperties: 1
        aanfInfoList:
          type: object
          description: A map(list of key-value pairs) where a valid JSON string serves as key
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/AanfInfo'
          minProperties: 1
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'

    NFService:
      description: Information of a given NF Service Instance; it is part of the NFProfile of an NF Instance discovered by the NRF
      type: object
      required:
        - serviceInstanceId
        - serviceName
        - versions
        - scheme
        - nfServiceStatus
      properties:
        serviceInstanceId:
          type: string
        serviceName:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        versions:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFServiceVersion'
          minItems: 1
        scheme:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UriScheme'
        nfServiceStatus:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFServiceStatus'
        fqdn:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'
        ipEndPoints:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/IpEndPoint'
          minItems: 1
        apiPrefix:
          type: string
        defaultNotificationSubscriptions:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/DefaultNotificationSubscription'
          minItems: 1
        capacity:
          type: integer
          minimum: 0
          maximum: 65535
        load:
          type: integer
          minimum: 0
          maximum: 100
        loadTimeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        priority:
          type: integer
          minimum: 0
          maximum: 65535
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        nfServiceSetIdList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
          minItems: 1
        sNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ExtSnssai'
          minItems: 1
        perPlmnSnssaiList:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/PlmnSnssai'
          minItems: 1
        vendorId:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/VendorId'
        supportedVendorSpecificFeatures:
          type: object
          additionalProperties:
            type: array
            items:
              $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/VendorSpecificFeature'
          minProperties: 1
        oauth2Required:
          type: boolean
        allowedOperationsPerNfType:
          type: object
          additionalProperties:
            type: array
            items:
              type: string
            minItems: 1
        allowedOperationsPerNfInstance:
          type: object
          additionalProperties:
            type: array
            items:
              type: string
            minItems: 1
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'
        capInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo’
          minProperties: 1
[…]

* * * Next Change * * * *
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openapi: 3.0.0

info:
  version: '1.1.0-alpha.1'
  title: 'NRF Bootstrapping'
  description: |
    NRF Bootstrapping.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.510 V17.1.0; 5G System; Network Function Repository Services; Stage 3
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.510/'

[…]

components:
  schemas:
    BootstrappingInfo:
      description: Information returned by NRF in the bootstrapping response message
      type: object
      required:
        - _links
      properties:
        status:
          $ref: '#/components/schemas/Status'
        _links:
          type: object
          description: 'Map of link objects where the keys are the link relations defined in 3GPP TS 29.510 clause 6.4.6.3.3'
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/LinksValueSchema'
          minProperties: 1
        nrfFeatures:
          type: object
          description: 'Map of features supported by the NRF, where the keys are the NRF services as defined in 3GPP TS 29.510 clause 6.1.6.3.11'
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
          minProperties: 1
        capInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo'
        capInfoList:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/CapInfo
          minProperties: 1

    Status:
      description: Overal status of the NRF
      anyOf:
        - type: string
          enum:
            - OPERATIVE
            - NON_OPERATIVE
        - type: string

* * * End of Changes * * * *
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