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1. Reason for Change
Table 7.4-1 in TR 29.835 recommends incorporating Solution#6 into this TR.
[bookmark: _GoBack]All RFC references are updated with pCR in C4-212054, where these are sorted by RFC numbers. 
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.941v0.1.1.
[bookmark: _Hlk61529092]
*******
* * * First Change * * * *
[bookmark: _Toc68093666]4.2.5 DNS-solution#6: Direct unicast DNS queries to the target node
[bookmark: _Toc68093667]4.2.5.1 Description
This solution is similar to Solution#5 with only difference that the mDNS query is sent to a pre-configured IP address instead of the link-local multicast address.
In this proposed solution, instead of relying on Multicast DNS queries sent on the local link, the client sends its DNS query via unicast directly to the node, using the destination port 5353. The IP address of the target node is discovered by configuration.
The node receiving the unicast DNS query and supporting the desired service answers via with a unicast packet directed back to the client, using the source IP address and port of the received DNS query.
The proposed solution is based on the following assumptions:
1	The client is configured with:
-	an IANA registered service name <Service> identifying a specific service and the application protocol used to support the service;
-	the IP address of the target node.
2	To discover the list of available service instances supporting the service <Service> on the local link, the client performs a DNS PRT lookup (solution#4) or SRV lookup (solution#5) for the name:
<Service>.local.
3	DNS queries are sent to the unicast IP address of the target node configured in the client, to UDP destination port 5353 and using as UDP source port either:
-	port 5353 if the client supports a fully compliant mDNS resolver; or
-	a high-numbered ephemeral UDP source port other than port 5353, if the client supports minimal Multicast DNS resolver
NOTE:	It is recommended to use the mDNS IPv4 link-local multicast address only if IPv6 is not not avalaible.
4	A node receiving the mDNS request and supporting the desired service will provide in the response its own DNS records as described in in Solution#3 and Solution#4.
5	The DNS response is either unicast to the source IP address of the DNS querier.
6	The client can set up connection(s) with the remote node(s) using the IP address(es) and port number(s) retrieved from the DNS server and then application data can be exchanged between the client and the server.
This solution is limited to the scenario where DNS is not used, because if DNS is used, Solution#3 and Solution#4 are more efficient.
* * * End of Changes * * * *


