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1. Introduction
CT4#102e postponed the final decision on the support of the "application/problem+json" media type for 3xx response messages (see C4-211514), which is used to support redirections under the scope of stateless NF framework. CT4 also agreed that FASMO criteria cannot be used against any proposal to remove or change the media type "application/problem+json" at CT4#103e.

2. Discussion
The discussion paper in C4-211514 reads:

Media types are an essential aspect on the HTTP protocol, and its usage may determine critical aspects such as:
-	Routing of requests or responses to certain subsystems, based on the Content-type header (even before considering other HTTP components, such as the specific HTTP method)
-	Triggering system-wide actions based solely on the presence of the Content-type header (e.g. if Content-type indicates an error or problem scenario, action such as logging the error condition, or triggering an alarm could be raised).

The above description of the negative consequences is too generic, lacks substance and therefore looks ambiguous to some extent. Indeed, the above two bullets need to be further detailed to:
· Clarify which "subsystems" are referred here. With regards to routing of HTTP messages within the 3GPP core network perimeter, the only entities that act on it (from the application layer point of view) are NFs themselves and SCPs, which are both under 3GPP remit. Other entities and layers are not expected to have access to the content of the messages (neither the headers, nor the message body).
· Provide a concrete example or use case of the described "routing (…) based on Content-type header".
· Provide the same as above for the "system-wide actions" part. Indeed, assuming that the only entities that act on an HTTP message from the application layer perspective are NFs and SCPs as explained above, designers of 3GPP NFs and SCPs can implement simples rules such as "don't log / trigger alarm if Content-type = 'application/problem+json' and status code = '3xx'".

As per the above, the usage of media type "application/problem+json" is not expected to impact other entities than the ones specified by 3GPP and hence should not cause any problems at all. The reason is, it is completely up to 3GPP application designers not to handle as error when a 3xx response message contains media type "application/problem+json".

Observation: Usage of media type "application/problem+json" in 3xx response messages should not cause any problems as it only impacts 3GPP NFs and SCPs.

Therefore, CT4 needs to understand in details what in practice will be problematic, i.e. will have negative consequences if the media type "application/problem+json" is used in 3xx response messages.

3. Conclusions
The source company of the discussion paper in C4-211514 is kindly invited to explain in detail what in practice will not work / create problems / have negative consequences when using media type "application/problem+json" in 3xx response messages.
