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1. Introduction
This contribution provides service and procedure description clauses to TS29.536 v0.0.1.
2. Proposal
It is proposed to agree the following changes to 3GPP TS29.536 v0.0.1.


* * * Begin of Changes * * * *
[bookmark: _Toc510696587][bookmark: _Toc35971379][bookmark: _Toc36812110][bookmark: _Toc510696598][bookmark: _Toc35971390][bookmark: _Toc36812121]5.2	Nnsacf_NumOfUEsPerSlice Service
[bookmark: _Toc510696588][bookmark: _Toc35971380][bookmark: _Toc36812111]5.2.1	Service Description
This clause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. NF Service Producer and NF Service Consumer(s), and list the service operations it supports.
[bookmark: _Toc510696589][bookmark: _Toc35971381][bookmark: _Toc36812112]The Nnsacf_NumOfUEsPerSlice service provides the service capability for the NF Service Consumer (e.g. AMF) to request admission control for UEs accessing a specific network slice. The following are the key functionalities of this NF service:
-	Request the NSACF to control the number of UEs registered to a specific slice, e.g. perform availability check and update the number of UEs registered to a specific slice;
-	Notify the NF Service Consumer (e.g. AMF) of the activation/deactivation of EAC (early admission control) mode for NSAC procedure;
The Nnsacf_NumOfUEsPerSlice service supports the following service operations.
Table 5.2.1-1: Service operations supported by the Nnsacf_NumOfUEsPerSlice service
	Service Operations
	Description
	Operation
Semantics
	Example Consumer(s)

	AvailabilityCheckAndUpdate
	Request the NSACF to perform admission control related to the number of UEs registered to a slice.
	Request/Response
	AMF

	EACNotify
	Notify the NF Service Consumer (e.g. AMF) of the activation/deactivation of EAC mode.
	Subscribe/Notify
	AMF

	
	
	
	



Editor's Note:	It is FFS whether a better name for the "AvailabilityCheckAndUpdate" service operation should be considered. If so, an LS to SA2 is needed.

5.2.2	Service Operations
One clause per service operation.
This clause will include a description of the different service operationssupported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
[bookmark: _Toc510696590][bookmark: _Toc35971382][bookmark: _Toc36812113]5.2.2.1	Introduction
This clause will contain a generic introduction of the service operationsdescribed in the following clauses.
[bookmark: _Toc510696591][bookmark: _Toc35971383][bookmark: _Toc36812114]This clause introduces the related procedures using Nnsacf_NumOfUEsPerSlice service operations to request the NSACF to control the number of UEs registered to a specific slice.
5.2.2.2	<Service operation 1>AvailabilityCheckAndUpdate
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc36812115]5.2.2.2.1	General
This clause provides a general description of the service operation.
[bookmark: _Toc510696593][bookmark: _Toc35971385][bookmark: _Toc36812116]The AvailabilityCheckAndUpdate service operation shall be used by the NF Service Consumer (e.g. AMF) to request the NSACF to control the number of UEs registered to a specific slice, e.g. perform availability check and update the number of UEs registered to a slice. It is used in the following procedures:
-	AMF initiated network slice admission control procedure related to control the number of UEs registered to a slice (see clause 4.2.11.2 of 3GPP TS 23.502 [3]).
5.2.2.2.2	<Procedure 1 using service operation 1 of service 1>AMF initiated network slice admission control
[bookmark: _Toc510696594][bookmark: _Toc35971386][bookmark: _Toc36812117]The NF Service Consumer (e.g. AMF) shall invoke the AvailabilityCheckAndUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: Availability Check for Number of UEs per Slice
1.	The NF Service Consumer (e.g. AMF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ue-ac) in the NSACF. The payload body of the POST request shall contain the input data structure for network slice admission control.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "increase" and EAC mode for this S-NSSAI is enabled, the NSACF shall first check the total number of UEs to this slice will not exceed the maximum number of UEs allowed to be registered to this slice. When counting the total number of the UEs ( including the UEs indicated in the request and the UEs already stored in the NSACF), the NSACF shall check whether a UE indicated in the request is already in the UE ID list stored in the NSACF.
-	if no excess, the NSACF records the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
-	if the total number of UEs exceeds the maximum of UEs allowed to be registered to this slice, the NSACF shall not update the UE ID list stored in the NSACF, and not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "MAXIMUM_NUM_REACHED" reason;
· if the update flag is set to "increase" and EAC mode for this S-NSSAI is disabled, the NSACF shall:
-	record the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
· if the update flag is set to "decrease", the NSACF decrease the total number of UEs registered to this slice, and removes the indicated UEs from the UE ID list stored in the NSACF;
If above NSACF handling is successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
Editor's Note:	It is decided to return "200 OK" at this time, as the NSACF handling is regarded successful even the total number of UEs for some S-NSSAI exceed the allowed maximum number.
2b.	On failure or redirection, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
5.2.2.2.3	<Procedure 2 using service operation 1 of service 1>
And so on if there are more than 2 procedures that need to be described for the service.
Clauses 5.2.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
5.2.2.3	<Service operation 2>EACNotify
And so on if there are more than 2 service operations to be described for the service.
5.2.2.3.1	General
The EACNotify service operation shall be used by the NSACF to inform the NF Service Consumer (e.g. AMF) of the activation/deactivation of EAC mode. It is used in the following procedures:
-	NSACF initiated configuration on EAC mode procedure (see clause 4.2.11.3 of 3GPP TS 23.502 [3]).
5.2.2.3.2	NSACF initiated EAC mode configuration
The EACNotify service operation shall be used by the NSACF to configure the EAC mode to the NF Service Consumer (e.g. AMF).
The NSACF shall notify the NF Service Consumer (e.g. AMF) by using the HTTP POST method as shown in Figure 5.2.2.2.3-1.	


Figure 5.2.2.2.3-1: NSACF initiated EAC mode configuration procedure
1.	The NSACF shall send a POST request to the EAC Notification callback URI provided by the NF Service Consumer (e.g. AMF). The payload body of the POST request shall contain the notification payload.
	The callback URI may be provided by the AMF during the first interaction with the NSACF, or be retrieved from the AMF profile during NF discovery from the NRF.
2a.	On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.5.2.3.1-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.7.3-1.

* * * Next Change * * * *
6.1	Nnsacf_NumOfUEsPerSlice Service API
[bookmark: _Toc510696599][bookmark: _Toc35971391][bookmark: _Toc36812122]6.1.1	Introduction
This clause specifies the API Name and Version.
[bookmark: _Toc510696600]The <Service 1>Nnsacf_NumOfUEsPerSlice shall use the <Service 1>Nnsacf_NumOfUEsPerSlice API.
The API URI of the <Service 1>Nnsacf_NumOfUEsPerSlice API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>nnsacf-num-of-ues-per-slice".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc35971392][bookmark: _Toc36812123]6.1.2	Usage of HTTP
[bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc36812124]6.1.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
[bookmark: _Toc510696602]HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name>Nnsacf-NumOfUEsPerSlice API is contained in Annex A.
[bookmark: _Toc35971394][bookmark: _Toc36812125]6.1.2.2	HTTP standard headers
[bookmark: _Toc510696603][bookmark: _Toc35971395][bookmark: _Toc36812126]6.1.2.2.1	General
[bookmark: _Toc510696604]See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc35971396][bookmark: _Toc36812127]6.1.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS.
[bookmark: _Toc510696605]JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc35971397][bookmark: _Toc36812128][bookmark: _Hlk64030393]6.1.2.3	HTTP custom headers
[bookmark: _Toc489605322][bookmark: _Toc492899753][bookmark: _Toc492900032][bookmark: _Toc492967834][bookmark: _Toc492972922][bookmark: _Toc492973142][bookmark: _Toc492974840][bookmark: _Toc510696606]The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc510696607][bookmark: _Toc35971398][bookmark: _Toc36812129]6.1.3	Resources
[bookmark: _Toc510696608][bookmark: _Toc35971399][bookmark: _Toc36812130][bookmark: _Hlk64365437]6.1.3.1	Overview
This clause will describe the structure for the Resource URIs and the resources and methods used for the service.
Example:


Figure 6.1.3.1-1: Resource URI structure of the <xyz > API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	<Resource name>
	<relative URI below root>
	GET
	<Operation executed by GET>

	
	
	PUT
	<Operation executed by PUT>

	
	
	PATCH
	<Operation executed by PATCH>

	
	
	POST
	<Operation executed by POST>

	
	
	DELETE
	<Operation executed by DELETE>

	
	
	Custom operation
	<Operation executed by custom operation>



[bookmark: _Toc510696609][bookmark: _Toc35971400][bookmark: _Toc36812131]The figure 6.1.3.1-1 describes the resource URI structure of the Nnsacf-NumOfUEsPerSlice API.


Figure 6.1.3.1-1: Resource URI structure of the nnsacf-num-of-ues-per-slice API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Slice Collection Subject to NSAC
(Collection)
	/slices
	POST
	Request the NSACF to perform network slice admission control related to the number of UEs registered to a slice, for a group of slices.



6.1.3.2	Resource: <resource 1>Slice Collection Subject to NSAC
Where <resource 1> is to be replaced by the resource name, e.g. PduSession.
[bookmark: _Toc510696610][bookmark: _Toc35971401][bookmark: _Toc36812132]6.1.3.2.1	Description
This clause will specify what the resource represents or what it is used for.
[bookmark: _Toc35971402][bookmark: _Toc36812133][bookmark: _Hlk64365469][bookmark: _Toc510696612]This resource represents the collection of slice subject to NSAC.
This resource is modelled with the Store resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
6.1.3.2.2	Resource Definition
This clause will describe the Resource URI and the supported resource variables.
Resource URI: {apiRoot}/<apiName>/<apiVersion>/slicesxxx
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.1.1

	apiVersion
	string
	See clause 6.1.1

	<name>
	<type>
	<definition>



[bookmark: _Toc35971403][bookmark: _Toc36812134]6.1.3.2.3	Resource Standard Methods
The following clauses will specify the standard methods supported by the resource.
It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc36812135][bookmark: _Hlk64365502]6.1.3.2.3.1	< method 1 >POST
This clause will specify the meaning of the method applied on the resource.
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the <method 1>POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the <method 1>POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>

	UeACRequestData
	M
	1
	Request data for NSAC procedure related to the number of UEs per slice.



Table 6.1.3.2.3.1-3: Data structures supported by the <method 1>POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	UeACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of UEs per slice.

	
	
	
	307 Temporary Redirect
	Temporary redirection, during a NSAC procedure. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	
	
	
	308 Permanent Redirect
	Permanent redirection, during a NSAC procedure. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if the given S-NSSAI is not found from the NSSAI which are subject to NSAC procedure;

	NOTE:	The manadatory HTTP error status code for the <method 1>POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.1.3.2.3.1-4: Headers supported by the <e.g. GET>POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.1.3.2.3.1-5: Headers supported by the <e.g. 200>200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
<header name> 
	
<data type>
e.g. string
	"M", "C" or "O"
	
"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.1.3.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



[bookmark: _Toc510696614][bookmark: _Toc35971405][bookmark: _Toc36812136]Table 6.1.3.2.3.1-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.



Table 6.1.3.2.3.1-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.



6.1.3.2.3.2	< method 2 >
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.1.3.2.3.1.
[bookmark: _Toc510696615][bookmark: _Toc35971406][bookmark: _Toc36812137]6.1.3.2.4	Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696616][bookmark: _Toc35971407][bookmark: _Toc36812138]In this release of this specification, no custom operations associated to this resource is defined.
6.1.3.2.4.1	Overview
[bookmark: _Toc510696617]Table 6.1.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



[bookmark: _Toc35971408][bookmark: _Toc36812139]6.1.3.2.4.2	Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
[bookmark: _Toc510696618][bookmark: _Toc35971409][bookmark: _Toc36812140]6.1.3.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696619][bookmark: _Toc35971410][bookmark: _Toc36812141]6.1.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc510696620][bookmark: _Toc35971411][bookmark: _Toc36812142]6.1.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.1.3.2.4.1.
[bookmark: _Toc510696621][bookmark: _Toc35971412][bookmark: _Toc36812143]6.1.3.3	Resource: <resource 2>
And so on if there are more than two resources supported by the service. Same structure as in clause 6.1.3.2.
[bookmark: _Toc510696622][bookmark: _Toc35971413][bookmark: _Toc36812144]6.1.4	Custom Operations without associated resources
[bookmark: _Toc510696623][bookmark: _Toc35971414][bookmark: _Toc36812145][bookmark: _Hlk64365523]In this release of this specification, no custom operations without associated resources are defined.
6.1.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API.
Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc510696624][bookmark: _Toc35971415][bookmark: _Toc36812146]6.1.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696625][bookmark: _Toc35971416][bookmark: _Toc36812147]6.1.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696626][bookmark: _Toc35971417][bookmark: _Toc36812148]6.1.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc510696627][bookmark: _Toc35971418][bookmark: _Toc36812149]6.1.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.1.4.2.
[bookmark: _Toc510696628][bookmark: _Toc35971419][bookmark: _Toc36812150]6.1.5	Notifications
[bookmark: _Toc510696629][bookmark: _Toc35971420][bookmark: _Toc36812151]6.1.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
[bookmark: _Toc510696630]Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.1.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	EAC Mode Notification
	{EACNotificationUri}
	POST
	Notify the NF Service Customer (e.g. AMF) of the activation/deactivation of EAC mode.



[bookmark: _Toc35971421][bookmark: _Toc36812152]6.1.5.2	<notification 1>EAC Mode Notification
[bookmark: _Toc532994455][bookmark: _Toc35971422][bookmark: _Toc36812153][bookmark: _Toc510696631]6.1.5.2.1	Description
The Event Notification is used by the NF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications.
[bookmark: _Toc532994456][bookmark: _Toc35971423][bookmark: _Toc36812154]The EAC Mode Notification is used by the NSACF to inform the NF Service Consumer (e.g. AMF) of the activation/deactivation of EAC mode.
6.1.5.2.2	Target URI
The Callback URI "{ notifUriEACNotificationUri}" shall be used with the callback URI variables defined in table 6.1.5.2.2-1.
Table 6.1.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback Uri

	eacNotificationUri
	Notification URI for receiving EAC mode notification.



[bookmark: _Toc532994457][bookmark: _Toc35971424][bookmark: _Toc36812155]6.1.5.2.3	Standard Methods
[bookmark: _Toc532994458][bookmark: _Toc35971425][bookmark: _Toc36812156]6.1.5.2.3.1	POST
This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and response codes specified in table 6.1.5.2.3.1-1.
Table 6.1.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>

	EACNotification
	M
	1
	EAC mode notification



Table 6.1.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc35971426][bookmark: _Toc36812157]6.1.5.3	<notification 2>
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.1.5.2.
* * * End of Changes * * * *
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