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	Reason for change:
	When a NF, e.g. a NF service consumer, receives an OCI which contains an overload scope from a NF service producer in a SET, TS 29.500 has clearly specified that this NF, served as Overload Control Enforcement entity "shall not redirect its requests to another entity pertaining to the same scope", i.e. when Overload scope is the same as the binding entity for the reselection, since such reselection doesn't mitigate the overload at all. 

However it doesn't clearly specify that, when the binding entity for reselection is larger than the overload scope, as alternative to reduce signaling messages towards an overloaded NF, how reselection of alternative NF (among the binding entity for reselection) should be done.  

Reselection for a request which is to establish a new resource context is fine, seems be always preferred if possible; while such reselection for a request addressing an existing context can amplify the overload in the overloaded NF and increase network signalling for nothing, for example: 

When a SMF, e.g. SMF2, in the SMF Set received a request addressing an existing PDU session which is managed by an overloaded SMF1 in the same set, it may:

· redirect the request back the overloaded SMF e.g. if the request is to delete the PDU session context;

· reject the request instead to redirect back overloaded SMF e.g. if the request is to update the PDU session context to avoid further overload the overloaded SMF; 

This requires the alternative SMF2 to know the reason whether the request message is redirected due to original SMF is overloaded.  

Further more, if the selected alternative SMF2 knows the reselection is due to the old SMF1 is not reachable, it may accept to process any request message regardless if it is an update or a deletion.

Even for the case when the request has been retransmitted due to a timeout or a temporary rejection, such information may also be valuable for the receiver to determine if the request should be accepted, or rejected, even be prioritized to avoid to fail the whole procedure. 
  
So, it is proposed to introduce a new HTTP custom header which contains additional information related to a HTTP request; for example, it may indicate if a HTTP request is a retransmission, or if it is a request involving a reselection of alternative NF and the reason for reselection. 

The receiving NF may determine if the request can be accepted or rejected, or redirected.

The 3gpp-Sbi-request-info header may also be used for statistics and trouble shooting.

	
	

	Summary of change:
	It is proposed to introduce a new optional 3gpp-Sbi-request-info header, which contains additional information related to the message, e.g. if a HTTP request is a retransmission, or if it is a request involving a reselection of alternative NF and the reason for reselection.  


	
	

	Consequences if not approved:
	Being unaware of reason for a HTTP request when it is addressing an existing context, e.g. such reselection is to reduce signaling message towards an overloaded NF, the alternative may take wrong action, which amplifies the overload. 
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[bookmark: _Toc11339834]* * * First Change * * * *
[bookmark: _Toc57017481][bookmark: _Toc57024231][bookmark: _Toc51847009][bookmark: _Toc57022640][bookmark: _Toc57024010]5.2.3.3	Optional to support custom headers
[bookmark: _Toc19708943][bookmark: _Toc27745018][bookmark: _Toc29803171][bookmark: _Toc35969922][bookmark: _Toc36050716][bookmark: _Toc44847429][bookmark: _Toc51845082][bookmark: _Toc51845413][bookmark: _Toc57017482][bookmark: _Toc57024232]5.2.3.3.1	General
The 3GPP NF Services may support the HTTP custom headers specified in Table 5.2.3.3-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.3-1.
Table 5.2.3.3-1: Optional HTTP custom headers
	Name
	Reference
	Description

	[bookmark: _Hlk69809476]3gpp-Sbi-Sender-Timestamp
	Clause 5.2.3.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 

	3gpp-Sbi-Max-Rsp-Time
	Clause 5.2.3.2.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.

	3gpp-Sbi-Alternate-Chf-Id
	Clause 5.2.3.2.3.4
	This header may be used to indicate a primary or secondary CHF instance, e.g. when using indirect communication with delegated discovery. See clause 6.10.3.x.

	3gpp-Sbi-Request-Info
	Clause 5.2.3.2.x
	This header may be used to indicate additional information related to a HTTP request, e.g. if the request is involving a reselection towards an alternative NF, and/or if the request is a retransmission of a request towards an (alternative) NF.



* * * Next Change * * * *
[bookmark: _Toc44847422][bookmark: _Toc51845074][bookmark: _Toc51845405][bookmark: _Toc51846925][bookmark: _Toc57022552][bookmark: _Toc57023922]5.2.3.2.x	3gpp-Sbi-Request-Info
The header contains a comma-delimited list of additional information related to a HTTP request which may be included by a NF or a SCP, to indicate e.g.:
-	whether the HTTP request message is involving a reselection of an alternative NF;
-	whether the HTTP request message is a retransmission of the message, i.e. the request message has been sent but being rejected with a temporary failure or timeout;
The receiving NF may use the header, e.g. to determine whether to accept the request. 
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
[bookmark: _Hlk38316125]3gpp-Sbi-Request-Info = "3gpp-Sbi-Request-Info" ":" 1#(OWS parameter [*(";" OWS additionalparameter)])
parameter = parametername "=" RWS parametervalue
parametername = "retrans" / "redirect" / "reason" / token
additionalparameter =  "receivedrejectioncause" / token
The following parameters are defined:
-	reason: indicates the reason for which the NF resends or redirects the HTTP request message. This may take one of the following values:
-	"unreachable": indicates that the HTTP request is redirected to an alternative NF due to the request URI (e.g. the resource URI or Notification/callback URI) is not reachable;
-	"overloaded": indicates that the HTTP request is redirected to an alternative NF as result of overload control enforcement, by doing redirection towards an alternative NF (see clause 6.4.3.5.1);
[bookmark: _Hlk69980148]-	"3xx-redirect": indicates that the HTTP request is redirected to an alternative NF as result of receiving a 3xx status code.
-	"temporary-rejection-cause": indicates the HTTP request is retransmitted towards the same or alternative NF due to a temporary rejection.
-	receivedrejectioncause: indicates a temporary rejection application cause received from the NF or SCP (for last attempt) as defined in clause 5.2.7.2, when the "retrans" parameter is set to "true" and the reason is set to "temporary-rejection-cause". The cause data type is specified in clause 5.2.4.1 of 3GPP TS 29.571 [13].
-	retrans: it is a boolean and shall be set to "true" to indicate that the request message has been retransmitted e.g. when the request didn't get any response or get a temporary failure cause, otherwise the "retrans" shall not be present.
-	redirect: it is a boolean and shall be set to "true" to indicate that the request message has been redirected to an alternative NF.
EXAMPLE 1:	For a request retransmitted to an alternative NF due to the rejection by the original target NF with a temporary rejection cause: 

3gpp-Sbi-Request-Info: retrans=true; redirect=true; reason=temporary-rejection-cause; receivedrejectioncause=INSUFFICIENT_RESOURCES
EXAMPLE 2:	For a request sent towards an alternative NF due to the original target NF not reachable:

3gpp-Sbi-Request-Info: redirect=true; reason=unreachable
* * * Next Change * * * *
[bookmark: _Toc19708972][bookmark: _Toc27745050][bookmark: _Toc29803203][bookmark: _Toc35969972][bookmark: _Toc36050766][bookmark: _Toc44847481][bookmark: _Toc51845135][bookmark: _Toc51845466][bookmark: _Toc51846986][bookmark: _Toc57022617][bookmark: _Toc57023987]6.4.1	General
Service Based Interfaces use HTTP/2 over TCP for communication between the NF Services. TCP provides transport level congestion control mechanisms as specified in IETF RFC 5681 [16], which may be used for congestion control between two TCP endpoints (i.e., hop by hop). HTTP/2 also provides flow control mechanisms and limitation of stream concurrency that may be configured for connection level congestion control, as specified in IETF RFC 7540 [7].
In addition to TCP and HTTP/2 congestion control mechanisms, the following end to end application-level overload control mechanisms are defined.
Overload control enables an NF Service Producer, an NF Service Consumer or an SCP becoming or being overloaded to gracefully reduce its incoming signalling load, by instructing NF Service Consumers to reduce sending service requests or by instructing NF Service Producers to reduce sending notification requests respectively, according to its available signalling capacity to successfully process the requests. An NF Service Producer, NF Service Consumer or SCP is in overload when it operates over its signalling capacity.
When being instructed by a NF Service Consumer to apply overload control, the NF Service Producer shall perform the signaling reduction towards the NF Service Consumer only for the notifications or callback requests according to the overload scope, and not for any NF services which may be produced by the same NF (for which separate OCI may be advertised by the NF when acting as NF producer), even when the overload scope is on NF Instance level or NF Set level.
Overload control aims at shedding the incoming traffic as close to the traffic source as possible generally when an overload has occurred (reactive action), so to avoid spreading the problem inside the network and to avoid using resources of intermediate entities in the network for signalling that cannot anyhow be served by the overloaded entity.
Overload control should continue to allow for preferential treatment of priority users (e.g. MPS) and emergency services.
Overload control may be performed based on HTTP status codes returned in HTTP responses (as defined in clause 6.4.2) or based on Overload Control Information (OCI) signalled in HTTP request or response (as defined in clause 6.4.2).
The NF that performs overload control enforcement may either reject a fraction of request messages, or redirect some request messages towards an alternative NF if possible, to reduce sending HTTP requests towards an overloaded NF. (see clause 6.4.3.5)
* * * Next Change * * * *
6.4.3.5.1	Message Throttling
As part of the overload mitigation, the overload control enforcement NF, i.e. an entity that receives OCI (with a non-null overload reduction metric), shall reduce the total number of request messages, which would have been sent otherwise, towards the overloaded peer(s) corresponding to the received scope, e.g. towards all the NF instances of the NF Set when the scope indicates an NF Set ID and shall not redirect its requests to another entity pertaining to the same scope. 
This shall be achieved by discarding a fraction of the service request messages in proportion to the overload level of the peer, which . This is called request message throttling. The message throttling shall be achieved either by rejecting the request messages, or by redirecting some of request messages to an alternative NF if possible, e.g. when a binding indication was received for the target resource/session context containing binding entities which have not been reported as overloaded. 
When sending (i.e. redirecting) the request towards an alternative NF to address an existing resource/session context, the sending NF may include a 3gpp-Sbi-Request-Info header in the request to indicate whether the request is redirected to an alternative NF as result of overload enforcement (see clause 5.2.3.2.x). The alternative NF may use this header to determine whether to accept the request, e.g. when accepting the request will not further overload the overloaded NF. 
Message throttling shall apply to HTTP requests only (any service request including notification request).
Network Functions shall support and use the "Loss" algorithm as specified in clause 6.4.3.5.2.

* * * For information * * * *
[bookmark: _Toc35969993][bookmark: _Toc36050787][bookmark: _Toc44847505][bookmark: _Toc51845159][bookmark: _Toc51845490][bookmark: _Toc51847010][bookmark: _Toc57022641][bookmark: _Toc57024011]6.4.3.5.2	Loss Algorithm
An overloaded NF Service Producer/Consumer/SCP shall ask its peers to reduce the number of HTTP requests they would otherwise send by conveying in the OCI header the requested traffic reduction percentage within the Overload Reduction Metric parameter, as specified in clause 6.4.3.4.3.
The recipients of the Overload Reduction Metric shall reduce the number of request messages by that percentage, either by redirecting them to an alternate destination if possible (e.g. an HTTP POST request for the Nsmf_PDUSession_CreateSMContext service operation can be sent to an alternate SMF in the same SMF set, if the olcScope is at the NF instance level and the binding indication of the service resource is for an SMF set), or by failing the request and treating it as if it was rejected by the destination entity.
NOTE:	For example, if an NF Service Producer/Consumer/SCP requests a peer to reduce the traffic by 10%, then that peer throttles 10% of the traffic that would have otherwise been sent to this NF Service Producer/Consumer/SCP.

* * * End of Change * * * *
