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*******
* * * First Change * * * *
[bookmark: _Toc57022711][bookmark: _Toc67557686]6.10.10	Detection and handling of loop path when relaying message with indirect communication
6.10.10.1	General
For indirect communications, request messages may be forwarded through multiple SCPs. In case of misconfiguration or error processing on intermediate SCPs, request messages may be relayed via unexpected paths or trapped in loops.
The following two optional solutions may be used to This procedure enables the SCPs to detect and handle dead looping when relaying request messages in the network with indirect communication.
6.10.10.2	Message Forwarding Depth Control
If Message Forwarding Depth Control is enabled, Aan HTTP client (, or an SCP) if the 3gpp-Sbi-Max-Forward-Hops header is not received in an incoming request, may shall include in the request the 3gpp-Sbi-Max-Forward-Hops header with the node type "scp" indicating the maximum number of allowed intermediate SCPs to relay the message, before reaching the target HTTP server.
When forwarding a request that includes the 3gpp-Sbi-Max-Forward-Hops header with node type "scp" to a next hop SCP, the SCP shall check whether the value of the header is zero or not, then
-	if the value of 3gpp-Sbi-Max-Forward-Hops header with node type "scp" is zero, the SCP shall reject the request with the HTTP status code "502 Bad Gateway" and the protocol error "MAX_SCP_HOPS_REACHED";
-	otherwise, the SCP shall decrement the value of the 3gpp-Sbi-Max-Forward-Hops header with node type "scp" by 1 before forwarding the request.
6.10.10.3	Loop Detection with Via header
The Via header shall be inserted by HTTP proxies, SCPs and SEPPs when relaying an HTTP message (see clause 5.2.2.2).
Upon receiving a request message, if Loop Detection through Via header is enabled, the SCP shall check the presence of itself, i.e. whether an "SCP-<SCP FQDN>" with its own FQDN is included in the Via headers received. If present, the SCP shall reject the request with the HTTP status code "400 Bad Request" and the protocol error "MSG_LOOP_DETECTED".
NOTE:	If topology hiding is applied within the network, entities in Via header may be replaced at domain borders.

* * * End of Changes * * * *


