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	Reason for change:
	Partial failure handling procedures has been introduced over N4 and it provides an easy and optimal mechanism to cleanup the PFCP session resources affected by the partial failure in the peer PFCP node when a severe internal partial failure is detected.

When an SMF Set is deployed in the network, upon a SMF partial failure, those affected PFCP sessions and PDU sessions can be moved to an alternative SMF in the same SMF set. 

However, letting the UPF reselect an alternative SMF in the SMF set based on the algorithm locally configured in the UPF has following drawbacks:

· it might lead to undesired load distribution among the SMFs in the Set; 
· this will introduce additional signaling latency, since the selected SMF need to fetch PDU sessions or PFCP sessions contexts from the central database, e.g. UDSF, upon the request; 
· in some scenarios, e.g. when the PCF selects a different SMF than what AMF or UPF has selected, it triggers signaling redirection, which adds further latency;
· in some worst scenarios, it may even lead to signaling overload in the network, e.g. in the UDSF. 
 
So, in such scenario, it is proposed that a SMF (in the same SMF Set) may proactively instruct:

· the UPF(s) towards which alternative SMF to send subsequent PFCP Session Report Request messages for those PFCP sessions (affected by a partial failure) which are associated the same FQ-CSID allocated earlier.

It is proposed to introduce a signaling procedure for this purpose. 


	
	

	Summary of change:
	Introduce a new signaling procedure for partial failure handling when SMF set is deployed.


	
	

	Consequences if not approved:
	When a partial failure takes place in a SMF which pertains to a SMF Set, it will introduce massive extra signalling (i.e. signalling per PFCP session) if an alternative SMF would like to proactively take over the affected PFCP sessions; otherwise, if relying on the reselection done by the peer UPFs based on their locally configured algorithm, this leads to additional signaling latency, non-optimized PFCP sessions' resource allocation among the SMFs in a set, and possible overload in UDSF.
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The SMF and UPF may support the partial failure handling feature over N4. If so, they shall support the requirements specified in this clause.
This feature enables to clean up PFCP sessions optimally in the peer PFCP node (i.e. SMF or UPF), when a hardware or software failure affects a significant number of PFCP sessions. When it is not possible to recover the affected PFCP sessions, it is useful to inform the peer PFCP node about the affected PFCP sessions using an identifier that represents a large set of PFCP sessions, rather than doing so per PFCP session. When the SMF Set feature is supported and deployed as specified in clause 5.22 of 3GPP TS 29.244 [4], those PFCP sessions, e.g. affected a partial failure in a SMF, may be restored in (another) SMF in the SMF Set, and if so, the partial failure feature will facilitate such restoration procedure as specified in clause 4.6.2.
The partial failure feature as specified in clause 23 of 3GPP TS 23.007 [2] defines a A Connection Set Identifier (CSID) which shall identify a set of PFCP sessions within a PFCP node that may belong to an arbitrary number of UEs and:. 
-	A CSID is an opaque parameter local to a PFCP node. Each PFCP node that supports the feature shall maintain a local mapping of CSID to its internal resources. When one or more of these resources fail, the corresponding one or more fully qualified CSIDs shall be signalled to the peer PFCP nodes.
-	The fully qualified CSID (FQ-CSID) is the combination of the PFCP node identity and the CSID assigned by the PFCP node which together globally identifies a set of PFCP sessions. 
-	The node identifier shall be globally unique across all 3GPP EPS and 5GS networks. Its format is defined in 3GPP TS 29.244 [4].
Alternatively, a SMF in a SMF Set may allocate a global unique Group Id in the PFCP Session Establishment Response message for a PFCP session during a PFCP session establishment procedure and update it in the PFCP Session Modification Request message if the PFCP session has been changed to another group; so that, subsequently, e.g. when a partial failure takes place affecting all PFCP sessions which are sharing the same Group Id, a SMF in a SMF Set may trigger restoration procedure for those affected PFCP sessions as specified in clause 4.6.2. 
* * * Next Change * * * *
4.6.2	Procedures
4.6.2.1	Allocation of a FQ-CSID
The SMF and the UPF may each assign one FQ-CSID to a PFCP session during the PFCP session establishment, by signalling the SMF FQ-CSID in the PFCP Session Establishment Request or the UPF FQ-CSID in the PFCP Session Establishment Response, as shown in Figure 4.6.2-1.


Figure 4.6.2.1-1 : PFCP Session Establishment procedure with FQ-CSID
The SMF and the UPF shall assign only one FQ-CSID for a given PFCP session and each FQ-CSID shall have exactly one CSID within the FQ-CSID. The peer PFCP node shall store the received FQ-CSID for the related PFCP session.
The receipt of a FQ-CSID also implicitly indicates that the peer FFCP node supports the feature.
The SMF and the UPF may update the FQ-CSID associated to a PFCP session during a PFCP session modification procedure, by signalling the SMF FQ-CSID in the PFCP Session Modification Request or the UPF FQ-CSID in the PFCP Session Modification Response, as shown in Figure 4.6.2-2.


Figure 4.6.2.1-2: PFCP Session Modification procedure with change of FQ-CSID
4.6.2.2	Allocation of a Group Id
When the SMF Set feature is supported and deployed as specified in clause 5.22 of 3GPP TS 29.244 [4], a SMF in a SMF Set may allocate a global unique Group Id in the PFCP Session Establishment Response message for a PFCP session during a PFCP session establishment procedure as as shown in Figure 4.6.2.2-1. 


Figure 4.6.2.2-1 : PFCP Session Establishment procedure with allocating a Group Id
The SMF may update the Group Id associated to a PFCP session during a PFCP session modification procedure, by signalling a new Group Id in the PFCP Session Modification Request message as shown in Figure 4.6.2.2-2.


Figure 4.6.2.2-2 : PFCP Session Modification procedure with updating a new Group Id
4.6.2.3	Deletion of PFCP Sessions identified by FQ-CSID
An SMF that detects then that it has undergone a partial failure shall send a PFCP Session Set Deletion Request,  including all its CSIDs corresponding to the component(s) that failed, to the UPF, if the UPF is known to support the feature, as shown in Figure 4.6.2.3-13.


Figure 4.6.2.3-13: SMF initiated PFCP Session SDet Deletion procedure
Likewise, an UPF that detects then that it has undergone a partial failure shall send a PFCP Session Set Deletion Request, including all its CSIDs corresponding to the component(s) that failed, to the SMF, if the SMF is known to support the feature, as shown in Figure 4.6.2.3-24.


Figure 4.6.2.3-24: UPF initiated PFCP Session SDet Deletion procedure
Upon receiving a PFCP Session Set Deletion Request reporting a partial failure for one or more FQ-CSID(s), the SMF or UPF shall find the PFCP sessions matching the FQ-CSID(s) and then proceed with the restoration procedures specified in clause 4 for an SMF or UPF failure.  
4.6.2.4	Restoration of PFCP Sessions
When both the SMF and UPF support the partial failure feature over N4, and if an SMF Set is deployed in the network and the UPFs support SMF Set as specified in clause 5.22 in 3GPP TS 29.244 [4], the SMF and the UPF may support the following procedure.
NOTE:	This procedure enables an SMF from the same set to take the control of multiple PFCP sessions proactively, without causing massing signalling (per PFCP session) towards the UPF. The use of this procecure can reduce signaling latency and achieve a better load balancing among SMFs.
An SMF (either another SMF in the same Set or the serving SMF) may send a PFCP Session Set Modification Request message to the UPF to indicate that the UPF shall send subsequent PFCP Session Report Request messages to the new SMF (as indicated in the Alternative SMF IP Address IE) for all the PFCP Sessions which are associated with the FQ-CSID, e.g. when a partial failure related to the FQ-CSID takes places, as shown in Figure 4.6.2.4-1.



Figure 4.6.2.4-1: SMF initiated PFCP Session Set Modification procedure for FQ-CSID(s)
Likewise, when PFCP sessions affected by the partial failure in a SMF pertaining to a SMF Set are sharing the same Group Id which has been allocated earlier, regardless if the FQ-CSID is allocated, the SMF (either the SMF serving the PFCP sessions or another SMF in the same Set taking over the control of the PFCP sessions) may send a PFCP Session Set Modification Request message to the UPF(s) to request the UPF(s) to send subsequent PFCP Session Report Request messages to the alternative SMF (as indicated in the Alternative SMF IP Address IE) for the PFCP sessions which are associated with the Old Group Id(s) as shown in Figure 4.6.2.4-2.


Figure 4.6.2.4-2: SMF initiated PFCP Session Set Modification procedure for Group Id(s)

[bookmark: _MON_1347121769][bookmark: _MON_1554706981]
* * * End of Changes * * * *

image1.emf
SMF UPF

 1. PFCP Session Establishment Request (SMF FQ-CSID) 

 2. PFCP Session Establishment Response (UPF FQ-CSID) 


Microsoft_Visio_2003-2010_Drawing.vsd

image2.emf
SMF UPF

 1. PFCP Session Modification Request (SMF FQ-CSID) 

 2. PFCP Session Modification Response (UPF FQ-CSID) 


Microsoft_Visio_2003-2010_Drawing1.vsd

image3.emf
SMF UPF

 1. PFCP Session Establishment Request (Group ID) 

 2. PFCP Session Establishment Response  


Microsoft_Visio_2003-2010_Drawing2.vsd

image4.emf
SMF UPF

 1. PFCP Session Modification Request (Group Id) 

 2. PFCP Session Modification Response  


Microsoft_Visio_2003-2010_Drawing3.vsd

image5.emf
SMF UPF

 1. PFCP Session Set Deletion Request (SMF FQ-CSID) 

 2. PFCP Session Set Deletion Response  


Microsoft_Visio_2003-2010_Drawing4.vsd

image6.emf
SMF UPF

 1. PFCP Session Set Deletion Request (UPF FQ-CSID) 

 2. PFCP Session Set Deletion Response  


Microsoft_Visio_2003-2010_Drawing5.vsd

image7.emf
SMF UPF

 1. PFCP Session Set Modification Request (PGW-C/SMF FQ-

CSID(s), alternative SMF IP Address) 

 2. PFCP Session Set Modification Response  


Microsoft_Visio_2003-2010_Drawing6.vsd

image8.emf
SMF UPF

 1. PFCP Session Set Modification Request (Old Group ID(s), 

alternative SMF IP Address) 

 2. PFCP Session Set Modification Response  


Microsoft_Visio_2003-2010_Drawing7.vsd

