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1.	Introduction
In indirect communication, request messages may be forwarded through multiple SCPs. If one of the SCPs is configured incorrectly or processes abnormally, some request messages may be relayed in loop path. 
Release 17 has added the 3gpp-Sbi-Max-Forward-Hops header to limit the maximum number of allowed intermediate SCPs to relay the message, before reaching the target HTTP server. If the value of 3gpp-Sbi-Max-Forward-Hops header with node type "scp" is zero, the SCP shall reject the request. Otherwise, the SCP shall decrement the value of the 3gpp-Sbi-Max-Forward-Hops header with node type "scp" by 1 before forwarding the request. This mechanism can prevent message dead looping.
Another solution is to utilize the mandatory Via header inserted by HTTP proxies in HTTP request. When the SCP receives an HTTP request and finds that its own FQDN is included in the Via headers received, it shall reject the request with the HTTP status code "400 Bad Request" and the protocol error "MSG_LOOP_DETECTED". 
The reason why this Via header solution is feasible is shown as follows:
1. A message in 5GC control plane can't pass through the same NF for multiple times in normal case. Even though in IMS network, it's abnormal that a message pass through the same network entity for multiple times. Except the case that S-CSCF triggers multiple ASs, however the proposed solution is applicable to SCP, when the SCP finds its own FQDN is included in Via header of request message received, it means that request message is looped.
2. Via header is a HTTP standard header and utilizing Via header to prevent message looping is a HTTP standard process (see RFC 7230 clause 5.7.1), which is applied for all the HTTP proxy nodes. Using this native HTTP header has no extra requirement to HTTP stack and it's helpful to implement this mechanism quickly.

2.	Discussion
The following table shows the advantages and disadvantages comparison between the two mechanisms mentioned above.

	Mechanism
	Utilizing 3gpp-Sbi-Max-Forward-Hops header to prevent message looping (R17)
	Utilizing Via header to prevent message looping

	Advantages
	Easy to implement. The SCP is just needed to decrease the value of 3gpp-Sbi-Max-Forward-Hops header.
	· Via header is a HTTP standard header and utilizing Via header to prevent message looping is a HTTP standard process (see RFC 7230 clause 5.7.1), which is applied for all the HTTP proxy nodes.
· Message looping is prevented before it happens. The messages will not be transferred multiple hops in loop path before the message loop is detected and processed, which avoid to waste system overhead.

	Disadvantages
	· It’s hard for the HTTP client or the SCP to set a suitable value of 3gpp-Sbi-Max-Forward-Hops header. If the header value is too large, the looped messages are transferred over multiple hops before they are discarded, which waste system overhead. If the header value is too small, normal messages will be discarded.
	The HTTP proxy need to check Via header whether its own FQDN is included in Via header. The process is more complex than decreasing the value of 3gpp-Sbi-Max-Forward-Hops header.



Observation-1: Utilizing Via header to prevent message looping is a HTTP standard process (see RFC7230 clause 5.7.1).
Observation-2: Utilizing Via header can detect message looping much earlier than utilizing 3gpp-Sbi-Max-Forward-Hops header.

3.	Proposal
[bookmark: _GoBack]Proposal-1: Follow RFC7230 and use Via header to prevent message looping from Release 17.

==================================================================
4. Information
It has the following description in RFC7230 clause 5.7.1.

5.7.1 Via
   The "Via" header field indicates the presence of intermediate protocols and recipients between the user agent and the server (on   requests) or between the origin server and the client (on responses), similar to the "Received" header field in email (Section 3.6.7 of [RFC5322]). Via can be used for tracking message forwards, avoiding request loops, and identifying the protocol capabilities of senders along the request/response chain.

