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	Reason for change:
	An SCP may support or not reselecting a different NF service producer (or consumer) when the target URI of a service request (or notification request) is not reachable and retransmit the request to it (see TS 23.527). 

When receiving an error response, the HTTP client (e.g. NF service consumer) does not know whether the request failed with or without the SCP having attempted to retransmit the request to an alternative HTTP server (e.g. NF service producer). This prevents the HTTP client to adapt its behaviour (i.e. whether to reselect and retransmit the request) based on what has been done by the SCP.


	
	

	Summary of change:
	If the SCP attempted to retransmit the request to an alternative HTTP server instance, it shall indicate so in the error response by setting the requestRetransmitted attribute to "true" in the ProblemDetails object. The SCP may indicate in the error response that it did not attempt to retransmit the request to an alternative HTTP server instance by setting the requestRetransmitted attribute to "false" in the ProblemDetails object. The HTTP client may use this information to determine whether it may retransmit the request to an alternative HTTP server instance.  


	
	

	Consequences if not approved:
	This can result in the HTTP client:
a) not re-attempting requests, when SCP did not make any re-attempt either; or
b) re-attempting requests unnecessarily, when SCP already retransmitted the requests.   
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* * * First Change * * * *
[bookmark: _Toc44847568][bookmark: _Toc51845223][bookmark: _Toc51845554][bookmark: _Toc51847074][bookmark: _Toc57022706][bookmark: _Toc67557681][bookmark: _Toc24925780][bookmark: _Toc24925958][bookmark: _Toc24926134][bookmark: _Toc33963987][bookmark: _Toc33980743][bookmark: _Toc36462544][bookmark: _Toc36462740][bookmark: _Toc43025979][bookmark: _Toc49763513][bookmark: _Toc56754209][bookmark: _Toc67731429][bookmark: _Toc24925845][bookmark: _Toc24926023][bookmark: _Toc24926199][bookmark: _Toc33964059][bookmark: _Toc33980813][bookmark: _Toc36462614][bookmark: _Toc36462810][bookmark: _Toc43026054][bookmark: _Toc49763588][bookmark: _Toc56754052][bookmark: _Toc67731253]6.10.8.1	General
A request from an HTTP client (i.e. a service request from an NF service consumer, or a notification request from an NF service producer) may traverse one or more SCPs and/or SEPPs and may fail at an SCP, SEPP or at the HTTP server.
The HTTP client should be able to figure out whether the request failed at its next hop SCP or SEPP, or at the HTTP server, e.g. to be able to adapt its behaviour for the on-going request or subsequent request accordingly. For instance, the HTTP client may retry the request or send subsequent requests towards the same HTTP server via a different SCP or SEPP if an SCP or SEPP rejected a request due to insufficient resources, or towards a different HTTP server (via the same or a different SCP or SEPP) if the HTTP server rejected the request due to insufficient resources.
NOTE:	An SCP or SEPP can also retry a request towards a different SCP or SEPP, or towards a different HTTP server, instead of relaying the response back to the originator, if a next hop SCP or SEPP or if the HTTP server rejected a request e.g. due to insufficient resources.
When receiving an error response, the HTTP client should also be able to figure out whether the SCP attempted to retransmit the request to an alternative HTTP server instance. To enable so, if the SCP attempted to retransmit the request to an alternative HTTP server instance, it shall indicate so in the error response by setting the requestRetransmitted attribute to "true" in the ProblemDetails object. The SCP may indicate in the error response that it did not attempt to retransmit the request to an alternative HTTP server instance by setting the requestRetransmitted attribute to "false" in the ProblemDetails object. The HTTP client may use this information to determine whether it may retransmit the request to an alternative HTTP server instance.  

* * * End of Changes * * * *


