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	Reason for change:
	As defined in clause 6.4.2 Overload Control based on HTTP status codes, NF Service Producer may reject the message with 503 Service Unavailable or 429 Too Many Requests to mitigate a overload status. The NF Service Consumer needs to abate a certain part of the available traffic.

For the procedures with several NFs involved, e.g. AMF-SMF-PCF, if the PCF rejects the message with 503 Service Unavailable to SMF, and SMF forwards the error to AMF, the AMF may consider the SMF is overload. And if the SMF abates a certain part of the available traffic by rejecting the message from AMF with 503 Service Unavailable, the AMF will also consider the SMF is overload. AMF may perform incorrect/unnecessary message throttling.

	
	

	Summary of change:
	The NF which is overload and sends an error with 503 Service Unavailable or 429 Too Many Requests should include a Server header in the HTTP error response;
If the remote NF is overload, the intermediate NF abates a certain part of the available traffic by rejecting the message with 503 Service Unavailable or 429 Too Many Requests from client, shall include Server header with NF Type set to type of the remote NF in the HTTP error response.

	
	

	Consequences if not approved:
	NF may perform incorrect/unnecessary message throttling during Overload Control
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* * * First Change * * * *

[bookmark: _Toc35969973][bookmark: _Toc36050767][bookmark: _Toc44847482][bookmark: _Toc51845136][bookmark: _Toc51845467][bookmark: _Toc51846987][bookmark: _Toc57022618][bookmark: _Toc57023988]6.4.2	Overload Control based on HTTP status codes
[bookmark: _Toc35969974][bookmark: _Toc36050768][bookmark: _Toc44847483][bookmark: _Toc51845137][bookmark: _Toc51845468][bookmark: _Toc51846988][bookmark: _Toc57022619][bookmark: _Toc57023989]6.4.2.1	General
Overload control based on HTTP status code shall be supported per NF service / API according to the principles defined in this clause.
An NF Service Producer may mitigate a potential overload status by sending the NF Service Consumer the following HTTP status codes as a response to requests received during, or close to reaching, an overload situation:
-	503 Service Unavailable;
-	429 Too Many Requests; or
-	307 Temporary Redirect
The first 2 status codes (503 and 429) are intended to inform the NF Service Consumer that the server cannot handle the current received traffic rate, so it shall abate the traffic sent to the NF Service Producer by throttling part of this traffic locally at the NF Service Consumer, or diverting it to an alternative destination (another NF Service Producer where an alternative resource exists) that is not overloaded. If possible, traffic diversion shall always be preferred to throttling; the result of the throttling is a permanent rejection of the transaction.
The NF Service Producer in overload situation should include a Server header in the HTTP error response with 503 or 429 status code:
-	the type of the NF generating the error, set to the NFType value as defined in clause 6.1.6.3.3 of 3GPP TS 29.510 [8], e.g. "SMF", "PCF";
-	the identity of the NF generating the error, set to the NF Instance ID of the NF Service Producer.
EXAMPLE 3: Error generated by an PCF: Server: PCF-54804518-4191-46b3-955c-ac631f953ed8
If the client needs to abate a certain part of the available traffic, it shall do it based on the determined priority of each message.
Depending on regional/national requirements and network operator policy, requests related to priority traffic (e.g. MPS) and emergency shall be the last to be throttled by the client, and shall be exempted from throttling due to overload control up to the point where the required traffic reduction cannot be achieved without throttling the priority requests.
If the client performs overload control by rejecting the message from another NF with 503 or 429 status code, the client should include a Server header in the HTTP error response with the following information:
-	the type of the NF in overload situation, set to the NFType value as defined in clause 6.1.6.3.3 of 3GPP TS 29.510 [8];
-	the identity of the NF in overload situation, set to the NF Instance ID of the NF.
The last status code (307) is intended to inform the NF Service Consumer about the availability of other endpoints where the service offered by the NF Service Producer is available, so the NF Service Consumer does not need to discard traffic locally.
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