

	
3GPP TSG-CT WG4 Meeting #102e	C4-211278
E-Meeting, 24th February – 05th March 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.500
	CR
	0220
	rev
	-
	Current version:
	17.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Reselection when receiving OCI 

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	LOLC
	
	Date:
	2021-01-04

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	When a NF, e.g. a NF service consumer, receives an OCI containing a overload scope from a NF service producer in a SET, TS 29.500 has clearly specified that this NF, served as Overload Control Enforcement entity "shall not redirect its requests to another entity pertaining to the same scope", i.e. when Overload scope is the binding entity for the reselection. 

However it doesn't mention whether reselection is possible when the binding entity for reselection is not in the overload scope. 

Reselection for a request which is to establish new resource context seems useful and perfect fine, while such reselection for a request addressing an existing context can amplify the overload in the overloaded NF and increase network signalling for nothing, for example: 

· for an overloaded AMF, if an alternative AMF is selected for N1N2Message Transfer, the alternative AMF may page the UE, while the UE initiated service request will still end up at the overloaded AMF;

· as another example, an overloaded NF is serving a request for a session from a peer NF and the context in the UDSF may be locked by this NF; at the same time, another peer NF (but for another interface) may attempt to contact this overloaded NF for the same context. In such scenario, the request from the 2nd NF, even be reselected to an alternative NF, may still be redirected to the overload NF.

So, it is proposed that the overload enforcement node should avoid to reselect an alternative NF for a request addressing an existing resource context even when the Binding Indication indicates such reselection is possible, e.g. when binding entity for reselection is not in the overload scope.
 

	
	

	Summary of change:
	It is proposed that the overload control enforcement NF should avoid to reselect an alternative NF for a request addressing an existing resource context even when the Binding Indication associated with the context indicates such reselection is possible, e.g. when binding entity for reselection is not in the overload scope. 


	
	

	Consequences if not approved:
	Ambiguous requirements lead unexpected or incorrect implementations which make interoperability problems.
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[bookmark: _Toc11339834]* * * First Change * * * *
[bookmark: _Toc51847009][bookmark: _Toc57022640][bookmark: _Toc57024010]6.4.3.5.1	Message Throttling
As part of the overload mitigation, an entity that receives OCI (with a non-null overload reduction metric) shall reduce the total number of request messages, which would have been sent otherwise, towards the overloaded peer(s) corresponding to the received scope, e.g. towards all the NF instances of the NF Set when the scope indicates an NF Set ID and shall not redirect its requests to another entity pertaining to the same scope. This shall be achieved by discarding a fraction of the service request messages in proportion to the overload level of the peer. This is called request message throttling.
The entity that receives OCI should avoid to reselect an alternative NF for a request addressing an existing resource context in the overloaded NF service producer even when the associated Binding Indication indicates such reselection is possible, i.e. when the binding entity for reselection is not the same as in the overload scope.
Message throttling shall apply to HTTP requests only (any service request including notification request).
Network Functions shall support and use the "Loss" algorithm as specified in clause 6.4.3.5.2.

* * * End of Change * * * *

