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	Reason for change:
	It has not been specified how traffic usage should be reported for a PDU session using Redundant Transmission on N3/N9 interfaces.  

CR 32.255 #0276 (agreed at SA5#135e) specifies: 

"
· For the redundant transmission on N3/N9 interfaces and at transport layer, the CHF grants the quota for the non-redundant transmission.
For redundant transmission at transport layer and N3/N9 interface, the SMF shall collect and report the usage with redundant transmission indication to specify whether the usage is reported for redundant transmission. 
"


	
	

	Summary of change:
	When using Redundant Transmission on N3/N9 interfaces, 

1)	the SMF shall request the UPF to report traffic usage after QoS enforcement;  
2)	the UPF shall not count redundant packets in Usage Information (e.g. Volume Measurement), i.e. it shall count the traffic only once in Usage Information. 
3) the SMF shall provide the quota for the non-redundant transmission; 
4)	the UPF shall set a new Redundant Transmission flag in Usage Reports if redundant transmission was in use for the traffic being reported; the UPF shall generate separate Usage Reports for the traffic sent with and without redundant transmission, e.g. if redundant transmission on N3/N9 interfaces is started or stopped during the lifetime of a PFCP session (i.e. PDU session), or when not all the QoS flows of a PDU session require redundant transmission.    


	
	

	Consequences if not approved:
	It is not specified how the UPF shall report traffic usage when redundant transmission on N3/N9 interfaces is active. UPFs from different vendors may report different information, causing incorrect charging. 
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[bookmark: _Toc19717058][bookmark: _Toc27490515][bookmark: _Toc27556808][bookmark: _Toc27723725][bookmark: _Toc36030789][bookmark: _Toc36042709][bookmark: _Toc36814033][bookmark: _Toc44688877][bookmark: _Toc44923631][bookmark: _Toc51860599][bookmark: _Toc57930366][bookmark: _Toc57930996]5.2.2.3.x	Traffic Usage Reporting with Redundant Transmission on N3/N9 interfaces
The following requirements shall apply when using Redundant Transmission on N3/N9 interfaces: 
1)	the SMF shall request the UPF to report traffic usage after QoS enforcement;  
2)	the UPF shall not count redundant packets in Usage Information (e.g. Volume Measurement), i.e. it shall count the traffic only once in Usage Information. 
3)	the SMF shall provide the quota for the non-redundant transmission; 
4)	the UPF shall set the Redundant Transmission flag in Usage Reports if redundant transmission on N3/N9 interfaces was in use for the traffic being reported; the UPF shall generate separate Usage Reports for the traffic sent with and without redundant transmission, e.g. if redundant transmission on N3/N9 interfaces is started or stopped during the lifetime of a PFCP session (i.e. PDU session) or when not all QoS flows of a PDU session require redundant transmission.    
[bookmark: _GoBack]NOTE:	See related charging requirements in clause xx of 3GPP TS xy.abc [x]. 

* * * Next Change * * * *
5.24.2	Redundant Transmission on N3/N9 interfaces
[bookmark: _Toc36030907][bookmark: _Toc36042827][bookmark: _Toc36814151][bookmark: _Toc44689001][bookmark: _Toc44923755][bookmark: _Toc51860724][bookmark: _Toc57930491][bookmark: _Toc57931121]5.24.2.1	General
Stage 2 requirements for support of Redundant Transmission on N3/N9 interfaces for high reliability communication are specified in clause 5.33.2.2 of 3GPP TS 23.501 [28].
This requires duplicating downlink and uplink packets of QoS flows requiring redundant transmission of a PDU session via two independent N3 or N9 tunnels between the RAN and the UPF (PSA).
The following requirements shall apply for QoS flows requiring redundant transmission. Requirements in clause 5.2.2.3.x shall also apply for traffic usage reporting.

* * * Next Change * * * *
[bookmark: _Toc19717317][bookmark: _Toc27490815][bookmark: _Toc27557108][bookmark: _Toc27724025][bookmark: _Toc36031098][bookmark: _Toc36043018][bookmark: _Toc36814343][bookmark: _Toc44689200][bookmark: _Toc44923954][bookmark: _Toc51860924][bookmark: _Toc57930695][bookmark: _Toc57931325]7.5.5.2	Usage Report IE within PFCP Session Modification Response
The Usage Report grouped IE shall be encoded as shown in Figure 7.5.5.2-1.
Table 7.5.5.2-1: Usage Report IE within PFCP Session Modification Response
	Octet 1 and 2
	
	Usage Report IE Type = 78 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	URR ID
	M
	This IE shall identify the URR for which usage is reported.
	X
	X
	X
	X
	URR ID

	UR-SEQN
	M
	This IE shall uniquely identify the Usage Report for the URR (see clause 5.2.2.3).
	X
	X
	X
	X
	UR-SEQN

	Usage Report Trigger
	M
	This IE shall identify the trigger for this report.
	X
	X
	X
	X
	Usage Report Trigger

	Start Time
	C
	This IE shall be present, except if the Usage Report Trigger indicates 'Start of Traffic', 'Stop of Traffic' or 'MAC Addresses Reporting'.
When present, this IE shall provide the timestamp when the collection of the information in this report was started.
	X
	X
	X
	X
	Start Time

	End Time
	C
	This IE shall be present, except if the Usage Report Trigger indicates 'Start of Traffic', 'Stop of Traffic' or 'MAC Addresses Reporting'.
When present, this IE shall provide the timestamp when the collection of the information in this report was generated.
	X
	X
	X
	X
	End Time

	Volume Measurement
	C
	This IE shall be present if a volume measurement needs to be reported.
	X
	X
	X
	X
	Volume Measurement

	Duration Measurement
	C
	This IE shall be present if a duration measurement needs to be reported.
	X
	X
	X
	X
	Duration Measurement

	Time of First Packet
	C
	This IE shall be present if available for this URR.
	-
	X
	X
	X
	Time of First Packet

	Time of Last Packet
	C
	This IE shall be present if available for this URR.
	-
	X
	X
	X
	Time of Last Packet

	Usage Information 
	C
	This IE shall be present if the UP function reports Usage Reports before and after a Monitoring Time or before and after QoS enforcement. When present, it shall indicate whether the usage is reported for the period before or after that time, or before or after QoS enforcement.
This IE shall also be present if redundant transmission on N3/N9 interfaces was in use for the traffic being reported in the Usage Report. 
	X
	X
	X
	X
	Usage Information

	Query URR Reference
	C
	This IE shall be present if this usage report is sent as a result of a query URR received in a PFCP Session Modification Request and the Query URR Reference IE was present in the PFCP Session Modification Request.
When present, it shall be set to the Query URR Reference value received in the PFCP Session Modification Request. 
	X
	X
	X
	X
	Query URR Reference

	Ethernet Traffic Information
	C
	 This IE shall be present if Ethernet Traffic Information needs to be reported. 
	-
	-
	-
	X
	Ethernet Traffic Information




* * * Next Change * * * *
[bookmark: _Toc19717321][bookmark: _Toc27490820][bookmark: _Toc27557113][bookmark: _Toc27724030][bookmark: _Toc36031103][bookmark: _Toc36043023][bookmark: _Toc36814348][bookmark: _Toc44689206][bookmark: _Toc44923960][bookmark: _Toc51860930][bookmark: _Toc57930701][bookmark: _Toc57931331]7.5.7.2	Usage Report IE within PFCP Session Deletion Response
The Usage Report grouped IE shall be encoded as shown in Figure 7.5.7.2-1.
Table 7.5.7.2-1: Usage Report IE within PFCP Session Deletion Response
	Octet 1 and 2
	
	Usage Report IE Type = 79 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	URR ID
	M
	This IE shall identify the URR for which usage is reported.
	X
	X
	X
	X
	URR ID

	UR-SEQN
	M
	This IE shall uniquely identify the Usage Report for the URR (see clause 5.2.2.3).
	X
	X
	X
	X
	UR-SEQN

	Usage Report Trigger
	M
	This IE shall identify the trigger for this report.
	X
	X
	X
	X
	Usage Report Trigger

	Start Time
	C
	This IE shall be present, except if the Usage Report Trigger indicates 'Start of Traffic', 'Stop of Traffic' or 'MAC Addresses Reporting'.
When present, this IE shall provide the timestamp when the collection of the information in this report was started.
	X
	X
	X
	X
	Start Time

	End Time
	C
	This IE shall be present, except if the Usage Report Trigger indicates 'Start of Traffic', 'Stop of Traffic' or 'MAC Addresses Reporting'.
When present, this IE shall provide the timestamp when the collection of the information in this report was generated.
	X
	X
	X
	X
	End Time

	Volume Measurement
	C
	This IE shall be present if a volume needs to be reported.
	X
	X
	X
	X
	Volume Measurement

	Duration Measurement
	C
	This IE shall be present if a duration measurement needs to be reported.
	X
	X
	X
	X
	Duration Measurement

	Time of First Packet
	C
	This IE shall be present if available for this URR.
	-
	X
	X
	X
	Time of First Packet

	Time of Last Packet
	C
	This IE shall be present if available for this URR.
	-
	X
	X
	X
	Time of Last Packet

	Usage Information 
	C
	This IE shall be present if the UP function reports Usage Reports before and after a Monitoring Time, or before and after QoS enforcement. When present, it shall indicate whether the usage is reported for the period before or after that time, or before or after QoS enforcement.
This IE shall also be present if redundant transmission on N3/N9 interfaces was in use for the traffic being reported in the Usage Report.
	X
	X
	X
	X
	Usage Information

	Ethernet Traffic Information
	C
	 This IE shall be present if Ethernet Traffic Information needs to be reported. See Table 7.5.8.3-3.
	-
	-
	-
	X
	Ethernet Traffic Information




* * * Next Change * * * *
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The Usage Report grouped IE shall be encoded as shown in Figure 7.5.8.3-1.
Table 7.5.8.3-1: Usage Report IE within PFCP Session Report Request
	Octet 1 and 2
	
	Usage Report IE Type = 80 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	URR ID
	M
	This IE shall identify the URR for which usage is reported.
	X
	X
	X
	X
	URR ID

	UR-SEQN
	M
	This IE shall uniquely identify the Usage Report for the URR (see clause 5.2.2.3).
	X
	X
	X
	X
	UR-SEQN

	Usage Report Trigger
	M
	This IE shall identify the trigger for this report.
	X
	X
	X
	X
	Usage Report Trigger

	Start Time
	C
	This IE shall be present, except if the Usage Report Trigger indicates 'Start of Traffic', 'Stop of Traffic' or 'MAC Addresses Reporting'.
When present, this IE shall provide the timestamp when the collection of the information in this report was started.
	X
	X
	X
	X
	Start Time

	End Time
	C
	This IE shall be present, except if the Usage Report Trigger indicates 'Start of Traffic', 'Stop of Traffic' or ' MAC Addresses Reporting'.
When present, this IE shall provide the timestamp when the collection of the information in this report was generated.
	X
	X
	X
	X
	End Time

	Volume Measurement
	C
	This IE shall be present if a volume measurement needs to be reported. (NOTE 2)
	X
	X
	X
	X
	Volume Measurement

	Duration Measurement
	C
	This IE shall be present if a duration measurement needs to be reported. (NOTE 2)
	X
	X
	X
	X
	Duration Measurement

	Application Detection Information
	C
	This IE shall be present if application detection information needs to be reported.
	-
	X
	X
	X
	Application Detection Information

	UE IP address
	C
	This IE shall be present if the start or stop of an application has been detected and no UE IP address was provisioned in the PDI. See NOTE 1.
	-
	-
	X
	X
	UE IP address

	Network Instance
	C
	This IE shall be present if the start or stop of an application has been detected, no UE IP address was provisioned in the PDI and multiple PDNs with overlapping IP addresses are used in the UP function. See NOTE 1.
	-
	-
	X
	X
	Network Instance

	Time of First Packet
	C
	This IE shall be present if available for this URR.
	-
	X
	X
	X
	Time of First Packet

	Time of Last Packet
	C
	This IE shall be present if available for this URR.
	-
	X
	X
	X
	Time of Last Packet

	Usage Information 
	C
	This IE shall be present if the UP function reports Usage Reports before and after a Monitoring Time, or before and after QoS enforcement. When present, it shall indicate whether the usage is reported for the period before or after that time, or before or after QoS enforcement.
This IE shall also be present if redundant transmission on N3/N9 interfaces was in use for the traffic being reported in the Usage Report.
	X
	X
	X
	X
	Usage Information

	Query URR Reference
	C
	This IE shall be present if this usage report is sent as a result of a query URR received in a PFCP Session Modification Request and the Query URR Reference IE was present in the PFCP Session Modification Request.
When present, it shall be set to the Query URR Reference value received in the PFCP Session Modification Request. 
	X
	X
	X
	X
	Query URR Reference

	Event Time Stamp 
	C
	This IE shall be present, if the report is related to an event.
When present, it shall be set to the time when the event occurs.
Several IEs with the same IE type may be present to report multiple occurrences for an event for this URR ID.
	-
	X
	X
	X
	Time Stamp 

	Ethernet Traffic Information
	C
	 This IE shall be present if Ethernet Traffic Information needs to be reported. See Table 7.5.8.3-3.
	-
	-
	-
	X
	Ethernet Traffic Information

	Join IP Muticast Information
	C
	This IE shall be present if the UPF needs to report that it has added the PDU session to the DL replication tree of a new IP multicast flow.
Several IEs with the same IE type may be present to report multiple IP multicast flows added to the PDU session.
	-
	-
	-
	X
	Join IP Multicast Information

	Leave IP Muticast Information
	C
	This IE shall be present if the UPF needs to report that it has removed the PDU session from the DL replication tree of an IP multicast flow.
Several IEs with the same IE type may be present to report multiple IP multicast flows removed from the PDU session.
	-
	-
	-
	X
	Leave IP Multicast Information

	NOTE 1:	This is the case for unsolicited application reporting by the TDF. The Network instance is required when the UE IP address cannot be used to determine the corresponding PDN connection.
NOTE 2:	The UP function may send a Usage Report with the Volume/Duration Measurement set to zero.



Table 7.5.8.3-2: Application Detection Information IE within Usage Report IE
	Octet 1 and 2
	
	Application Detection Information IE Type = 68 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Application ID
	M
	This IE shall identify the Application ID for which a start or stop of traffic is reported.
	-
	X
	X
	X
	Application ID

	Application Instance ID
	C
	When present, this IE shall identify the Application Instance Identifier for which a start or stop of traffic is reported. It shall be present, when reporting the start of an application, if the Reduced Application Detection Information flag was not set in the Measurement Information and if the flow information for the detected application is deducible. It shall be present, when reporting the stop of an application, if the Reduced Application Detection Information flag was not set in the Measurement Information and if it was provided when reporting the start of the application.
	-
	X
	X
	X
	Application Instance ID

	Flow Information
	C
	When present, this IE shall contain the flow information for the detected application. It shall be present, when reporting the start of an application, if the Reduced Application Detection Information flag was not set in the Measurement Information and if the flow information for the detected application is deducible.
	-
	X
	X
	X
	Flow Information

	PDR ID
	O
	When present, it shall contain the PDR ID which the application traffic matches.
	-
	X
	X
	X
	PDR ID



Table 7.5.8.3-3: Ethernet Traffic Information IE within Usage Report IE
	Octet 1 and 2
	
	Ethernet Traffic Information IE Type = 143 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	MAC Addresses Detected
	C
	This IE shall be present if one or more new MAC addresses have been detected.
When present, it shall identify the MAC (Ethernet) addresses newly detected as source address of frames sent UL by the UE.
Several IEs with the same IE type may be present to to provision multiple lists of MAC addresses (e.g. with different V-LAN tags).
	-
	-
	-
	X
	MAC Addresses Detected

	MAC Addresses Removed
	C
	This IE shall be present if one or more new MAC addresses have been removed.
When present, it shall identify the MAC (Ethernet) addresses that have been inactive for a duration exceeding the Ethernet inactivity Timer.
Several IEs with the same IE type may be present to to provision multiple lists of MAC addresses (e.g. with different V-LAN tags).
	-
	-
	-
	X
	MAC Addresses Removed



Table 7.5.8.3-4: Join IP Multicast Information IE within Usage Report IE
	Octet 1 and 2
	
	Join IP Multicast Information IE Type = 189 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	IP Multicast Address
	M
	This IE shall contain the IP multicast address of the DL multicast flow added to the PDU session.
	-
	-
	-
	X
	IP Multicast Address

	Source IP Address
	C
	This IE shall contain the source specific IP address of the DL multicast flow added to the PDU session, if available.
Several IEs with the same IE type may be present to represent multiple source specific addresses.
	-
	-
	-
	X
	Source IP Address



Table 7.5.8.3-5: Leave IP Multicast Information IE within Usage Report IE
	Octet 1 and 2
	
	Leave IP Multicast Information IE Type = 190 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	IP Multicast Address
	M
	This IE shall contain the IP multicast address of the DL multicast flow removed from the PDU session.
	-
	-
	-
	X
	IP Multicast Address

	Source IP Address
	C
	This IE shall contain the source specific IP address of the DL multicast flow removed from the PDU session, if available.
Several IEs with the same IE type may be present to represent multiple source specific addresses.
	-
	-
	-
	X
	Source IP Address




* * * Next Change * * * *
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The Usage Information IE shall be encoded as shown in Figure 8.2.59-1. It provides additional information on the Usage Report.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 90 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	REDT
	UBE
	UAE
	AFT
	BEF
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.59-1: Usage Information
Octet 5 shall be encoded as follows:
-	Bit 1 – BEF (Before): when set to "1", this indicates usage before a monitoring time.
-	Bit 2 – AFT (After): when set to "1", this indicates a usage after a monitoring time.
-	Bit 3 – UAE (Usage After Enforcement): when set to "1", this indicates a usage after QoS enforcement.
-	Bit 4 – UBE (Usage Before Enforcement): when set to "1", this indicates a usage before QoS enforcement.
-	Bit 5 – REDT (Redundant Transmission): when set to "1", this indicates that redundant transmission on N3/N9 interfaces was in use for the traffic being reported.
-	Bits 5 6 to 8: Spare, for future use and set to "0".

* * * End of Changes * * * *

