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	Reason for change:
	It is not specified how the SCP should behave if it receives a "401 Unauthorized" response or a "403 Forbidden" response with a "WWW-Authenticate" header, for indirect communication with delegated discovery.


	
	

	Summary of change:
	Requirements regarding how the SCP handles a "401 Unauthorized" response or a "403 Forbidden" response with a "WWW-Authenticate" header are specified.
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* * * First Change * * * *
6.10.x	Authorization of NF service access
6.10.x.2.3	Error handling when SCP receives a "401 Unauthorized" response or a "403 Forbidden" response with a "WWW-Authenticate" header  
If the NF service producer rejects the service request with a "401 Unauthorized" response or with a "403 Forbidden" response with a "WWW-Authenticate" header containing "Bearer" as the scheme for challenge:  
-	if the SCP had included an access token received from the NF service consumer in the service request to the NF service producer, the SCP shall forward the response to the NF service consumer; the NF service consumer shall then delete the corresponding access token and may repeat the request without an access token or with a different access token;   
-	if the SCP had included an access token it had cached or obtained from the NRF, the SCP shall not repeat the request with the access token that was used; the SCP may repeat the request with a new access token; otherwise, or if the repeated request fails, the SCP shall forward the response to the NF service consumer; 
-	if the SCP had not included an access token in the service request to the NF service producer, the SCP should request an access token to the NRF and repeat the request; otherwise, the SCP shall forward the response to the NF service consumer.

* * * End of Changes * * * *

