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1. Introduction
This pCR proposes a few editorial corrections.
2. Reason for Change
Editorial typos need to be corrected.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820 v0.4.0.
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* * * First Change * * * *
[bookmark: _Toc56438064][bookmark: _Toc56438206][bookmark: _Toc56438280][bookmark: _Toc57274619][bookmark: _Toc57274695]5.6.2	Key issue definition
This key issue will address: 
-	What information is required to be communicated from the CP to the UP to setup a L2TP control connection (an L2TP tunnel) and L2TP sessions (one L2TP session per PDU session/PDN connection) from the UP function to an LNS and how this information should be communicated considering the current security/authentication aspects of L2TP.
Editor's Note:	SA3 feedback might be required on security/authentication related aspects when establishing L2TP tunnels. 
-	Whether and what are the impacts on CUPS interface if different versions of L2TP (L2TPv2/L2TPv3) is used to establishing L2TP control connection and sessions in the 5GS/EPS.
-	Whether and what enhancements (if any) are required to the PFCP protocol to be able to send this information, considering security aspects.
-	How can the UP inform the CP in the 5GS about the failures related to an existing L2TP tunnel, and how L2TP sessions associated with the tunnel are affected. 
-	How to handle the use cases when the LNS assigns the UE IP address.
-	Whether and how to handle the possibility of multiple CP functions (e.g. pertaining to a PGW/SMF SET) creating L2TP sessions (corresponding to PDU sessions/PDN connections) over a L2TP tunnel, i.e. the L2TP tunnel is shared by multiple PDU sessions/PDN connections but controlled by different CP functions.

 * * * Next Change * * * *
[bookmark: _Toc56438096][bookmark: _Toc56438238][bookmark: _Toc56438312][bookmark: _Toc57274182][bookmark: _Toc57274651][bookmark: _Toc57274727]6.8	Solution #8: L2TP Tunnel and Session Setup by UP Function
[bookmark: _Toc56438097][bookmark: _Toc56438239][bookmark: _Toc56438313][bookmark: _Toc57274183][bookmark: _Toc57274652][bookmark: _Toc57274728]6.8.1	Description
The solution is to address the Key Issue #5: L2TP Tunnelling over SGi/N6 as defined in clause 5.6.
An L2TP Session is required between the LAC and LNS when an PDN connection or PDU session is established between the UE and the LNS in the Data Network. An L2TP Tunnel exists between a LAC-LNS pair controlling the connection and consists of one or more L2TP Sessions. One or more L2TP tunnels can be established between a LAC-LNS pair.
The UP function can setup an L2TP session towards the L2TP server for a PDN connection / PDU session, upon the request from the CP Function over Sx/N4 interface during PDN connection / PDU session Establishment. The UP function evaluates which L2TP Tunnel is to be selected, and setups an L2TP Tunnel if the wanted L2TP Tunnel does not exist already, before setting up the L2TP session.
One L2TP tunnel between the UP Function and the L2TP server can be shared by multiple PDN connection / PDU session using the same parameter (e.g. Network Instance, LNS address, Tunnel-Assignment-Id). A single L2TP tunnel can be shared by multiple PDN connections / PDU sessions created by same CP Function or by different CP Functions.
In order to let CP function to know if the UP Function supports L2TP functionality, the UP function shall indicate its support of L2TP in the UP function feature IE during PFCP Association Setup procedure.
To request the UP Function to setup an L2TP session towards the L2TP server, the CP Function shall:
-	In the PFCP Session Establishment Request, request the UP Function to setup L2TP tunnel and session. Parameters needed to setup the L2TP tunnel (e.g. LNS address, Tunnel-Password, etc.), parameters needed to setup the L2TP session (e.g. Calling Number, Called Number) and User Authentication parameters (e.g. PAP/CHAP, username, password), shall be provided by the CP Function in the PFCP Session Establishment Request.
NOTE:	This solution is based on L2TP version 2, which is widely deployed in the network.
Upon receiving the request for L2TP session setup from the CP Function, the UP Function shall:
-	Select an L2TP Tunnel or create an L2TP tunnel if no suitable tunnel already exists; and
-	and sSetup an L2TP session. 
The UP Function sends a PFCP Setup Session Establishment Response to the CP, carrying the information of Created L2TP Tunnel and L2TP session.

* * * Next Change * * * *
7.3.2		Conclusions
The following conclusions are agreed: 
-	End Marker packets generation: solution #5 is agreed.
Editor's Note: It is FFS whether the option to construct the End Marker packets in the CP function could be removed from 3GPP Rel-17 onwards.  
-	Downlink data buffering: solution #4 is agreed.
-	Traffic redirection enforcement: solution #6 is agreed
-	PDI Optimization feature: solution #7 is agreed.

* * * End of Changes * * * *

