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1. Overall Description:
CT4 has studied the Sx/N4 enhancement to support Header Enrichment for HTTPS, as part of WI BEPoP (BEst Practice of PFCP). During the study, CT4 identified that potential security issue may exist in the solution, and thus kindly requests SA3 to investigate the solution and provides feedback:

-	Q1: When encapsulating header fields and values in TLS packets during initial TLS handshake procedure, whether security sensitive information is allowed or forbidden to be included?

-	Q2: If security sensitive information is potentially encapsulated in initial TLS packets, whether e.g. application layer encryption method is sufficient? If not, does SA3 intent to define corresponding security mechanism for this scenario, or does SA3 have suggestion of candidate security mechanism?



2. Actions:
To SA3 group.
ACTION: 	CT4 kindly requests SA3 to investigate the solution and provide feedback on the security aspects.

3. Date of Next CT4 Meetings:
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