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1. Introduction

2. Reason for Change
This paper proposes to incorporate conclusions with reasons, into the TR, for solutions that were kept as FFS during 3GPP TSG-CT WG4 Meeting #101-bis-e.
Although Solution#11 was agreed conditionally in 3GPP TSG-CT WG4 Meeting #101-bis-e, since there is a change in scope for Solution#11 based on the LS received from IETF/IESG, this needs to be studied in a bit more details to understand how should we change the current policies for port allocation in a way so that 3GPP can continue to request for port allocation for at least inter-domain scenarios. Keeping that in mind, the conclusion for Solution#11 is now changed to FFS. Also, if there is an agreement to use Solution#11 only for inter-domain scenarios, then the evaluation and conclusion on Solution#11 need to be moved to a different sub-clause (i.e. under clause 7.2)
Conclusions for both the key issues are summarized in a single table under a new clause.
[bookmark: _GoBack]3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.835.
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[bookmark: _Toc63666259]7.2.1	Evaluation
Key Issue #1 addresses inter-domain scenarios.
[bookmark: _Toc63666260]7.2.2	Conclusions for Key Issue #1 solutions (inter-domain)
The inter-domain scenarios cover the below interfaces:
-	Roaming interfaces
-	Any Inter PLMN interface
-	RAN to CN interfaces, as for supporting RAN sharing use cases (single RAN shared by multiple PLMN's CN), the RAN to CN interface also falls into the category of inter-domain scenario. 
Server port type requirements may wary vary across the spectrum of 3GPP interface applications, which cross operator domain boundaries. Some of these applications may utilize dynamic port allocation and discovery, while others will require static port allocation.
Multiple solutions rely on dynamic port allocation and therefore will address Key Issue #1.
For applications that will require static port allocation, Solution#11 shall be used. 
Table 7.5‑1 summarizes all the conclusions in the TR 29.835 with additional comments on each solution.
* * * Next Change * * * *
7.3.2 Conclusions for Key Issue #2 solutions (intra-domain)
There is not a single solution for port allocation that will fit all requirements from different 3GPP WGs. It is therefore agreed that the study will conclude on different solutions for different types of interfaces and applications (e.g. RAN SCTP interfaces, UDP based interface in CN etc.).
The study will only provide recommendation on solutions for port allocation in TR 29.941 [11]. It is then up to each 3GPP WG to decide which solution is used for a new interface defined by that WG.
If a port number is not standardized by IANA for the new interface/application defined by a 3GPP WG (i.e. the port is either statically assigned through OAM or dynamically selected by the node or 3GPP assigns a port from the dynamic range), an SCTP Payload Protocol Identifier (PPID) value shall be standardized for any new SCTP interface/application. This is applicable to all solutions incorporated into the TR 29.941 for interface/application using SCTP transport.
Table 7.5‑1 summarizes all the conclusions on Key Issue #2 that are incorporated in the TR 29.835 and with additional comments on each solution.


* * * Next Change * * * *
[bookmark: _Toc63666272]7.5	Conclusion summary
[bookmark: clause4]This clause summarizes conclusions for all Key Issues by listing the candidate solutions that need be incorporated into TR 29.941 [11]. Table 7.5-1 summarizes for each of the proposed solutions, its port allocation method, for which transport protocols the solution can be used and with additional remarks on its applicability to each Key Issue.
Table 7.5-1: Summary of conclusions
	Solution
	Port allocation method
	Applicable transport layer protocol
	Applicable for
	Conclusion & additional comments

	
	
	
	KI#1 (Inter-domain) (NOTE 2)
	KI#2 (intra-domain)
	

	Solution#1
	Fixed
	All (NOTE 1)
	YES
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution is suitable for KI#2 and with some limitation for KI#1.

	Solution#2
	Fixed
	All (NOTE 1)
	NO
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution is suitable for only KI#2 (intra-domain) but not suitable for KI#1 (inter-domain). 

	Solution#3
	Unassigned
	All (NOTE 1)
	YES
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution is suitable for KI#2 (intra-domain).
Further study is needed to assess if this is suitable for KI#1 (Inter-domain) also. If both domains rely on the DNS infrastructure and the targeted domain name under 3gppnetwork.org can be discovered using configuration or based on other information (e.g. SUPI, IMSI), this solution may be considered for KI#1. But if the traffic related to the discovered application/interface needs to be controlled, this will not work as the destination port is unknown for security gateway/firewall.

	Solution#4
	Unassigned
	All (NOTE 1)
	YES
	YES
	Agreed to be incorporated into the TR 29.941 [11].
See comments for Solution#3.

	Solution#5
	Unassigned
	All (NOTE 1)
	NO
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution is suitable for KI#2 (intra-domain) but not suitable for KI#1 (inter-domain), because multicast is restricted to local link.

	Solution#6
	Unassigned
	All (NOTE 1)
	YES
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution is suitable for KI#2 (intra-domain).
If the IP address can be dynamically resolved, e.g. using an FQDN to retrieve an IP from the DNS and inter-domain interface is secured it can be used for KI#1 (inter-domain). But if DNS has to be used, this solution has less value than the Solution#3 and the Solution#4.
Also see comments on Solution#3 for KI#1.

	Solution#7
	Fixed
	SCTP
	YES
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution is suitable for both KI#1 (if the port number is assigned by IANA or 3GPP) and KI#2 for SCTP interfaces.

	Solution#8
	Unassigned
	SCTP
	YES
	YES
	This solution is not pursued further due to the impact on application nodes as explained in 7.3.1.5

	Solution#9
	Fixed
	SCTP
	NO
	YES
	This solution is not pursued further as TCPMUX is already deprecated by IETF.

	Solution#10
	Fixed
	SCTP
	YES
	YES
	This solution is not pursued further. Generally, operators prefer to use single pair of IP addresses for multiple SCTP applications running on a single node (e.g. Xn, X2, Ng etc). Solution#10 has additional IP address requirement (one pair for each application/interface running on a node).

	Solution#11
	
	All (NOTE 1)
	YES
	YES
	Suitable for both KI#1 and KI#2, but this solution requires regular IETF endorsement. This solution is out of direct 3GPP control and therefore should be pursued as an independent activity.
The principle of drafting an IETF RFC to modify the rules and policies of IETF port allocation is agreeable, however it needs further study on the exact changes that 3GPP should propose in the RFC.

	Solution#12
	Unassigned
	All (NOTE 1)
	YES
	YES
	Agreed to be incorporated into the TR 29.941 [11].
This solution requires support of SBI if not supported already, for port number registration and discovery. Also, this solution will have impact on NRF to support port number registration and discovery of different non SBI interfaces/applications. If the traffic related to the discovered application/interface needs to be controlled, this will not work as the destination port is unknown for security gateway/firewall.

	Solution#13
	Unassigned
	All (NOTE 1)
	YES
	YES
	This solution is not pursued further as it is not suitable for RAN NEs. For core NEs SBA can be used instead of the HTTP(s) web server/client implementation proposed in this solution.

	Solution#14
	Fixed
	All (NOTE 1)
	NO
	YES
	This solution is not pursued further. 
May not be suitable for KI#1 (inter-domain), as (D)TLS handshake cannot be done E2E between endpoints due to the presence of security gateway/Firewall in the path.

	Solution#15
	Fixed
	All (NOTE 1)
	NO
	YES
	This solution is not pursued further.
May not be suitable for KI#1 (inter-domain), as (D)TLS handshake cannot be done E2E between endpoints due to the presence of security gateway/Firewall in the path.

	NOTE 1:	The solution is applicable to TCP, UDP, SCTP and DCCP transport layer protocols (currently 3GPP apps do not use DCCP).
NOTE 2:	Solutions that are marked as applicable for inter-domain interfaces may not necessarily imply that it is suitable for any new inter-domain interface defined by 3GPP, due to limitations and additional constraints/requirements identified during the interface design.
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