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	Reason for change:
	3GPP TS 29.510 allows an SCP to register access information in its NF profile, e.g.:

- address domains
- ipv4 addresses
- ipv6 prefixes (ranges)
- served NF sets
- remote PLMNs
However, it is not specified how the NRF shall handle the query parameter with respective to the above information, when the attributes are absent, i.e. not explicitly registered by an SCP.
From NF discovery with query parameter perspective, there are two possible meaning of absence of corresponding attribute:
1. "not serve any", which results the query parameter as “not match”; or
2. "serve all", which results the query parameter as “matched”.
From O&M perspective, "serve all" interpretatoin are more practical, e.g. when a SCP can serve any domain, IP address, NF-Set, etc.,  it’s not necessary to configure specific attributes, especially the NF-Set may be a large list to configure and  may need updated dynamically if NF sets are added or removed.
However, for attribute ‘remotePlmnList', we believe “not matching” is more suitable, i.e. the SCP could reach only remote PLMNs explicitly configured.
This CR proposed to indicate “serve all” for “address domains”, “ipv4 ranges”, “ipv6 ranges” and “served NF sets” IEs; and “serve none” to “remote PLMNs”.


	
	

	Summary of change:
	1/ Clarify the meaning of absence for IEs in ScpInfo data type.


	
	

	Consequences if not approved:
	Ambiguity in specification, cause interoperability issue in multi-vendor deployments.
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	This CR does not require version update on OpenAPI files.


	
	

	This CR's revision history:
	Rev1:

1/ Revert changes on query parameters

2/ Clarify the indication of absence for ScpInfo IE attributes.
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[bookmark: _Toc36460197][bookmark: _Toc42883293][bookmark: _Toc49733161][bookmark: _Toc56685018][bookmark: _Toc58585048]6.1.6.2.65	Type: ScpInfo
Table 6.1.6.2.65-1: Definition of type ScpInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	scpDomainInfoList
	map(ScpDomainInfo)
	O
	1..N
	SCP domain specific information of the SCP that differs from the common information in NFProfile data type. The key of the map shall be the string identifying an SCP domain. 

	scpPrefix
	string
	O
	0..1
	Optional deployment specific string used to construct the apiRoot of the next hop SCP, as described in clause 6.10 of 3GPP TS 29.500 [4].

	scpPorts
	map(integer)
	C
	1..N
	SCP port number(s) for HTTP and/or HTTPS
(NOTE)

This attribute shall be present if the SCP uses non-default HTTP and/or HTTPS ports and if the SCP does not provision port information within ScpDomainInfo for each SCP domain it belongs to.

When present, it shall contain the HTTP and/or HTTPS ports.

The key of the map shall be "http" or "https".
The value shall indicate the port number for HTTP or HTTPS respectively.
Minimum: 0 Maximum: 65535
 

	addressDomains
	array(string)
	O
	1..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the address domain names reachable through the SCP.

Absence of this IE indicates the SCP can reach any address domain names in the SCP domain(s) it belongs to.

	ipv4Addresses
	array(Ipv4Addr)
	O
	1..N
	List of IPv4 addresses reachable through the SCP.

Absence of both this IE and ipv4AddrRanges IE indicates the SCP can reach any IPv4 addresses in the SCP domain(s) it belongs to.

	ipv6Prefixes
	array(Ipv6Prefix)
	O
	1..N
	List of IPv6 prefixes reachable through the SCP.

Absence of both this IE and ipv6PrefixRanges IE indicates the SCP can reach any IPv6 prefixes in the SCP domain(s) it belongs to.

	ipv4AddrRanges
	array(Ipv4AddressRange)
	O
	1..N
	List of IPv4 addresses ranges reachable through the SCP.

Absence of both this IE and ipv4Addresses IE indicates the SCP can reach any IPv4 addresses in the SCP domain(s) it belongs to.

	ipv6PrefixRanges
	array(Ipv6PrefixRange)
	O
	1..N
	List of IPv6 prefixes ranges reachable through the SCP.

Absence of both this IE and ipv6Prefixes IE indicates the SCP can reach any IPv6 prefixes in the SCP domain(s) it belongs to.

	servedNfSetIdList
	array(NfSetId)
	O
	1..N
	List of NF set ID of NFs served by the SCP.

Absence of this IE indicates the SCP can reach any NF set in the SCP domain(s) it belongs to.

	remotePlmnList
	array(PlmnId)
	O
	1..N
	List of remote PLMNs reachable through the SCP. 

Absence of this IE indicates that no remote PLMN is reachable through the SCP.

	NOTE:	If no SCP port information is present in ScpInfo or in ScpDomainInfo for a specific SCP domain, the HTTP client shall use the default HTTP port number, i.e. TCP port 80 for "http" URIs or TCP port 443 for "https" URIs as specified in IETF RFC 7540 [9] when sending a request to the SCP within the specific SCP domain.



* * * End of Changes * * * *


