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	Reason for change:
	In indirect communication, request messages may be forwarded through multiple SCPs. If one of the SCPs is configured incorrectly or processes abnormally, some request messages may be relayed in loop path.

In roaming scenario, request messages are forwarded between more than two SEPPs with different PLMNs. Dead looping may also be happened due to incorrect configuration or abnormal process in one SEPP.

This CR proposes to use the Via header to detect the message looping.
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	Proposes to use the Via header to detect the message looping.
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6.10.10	Detection and handling of loop path when relaying message with indirect communication or across PLMNs
6.10.10.1	General
In indirect communication, request messages may be forwarded through multiple SCPs. If one of the SCPs is configured incorrectly or processes abnormally, some request messages may be relayed in loop path.
In roaming scenario, request messages may be forwarded across PLMNs between at least two SEPPs. Dead looping may also be happened due to incorrect configuration or abnormal process in one SEPP.
6.10.10.2	Void

6.10.10.3	Usage of Via header
The Via header shall be inserted by HTTP proxies when relaying an HTTP message (see clause 5.2.2.2). When the SCP or SEPP receiving a request message, the loop path is detected if the SCP or SEPP' own FQDN is included in the Via headers received. The SCP or SEPP shall reject the request with the HTTP status code "400 Bad Request" and the protocol error "MSG_LOOP_DETECTED".
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