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* * * First Change * * * *
[bookmark: _Toc34227052][bookmark: _Toc34749767][bookmark: _Toc34750327][bookmark: _Toc34750517][bookmark: _Toc35940923][bookmark: _Toc35937356][bookmark: _Toc36463750][bookmark: _Toc43131681][bookmark: _Toc45032516][bookmark: _Toc49782210][bookmark: _Toc51873646][bookmark: _Toc57209132][bookmark: _Toc58588475]6.1.2.4.2	Record
The Record is encoded as an HTTP multipart message with the multipart/mixed content-type as described in IETF RFC 2046 [21].
The boundary parameter is used to delimit each part (Start of parts to RecordMeta, RecordMeta to Block, Block to Block and Block to End of parts) and shall be set to a value as in accordance with IETF  RFC 2046 [21].
The RecordMeta part shall be the first part, and shall always be present. It shall include a Content-ID header set to a "world-unique" value (see IETF RFC 2045 [20]), the Content-Type (see IETF RFC 2045 [20]) header set to "application/json" and include JSON content for the RecordMeta.
Zero or more Block parts may follow the RecordMeta Part. For each Block part in the HTTP multipart/mixed message, the Block part shall include a Content-ID header identifying the Block with the value of the blockId, which shall be a "world-unique" value (see IETF RFC 2045 [20]), a Content-Type (see IETF RFC 2045 [20]) header indicating the MIME type of the Block (any value), e.g. application/octet-stream, application/json or another applicable MIME type and the Content-Transfer-Encoding (see IETF RFC 2045 [20]) header with an appropriate value.
[bookmark: _Toc34227053][bookmark: _Toc34749768][bookmark: _Toc34750328][bookmark: _Toc34750518][bookmark: _Toc35940924][bookmark: _Toc35937357][bookmark: _Toc36463751][bookmark: _Toc43131682][bookmark: _Toc45032517][bookmark: _Toc49782211][bookmark: _Toc51873647][bookmark: _Toc57209133][bookmark: _Toc58588476]* * * Next Change * * * *
6.1.2.4.3	BlockCollection
The Record is encoded as an HTTP multipart message with the multipart/parallel content-type as described in IETF RFC 2046 [21].
The boundary parameter is used to delimit each part (Start of parts to Block, Block to Block and Block to End of parts) and shall be set to a value as in accordance with IETF  RFC 2046 [21].
For the BlockCollection, zero or more Block parts may be included. For each Block part in the HTTP multipart/parallel message, the Block part shall include a Content-ID header identifying the Block with the value of the blockId, which shall be a "world-unique" value (see IETF RFC 2045 [20]), a Content-Type header indicating the MIME type of the Block (any value) e.g. application/octet-stream, application/json or another applicable MIME type and the Content-Transfer-Encoding (see IETF RFC 2045 [20]) header with an appropriate value.
[bookmark: _Toc43131683][bookmark: _Toc45032518][bookmark: _Toc49782212][bookmark: _Toc51873648][bookmark: _Toc57209134][bookmark: _Toc58588477]* * * Next Change * * * *
6.1.2.4.4	RecordNotification
The RecordNotification is encoded as an HTTP multipart message with the multipart/mixed content-type as described in IETF RFC 2046 [21].
The boundary parameter is used to delimit each part (Start of parts to RecordNotification, RecordNotification to RecordMeta, RecordMeta to Block, Block to Block and Block to End of parts) and shall be set to a value in accordance with IETF  RFC 2046 [21].
The RecordNotification shall be the first part, and shall always be present. It shall include a Content-ID header set to a "world-unique" value (see IETF RFC 2045 [20]), the Content-Type (see IETF RFC 2045 [20]) header set to "application/json" and include JSON content for the NotificationDescription.
The RecordMeta part shall be the second part, and shall always be present. It shall include a Content-ID header set to a "world-unique" value (see IETF RFC 2045 [20]), the Content-Type (see IETF RFC 2045 [20]) header set to "application/json" and include JSON content for the RecordMeta.
Zero or more Block parts may follow the RecordMeta Part. For each Block part in the HTTP multipart/mixed message, the Block part shall include a Content-ID header identifying the Block with the value of the blockId, which shall be a "world-unique" value (see IETF RFC 2045 [20]), a Content-Type (see IETF RFC 2045 [20]) header indicating the MIME type of the Block (any value), e.g. application/octet-stream, application/json or another applicable MIME type and the Content-Transfer-Encoding (see IETF RFC 2045 [20]) header with an appropriate value.
* * * End of Changes * * * *

