

	
3GPP TSG-CT WG4 Meeting #102-e	C4-211207
E-Meeting, 24th Feb – 05th Mar 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.334
	CR
	0175
	rev
	-
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Reference update: RFC 8858 and RFC 8865

	
	

	Source to WG:
	Ericsson, Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	TEI14, WebRTCH248DC
	
	Date:
	2021-02-01

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	IETF draft-ietf-mmusic-mux-exclusive has now been published as RFC 8858 and IETF draft-ietf-mmusic-t140-usage-data-channel has now been published as RFC 8865.
Therefore the specification requires updating to the published versions.

A number of editorial changes were implemented in draft-ietf-mmusic-mux-exclusive-12 before it was published as RFC 8858 (e.g. title was changed), but there are no technical changes between the referenced draft version -12 and RFC 8858.

A number of editorial changes were implemented in draft-ietf-mmusic-t140-usage-data-channel-14 before it was published as RFC 8865 (e.g. title was changed), but there are no technical changes between the referenced draft version -14 and RFC 8865.

	
	

	Summary of change:
	IETF draft-ietf-mmusic-mux-exclusive is replaced with RFC 8858 and IETF draft-ietf-mmusic-t140-usage-data-channel is replaced with RFC 8865.

	
	

	Consequences if not approved:
	3GPP specification is not aligned with IETF and will continue to refer to draft versions that are formally not available, leading to potential interoperability problems.

	
	

	Clauses affected:
	2, 5.9.2, 5.20.1, 5.20.2.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


*******
*** First Change ***
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*** Next Change ***
[bookmark: _Toc11327325][bookmark: _Toc27251390][bookmark: _Toc57891096]5.9.2	RTP/RTCP transport multiplexing
The procedure in clause 5.9.1 describing the default case of RTP/RTCP transport non-multiplexed scenarios may be extended for the transport multiplexed mode by addition of the RTP/RTCP transport multiplexing information element to indicate to the IMS-AGW that RTP and RTCP traffic shall be multiplexed on a single port (as described in IETF RFC 5761 [60]). The RTP/RTCP transport multiplexing information element may only be sent to the IMS-AGW in combination with the RTCP handling information element with the value indicating that resources for RTCP shall be reserved. The support of these procedures is optional for the IMS ALG and the IMS-AGW. The IMS-ALG shall only use these procedures when knowing support at IMS-AGW side (e.g., via configuration management).
The usage is conditional, given by following restrictions:
1)	The transport multiplexed mode may be only supported for terminations at the access network side of the IMS-AGW.
2)	The transport multiplexed mode shall be only enabled for the local connection endpoint if agreed via SIP SDP offer/answer negotiation with the served UE using:
-	the "a=rtcp-mux" SDP attribute, see IETF RFC 5761 [60], as updated by IETF RFC 8035 [72]; and/or
-	the "a=rtcp-mux-only" SDP attribute, see IETF RFC 8858draft-ietf-mmusic-mux-exclusive [71].
NOTE 1:	Usage of an "rtcp-mux-only" attribute in an SDP answer is forbidden, see IETF RFC 8858draft-ietf-mmusic-mux-exclusive [71]. If the associated SDP answer does not contain an SDP "rtcp-mux" attribute, the offerer (the IMS ALG or the UE) needs to disable the associated RTP based media by sending a new SDP offer:
- with a zero port value associated with the SDP media description ("m=" line); or
- without associating an SDP "rtcp-mux-only" attribute with the SDP media description ("m=" line).
3)	When transport multiplexed mode is agreed with the served UE, then it may be applied in both traffic directions.
NOTE 2:	The last two conditions enforce a symmetrical usage of RTP/RTCP transport multiplexing in the related network domain (here the access network).

*** Next Change ***
[bookmark: _Toc11327376][bookmark: _Toc27251441][bookmark: _Toc57891147]5.20.1	General
The following requirements apply for a "P-CSCF enhanced for WebRTC (eP-CSCF)" and an "IMS-AGW enhanced for WebRTC (eIMS-AGW)":
-	End-to-access-edge security for RTP based media using DTLS-SRTP, clause 5.11.2.4, shall be supported.
-	End-to-access-edge security for RTP based media using DTLS-SRTP over TCP transport, clause 5.11.2.5, may be supported.
-	Interactive Connectivity Establishment (ICE), clause 5.18, shall be supported. ICE for TCP may be supported in addition to offer an alternative transport for UDP based media as specified in clause 5.18.
-	STUN Consent Freshness, clause 5.18.4, shall be supported.
-	RTP/RTCP transport multiplexing, clause 5.9.2 shall be supported.
-	Audio transcoding, clause 5.13, shall be supported. Video transcoding may be supported.
-	Transcoding to/from the Opus Audio Codec, IETF RFC 6716 [50], clause 5.13.4, should be supported.
-	Procedures for the eIMS-AGW to act as a data channel endpoint should be supported according to IETF draft ietf-rtcweb-data-channel [61], see clause 5.20.2.
-	Data channels used for WebRTC to transport MSRP as a data channel sub-protocol, i.e. MSRP data channels between the UE and the eIMS-AGW should be supported according to IETF draft-ietf-mmusic-msrp-usage-data-channel [62] and the procedures in clause 5.19.6. SCTP/DTLS/UDP should be transported as protocol stack for data channels and SCTP/DTLS/TCP may be supported.
-	Data channels used for WebRTC to transport T.140 (used for Global Text Telephony, GTT) as a data channel sub-protocol, i.e. T.140 data channels between the UE and the eIMS-AGW may be supported according to IETF RFC 8865draft-ietf-mmusic-t140-usage-data-channel [75] and the procedures in clause 5.20.2.6.
-	The media plane optimization procedures in clause 5.20.3 may be supported.

*** Next Change ***
[bookmark: _Toc11327386][bookmark: _Toc27251451][bookmark: _Toc57891157]5.20.2.6	T.140 within WebRTC data channel
T.140 (see ITU‑T Recommendation T.140 [73]) is used for Global Text Telephony (GTT). T.140 signalling can be transferred over WebRTC data channels as a data channel sub-protocol according to IETF RFC 8865draft-ietf-mmusic-t140-usage-data-channel [75]. The WebRTC data channel procedures in clause 5.20.2.2 shall apply with the modifications described in the present clause.
T.140 within a data channel is identified via the "t140" value of the "subprotocol" parameter of the SDP "a=dcmap" attribute.
T.140 transported outside the data channel in the IMS core network is identified via the "RTP/AVP" or "RTP/AVPF" value of the "proto" parameter and the "text" value of the "media" parameter of the SDP m-line, and via the "t140" MIME subtype signalled in the SDP "a=rtpmap" attribute (see IETF RFC 4103 [74]).
The eIMS-ALG shall apply the procedures in clause 5.20.2.2 to configure the eIMS-AGW for an application-aware handling of the contents within the data channel.
For the termination toward the IMS core network, the eIMS-ALG:
-	shall provision "RTP/AVP" or "RTP/AVPF" as transport and the "t140" payload type;
[bookmark: _Hlk54602622]-	shall de-encapsulate the SDP "fmtp:t140 cps" attributes, "sendrecv", "sendonly", "recvonly", "inactive", "hlang-send" and "hlang-recv" received within "a=dcsa" attributes from the served WIC;
-	shall forward those attributes within the SDP body in the corresponding SIP message sent to the IMS core network; and
-	shall provision the SDP "fmtp:t140 cps" attributes to the eIMS-AGW.
For the termination towards the WebRTC access network, the eIMS-ALG:
-	shall not include the "max-retr", "max-time" and "ordered" parameters in the "a=dcmap" SDP attribute;
-	shall encapsulate SDP "fmtp:t140 cps", "sendrecv", "sendonly", "recvonly", "inactive", "hlang-send" and "hlang-recv" attributes received from the IMS core network within "a=dcsa" attributes and forward those attributes within the SDP body in the corresponding SIP message sent to the served WIC; and
-	shall provision SDP "fmtp:t140 cps" attributes received from the IMS core network to the eIMS-AGW.
The eIMS-AGW should handle T.140 protocol layer in the following application specific manner:
-	the eIMS-AGW should detect inactivity of T.140 traffic from the served WIC and then send empty RTP packets towards the IMS core network;
-	the eIMS-AGW should buffer the T.140 payload received within incoming RTP packets from the IMS core network to correct out-of-order delivery; and
-	the eIMS-AGW should detect missing RTP packets from the IMS core network and then send new T140 blocks with "missing text marker" information to the served WIC.

*** End of Changes ***

