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Background
In Rel-16, Service Communication Proxy (SCP) is introduced as part of the Enhanced Service Based Architecture (eSBA).

To manage service access, SCP domain was introduced which consists SCPs and NFs, where any SCP in the SCP domain can directly access the NFs or other SCPs within the same SCP domain. Furthermore, an SCP can bridge SCP domains it belongs to, i.e. the SCP domains are connected, which allows a NF consumer in one SCP domain may access NF producer in another SCP domain via multiple SCP(s):



As in example above:

· NFc sends a request to NFp1 in Domain C via SCP-1, SCP-1 can directly relay the message to NFp1 as both of them belongs to Domain C;
· 
· NFc sends a request to NFp2 in Domain B via SCP-1 and it cannot directly access NFp2. to relay the message SCP-2 is inserted into the path which belongs to both Domain C and Domain B;

Both NF and SCP register the SCP domains in NRF (only one SCP domain allowed for normal NF).

Observations
ISSUE-1: Routing Path Finding:

An NFc in one SCP domain may need to access NFp in another SCP domain via multiple hops of intermediate SCPs due to the SCP domain connectivity, e.g. in below example, the NFc in Domain A needs to access NFp in Domain B via:

	SCP-1  SCP-2  SCP-3



After SCP-1 has selected (or told by NFc) to use NFp in Domain B which is not directly connected to domain A/C, SCP-1 needs to find a routing path towards NFp, then:

1. SCP-1 discovers all SCPs belongs to Domain B and get profile of SCP-3/4;

2. By analysis profiles of SCP-3/4, SCP-1 indirectly discovers Domain B is connected to domain D/E/F but not Domain A/C, based on the SCP domains included in each of the SCP profiles;

3. SCP-1 further discovers SCPs within Domain D/E/F and trying to locate whether any SCP also belongs to domain C, and finally find SCP-2 which can bridge Domain C and D.

The routing path finding is discovered step wise like browsing a tree, which is very inefficient with multiple transactions toward NRF. Each extra intermediate SCPx exponentially increases the search complexity. The more SCPs in the chain, the more difficult to find the path.

ISSUE-2: Dead Loop in Message Routing Path traversing SCP Domains

When a request message is being relayed to the target SCP domain, the routing path may be incorrectly going to dead looping, e.g. due to misconfiguration of SCPs or misbehavior of certain SCP in the chain:



If this happens, the request message will be forwarded infinitely in the network, which leads to:

· Service hanging due to the message never reaching the target NF and the HTTP client keeps waiting until long timeout;
· Exceptionally increasing the network load for relaying the dead messages;

Proposal
For ISSUE-1, considering the SCPs has registered with SCP domains in NF profiles in NRF, the NRF as the aggregation point can easily calculate the connectivity depends on the SCP domains registered and provided the information to NF consumer (i.e. SCP). It is suggested to provide a service operation on Nnrf service to allow the SCP to fetch the SCP domain routing information, as proposed in CR 0417 TS 29.510 (C4-205364);

[bookmark: _GoBack]For ISSUE-2, to help SCP to detect the dead looping in routing path, it is suggested to limit the number of SCP hops in the path, as proposed in CR 0194 TS 29.500 (C4-205357).
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