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[bookmark: _Toc19712354][bookmark: _Toc36019952]5.2.2.0	General
The MME/SGSN shall fill the Monitoring-Event-Report AVP according to the event reported as specified below. For all monitoring events, the SCEF-ID and the SCEF-Reference-ID/SCEF-Reference-ID-Ext AVPs shall be included. In addition, the event specific AVPs as listed below shall be included based on the type of event reported.
The MME/SGSN shall include the External-Identifier or the MSISDN if present in the subscription data received from the HSS.
If the MME/SGSN receives an Experimental-Result-Code set to DIAMETER_ERROR_SCEF_REFERENCE_ID_UNKNOWN within an RIA command, it shall delete the event stored for the indicated SCEF-ID and SCEF-Reference-ID/SCEF-Reference-ID-Ext (see 3GPP TS 23.007 [19]).

* * * Next Change * * * *
[bookmark: _Toc19712362][bookmark: _Toc36019960]5.2.3	Detailed Behaviour of the SCEF
When the SCEF receives a Reporting Information Request from the MME/SGSN or the IWK-SCEF and at least one of the Monitoring Event Report AVPs has a SCEF-Reference-ID/SCEF-Reference-ID-Ext not known by the SCEF, it shall reply with Experimental-Result-Code set to DIAMETER_ERROR_SCEF_REFERENCE_ID_UNKNOWN (see 3GPP TS 23.007 [19]). In that case, if the HSS had included multiple Monitoring Event Reports in the RIR command, the SCEF shall include in the Reporting Information Answer command a list of Monitoring-Event-Report-Status AVPs where the status of multiple monitoring event reports is detailed. In that AVP list, the AVPs corresponding to event reports with a successful status may be omitted by the SCEF, for efficiency.
Otherwise when the SCEF receives a Reporting-Information-Request command from the MME/SGSN or the IWK-SCEF, the SCEF shall set Result-Code to DIAMETER_SUCCESS in the Reporting-Information-Answer and shall handle it according to the procedures defined in 3GPP TS 23.682 [2].

[bookmark: _Toc19712365][bookmark: _Toc36019963]* * * Next Change * * * *
5.3.1	General
This procedure is used between the SCEF and the MME and between the SCEF and the SGSN to configure the monitoring events directly at the MME/SGSN through the T6a/b interface.
When the procedure is invoked by the SCEF, it is used for configuring the event(s):
-	the number of UEs at a given geographic location.
This procedure is mapped to the commands Configuration-Information-Request/Answer in the Diameter application specified in clause 6. The tables 5.3.1-1 and 5.3.1-2 detail the involved information elements.
Table 5.3.1-1: Configuration Information Request
	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Monitoring Event Configuration
(see  clause 6.4.2)
	Monitoring-Event-Configuration
	C
	If present, this Information Element shall contain the details of the Monitoring event(s) configured. 

	Supported Features
(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this Information Element shall contain the list of features supported by the origin host.



Table 5.3.1-2: Configuration Information Answer
	Information Element Name
	Mapping to Diameter AVP
	Cat
	Description

	Result
(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.
Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.
Experimental-Result AVP shall be used for T6a/T6b errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features
(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event Report
(see 3GPP TS 29.336 [5] clause 8.4.3)
	Monitoring-Event-Report
	C
	If an immediate report is available this information element shall contain the requested data available in the MME/SGSN.

	Monitoring Event-Configuration Status
(see 3GPP TS 29.336 [5] clause 8.4.24)
	Monitoring-Event-Config-Status
	O
	If present it shall contain the status of each monitoring event configuration identified by an SCEF-Reference-ID/SCEF-Reference-ID-Ext




[bookmark: _Toc19712366][bookmark: _Toc36019964]* * * Next Change * * * *
5.3.2	Detailed Behaviour of the MME/SGSN
Monitoring Events configuration and deletion directly at the MME/SGSN for roaming scenarios is not supported. For the non roaming cases, when the Configuration-Information-Request is received from the SCEF, the MME/SGSN shall, in the following order:
1.	Check whether the requesting SCEF is authorized to request the specified service (e.g: number of UEs at a given geographic location). If not, Experimental-Result-Code shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.
2.	If the TA / RA / ECGI location requested by the SCEF is not served by the MME/SGSN, then the MME/SGSN shall set the Experimental-Result AVP to DIAMETER_ERROR_REQUESTED_LOCATION_NOT_SERVED (5650) in the Configuration-Information-Answer.
If there is an error in any of the above steps then the MME/SGSN shall stop processing and shall return the error code specified in the respective step.
If the MME/SGSN cannot fulfil the received request for reasons not stated above, it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.
If CIR message includes multiple SCEF Reference IDs (either in SCEF-Reference-ID or in SCEF-Reference-ID-Ext AVPs) and for a SCEF- Reference- ID the monitoring events cannot be handled, the MME/SGSN shall report the failed SCEF- Reference- ID to the SCEF with an appropriate status in the Monitoring-Event-Config-Status AVP.
For the number of UEs in a geographic location monitoring event, for each SCEF-Reference-ID/SCEF-Reference-ID-Ext that the MME/SGSN is able to successfully process, the MME/SGSN shall
-	if filtering is not requested (i.e. IMSI-Group-Id was not present in the request) or not supported:
include in the Configuration-Information-Answer, the exact count of the number of UEs that are known to be at the requested location.
-	if filtering is requested and (i.e. IMSI-Group-Id was present in the request) and supported:
include in the Configuration-Information-Answer, the exact count of the number of UEs belonging to the provided IMSI Group that are known to be at the requested location.
If the requested location type is current location, then the MME/SGSN may activate the paging and RAN location reporting procedures (if required) before providing the response in the Configuration-Information-Answer.
If the monitoring event configuration is for a continuous monitoring (i.e. Monitoring-Duration and/or Maximum-Number-Of-Reports are set) and the deletion criteria are met (i.e. Monitoring-Duration time expired and/or Maximum-Number-Of-Reports are sent) the MME/SGSN shall locally delete the Monitoring event.


[bookmark: _Toc19712367][bookmark: _Toc36019965]* * * Next Change * * * *
5.3.3	Detailed Behaviour of the IWK-SCEF
Monitoring Events configuration and deletion directly at the MME/SGSN for roaming scenarios is not supported. Consequently the IWK-SCEF is not impacted for Monitoring Events configuration and deletion directly at the MME/SGSN from the SCEF.5.3.4	Detailed Behaviour of the SCEF
When the SCEF receives Monitoring Event Report AVP from the MME/SGSN or the IWK-SCEF in the CIA command, it shall handle it according to the procedures defined in 3GPP TS 23.682 [2].
When the SCEF receives a Monitoring Event Report AVP from the MME/SGSN with a SCEF-Reference-ID/SCEF-Reference-ID-Ext not known by the SCEF, it should discard the Monitoring Event Report received in CIA command.

[bookmark: _Toc19712369][bookmark: _Toc36019967]* * * Next Change * * * *
5.4.1	General
The MME/SGSN shall send the monitoring event configuration information to the IWK-SCEF in roaming scenarios, when the MME/SGSN receives the monitoring event configuration from the HSS. The monitoring event configuration information shall be locally consumed at the IWK-SCEF and the IWK-SCEF shall not route such requests beyond it.
This procedure is mapped to the commands Configuration-Information-Request/Answer in the Diameter application specified in clause 6. The tables 5.4.1-1 and 5.4.1-2 detail the involved information elements.
Table 5.4.1-1: Configuration-Information-Request
	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Monitoring Event Configuration
(see 8.4.2)
	Monitoring-Event-Configuration
	C
	If present, this Information Element shall contain the details of Monitoring event(s). 

	Monitoring Event Report
(see 8.4.3)
	Monitoring-Event-Report
	C
	If an immediate report is available this information element shall contain the event reported by the MME/SGSN. The IWK-SCEF may normalize the event report and return it in the Configuration-Information-Answer.

	Supported Features
(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this Information Element shall contain the list of features supported by the origin host.



Table 5.4.1-2: Configuration-Information-Answer
	Information Element Name
	Mapping to Diameter AVP
	Cat
	Description

	Result
(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.
Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.
Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features
(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event-Configuration Status
(see 3GPP TS 29.336 [5] clause 8.4.24)
	Monitoring-Event-Config-Status
	O
	If present it shall contain the status of each monitoring event configuration identified by an SCEF-Reference-ID/SCEF-Reference-ID-Ext




[bookmark: _Toc19712370][bookmark: _Toc36019968]* * * Next Change * * * *
5.4.2	Detailed Behaviour of the IWK-SCEF
When the Configuration-Information-Request is received from the MME/SGSN, the IWK-SCEF shall, in the following order:
1.	Check whether the requesting SCEF, identified by the SCEF-ID is authorized to request the specified service at the VPLMN. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.
2.	Check whether the chargeable party for the monitoring event is authorized to be charged at the VPLMN. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.
If the monitoring event configuration also carries the monitoring event report, the IWK-SCEF checks if the immediate events reported by the MME/SGSN needs to be normalized. If yes, the IWK-SCEF shall normalize the event report as per local policies. The IWK-SCEF shall then send the normalized monitoring event report towards the SCEF as a separate Reporting-Information-Request message.
If the monitoring event configuration is for a continuous monitoring (i.e. Monitoring-Duration and/or Maximum-Number-Of-Reports are set), then the IWK-SCEF shall temporarily store the monitoring event configuration until the deletion criteria for the monitoring event configuration is met. If the deletion criteria are met, the IWK-SCEF shall delete the Monitoring event locally. The stored monitoring event configuration information shall be used during subsequent monitoring event report procedure, to generate the charging records towards the right chargeable party.
If the received SCEF Reference ID for Deletion (either in SCEF-Reference-ID-for-Deletion or in SCEF-Reference-ID-for-Deletion-Ext AVPs) does not exist, the IWK-SCEF shall set the Experimental-Result-Code to DIAMETER_ERROR_CONFIGURATION_EVENT_NON_EXISTANT (5514).
If the SCEF- Reference- ID (either in SCEF-Reference-ID or in SCEF-Reference-ID-Ext) exists and the old configuration data could not be replaced by new Configuration event data, the HSS shall set the Experimental-Result-Code to DIAMETER_ERROR_CONFIGURATION_EVENT_STORAGE_NOT_SUCCESSFUL (5513).
If the IWK-SCEF cannot fulfil the received request for reasons not stated in the above, it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.
The details how to handle expiring of Monitoring events is described in 3GPP TS 23.682 [2]

[bookmark: _Toc19712436][bookmark: _Toc36020034]* * * Next Change * * * *
6.4.1	General
The following table specifies the Diameter AVPs defined for the T6a/T6b interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x00000001 should be used.
Table 6.4.1-1: T6a/T6b specific Diameter AVPs
	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Communication-Failure-Information
	4300
	6.4.4
	Grouped
	M,V
	
	
	
	No

	Cause-Type
	4301
	6.4.5
	Unsigned32
	M,V
	
	
	
	No

	S1AP-Cause
	4302
	6.4.6
	Unsigned32
	M,V
	
	
	
	No

	RANAP-Cause
	4303
	6.4.7
	Unsigned32
	M,V
	
	
	
	No

	BSSGP-Cause
	4309
	6.4.8
	Unsigned32
	M,V
	
	
	
	No

	GMM-Cause
	4304
	6.4.9
	Unsigned32
	M,V
	
	
	
	No

	SM-Cause
	4305
	6.4.10
	Unsigned32
	M,V
	
	
	
	No

	Number-Of-UE-Per-Location-Configuration
	4306
	6.4.11
	Grouped
	M,V
	
	
	
	No

	Number-Of-UE-Per-Location-Report
	4307
	6.4.12
	Grouped
	M,V
	
	
	
	No

	UE-Count
	4308
	6.4.13
	Unsigned32
	M,V
	
	
	
	No

	Connection-Action
	4314
	6.4.18
	Unsigned32
	M,V
	
	
	
	No

	Non-IP-Data
	4315
	6.4.19
	Octetstring
	M,V
	
	
	
	No

	Serving-PLMN-Rate-Control
	4310
	6.4.21
	Grouped
	M,V
	
	
	
	No

	Uplink-Rate-Limit
	4311
	6.4.23
	Unsigned32
	M,V
	
	
	
	No

	Downlink-Rate-Limit
	4312
	6.4.22
	Unsigned32
	M,V
	
	
	
	No

	Extended-PCO
	4313
	6.4.26
	OctetString
	M,V
	
	
	
	No

	SCEF-Wait-Time
	4316
	6.4.24
	Time
	M,V
	
	
	
	No

	CMR-Flags
	4317
	6.4.25
	Unsigned32
	M,V
	
	
	
	No

	RRC-Cause-Counter
	4318
	6.4.27
	Grouped
	M,V
	
	
	
	No

	Counter-Value
	4319
	6.4.28
	Unsigned32
	M,V
	
	
	
	No

	RRC-Counter-Timestamp
	4320
	6.4.29
	Time
	M,V
	
	
	
	No

	TDA-Flags
	4321
	6.4.31
	Unsigned32
	V
	
	
	M
	No

	Idle-Status-Indication
	4322
	6.4.32
	Grouped
	V
	
	
	M
	No

	Idle-Status-Timestamp
	4323
	6.4.33
	Time
	V
	
	
	M
	No

	Active-Time
	4324
	6.4.34
	Unsigned32
	V
	
	
	M
	No

	Reachability-Cause
	4325
	6.4.35
	Unsigned32
	V
	
	
	M
	No

	NOTE 1:	The AVP header bit denoted as "M" indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [32].
NOTE 2:	If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.



The following table specifies the Diameter AVPs re-used by the T6a/T6b interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within T6a/T6b.
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.4.1-2, but they may be re-used for the T6a/T6b protocol.
Table 6.4.1-2: T6a/T6b re-used Diameter AVPs
	Attribute Name
	Reference
	Comments

	Monitoring-Event-Configuration
	3GPP TS 29.336 [5]
	This AVP shall contain the monitoring event to be configured at the MME/SGSN or the IWK-SCEF. See 6.4.2.

	Monitoring-Event-Report
	3GPP TS 29.336 [5]
	This AVP shall contain the monitoring event reported by the MME/SGSN or the IWK-SCEF. See 6.4.3.

	SCEF-Reference-ID
	3GPP TS 29.336 [5]
	

	SCEF-ID
	3GPP TS 29.336 [5]
	

	SCEF-Reference-ID-for-Deletion
	3GPP TS 29.336 [5]
	

	Supported-Features
	3GPP TS 29.229 [4]
	

	Feature-List-ID
	3GPP TS 29.229 [4]
	

	Feature-List
	3GPP TS 29.229 [4]
	See 6.4.14

	OC-Supported-Features
	IETF RFC 7683 [9] 
	

	OC-OLR
	IETF RFC 7683 [9]
	

	Monitoring-Event-Config-Status
	3GPP TS 29.336 [5]
	This AVP shall contain the status of configuration of each monitoring event identified by an SCEF-ID and SCEF-Reference-ID.

	DRMP
	IETF RFC 7944 [15]
	see 6.4.15

	User-Identifier
	3GPP TS 29.336 [5]
	See 6.4.16

	Bearer-Identity
	3GPP TS 29.212 [10] 
	See 6.4.17

	Monitoring-Type
	3GPP TS 29.336 [5]
	

	Loss-Of-Connectivity-Reason
	3GPP TS 29.336 [5]
	

	Maximum-Number-of-Reports
	3GPP TS 29.336 [5]
	

	Monitoring-Duration
	3GPP TS 29.336 [5]
	

	Charged-Party
	3GPP TS 32.299 [20]
	

	UE-Reachability-Configuration
	3GPP TS 29.336 [5]
	

	Location-Information-Configuration
	3GPP TS 29.336 [5]
	

	Reachability-Information
	3GPP TS 29.336 [5]
	

	EPS-Location-Information
	3GPP TS 29.272 [16]
	

	Service-Selection
	IETF RFC 5778 [21]
	See 6.4.20

	PDN-Connection-Charging-Id
	3GPP TS 32.299 [22]
	

	Maximum-Retransmission-Time
	3GPP TS 29.338 [27]
	

	Requested-Retransmission-Time
	3GPP TS 29.338 [27]
	

	Maximum-UE-Availability-Time
	3GPP TS 29.338 [27]
	

	3GPP-Charging-Characteristics
	3GPP TS 29.061 [29]
	

	RAT-Type
	3GPP TS 29.212 [10]
	

	Terminal-Information
	3GPP TS 29.272 [16]
	See 6.4.30

	Visited-PLMN-Id
	3GPP TS 29.272 [16]
	

	Load
	IETF RFC 8583 [31]
	

	Subscribed-Periodic-RAU-TAU-Timer
	3GPP TS 29.272 [16]
	

	Monitoring-Event-Report-Status
	3GPP TS 29.336 [5]
	

	IMSI-Group-Id
	3GPP TS 29.272 [16]
	

	Reporting-Time-Stamp
	3GPP TS 29.336 [5]
	

	eDRX-Cycle-Length
	3GPP TS 29.272 [16]
	

	DL-Buffering-Suggested-Packet-Count
	3GPP TS 29.272 [16]
	

	PDN-Connectivity-Status-Report
	3GPP TS 29.336 [5]
	

	SCEF-Reference-ID-Ext
	3GPP TS 29.336 [5]
	

	SCEF-Reference-ID-for-Deletion-Ext
	3GPP TS 29.336 [5]
	



[bookmark: _Toc19712437][bookmark: _Toc36020035]* * * Next Change * * * *
6.4.2	Monitoring-Event-Configuration
The Monitoring-Event-Configuration AVP is of type Grouped. It shall contain the Monitoring event configuration related data. It is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Monitoring-Event-Configuration AVP format is specified as following:
AVP format:
Monitoring-Event-Configuration ::= <AVP header: 3122 10415>
[ SCEF-Reference-ID ]
[ SCEF-Reference-ID-Ext ]
{ SCEF-ID }
{ Monitoring-Type }
*[ SCEF-Reference-ID-for-Deletion ]
*[ SCEF-Reference-ID-for-Deletion-Ext ]
[ Maximum-Number-of-Reports ]
[ Monitoring-Duration ]
[ Charged-Party ]
[ UE-Reachability-Configuration ]
[ Location-Information-Configuration ]
*[ Number-Of-UE-Per-Location-Configuration ]
*[AVP]
[bookmark: _Toc19712438][bookmark: _Toc36020036]When the "Extended Reference IDs" feature is supported by the SCEF and MME/SGSN, the SCEF-Reference-ID-Ext and SCEF-Reference-ID-for-Deletion-Ext AVPs shall be used insted of SCEF-Reference-ID and SCEF-Reference-ID-for-Deletion respectively.

* * * Next Change * * * *
6.4.3	Monitoring-Event-Report
The Monitoring-Event-Report AVP is of type Grouped. It shall contain the Monitoring event report data. It is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Monitoring-Event-Report AVP format is specified as following:
AVP format:
Monitoring-Event-Report ::= <AVP header: 3123 10415>
{ SCEF-Reference-ID }
[ SCEF-Reference-ID-Ext ]
[ SCEF-ID ]
[ Monitoring-Type ]
[ Reachability-Information ]
[ EPS-Location-Information ]
[ Communication-Failure-Information ]
*[ Number-Of-UE-Per-Location-Report ]
[ Loss-Of-Connectivity-Reason ]
[ Visited-PLMN-Id ]
[ Idle-Status-Indication ]
[ Reporting-Time-Stamp ]
[ Maximum-UE-Availability-Time ]
*[ PDN-Connectivity-Status-Report ]
[ Reachability-Cause ]
*[AVP]
The AVPs applicable for each Monitoring-Type reported by the MME/SGSN are specified under clause 5.2.2.
When the "Extended Reference IDs" feature is supported by the SCEF and MME/SGSN, the SCEF-Reference-ID-Ext AVP shall be used insted of SCEF-Reference-ID; in such case, the required AVP "SCEF-Reference-ID" shall be included in the grouped AVP by the sender, but its content shall be discarded by the receiver.

[bookmark: _Toc19712450][bookmark: _Toc36020048]* * * Next Change * * * *
6.4.14.1	Feature-List AVP for the T6a/T6b application
The syntax of this AVP is defined in 3GPP TS 29.229 [4].
For the T6a/b application, the meaning of the bits shall be as defined in table 6.4.14.1-1 for the Feature-List-ID.
Table 6.4.14.1-1: Features of Feature-List-ID used in T6a/b
	Feature bit
	Feature
	M/O
	Description

	0
	MONTE
	O
	Configuration and reporting of monitoring events

This feature is applicable to from an SCEF with CIR/CIA command pair and the reporting of events to the SCEF with RIR/RIA command pair.

If the MME/SGSN does not support this feature, the SCEF shall not send monitoring event configurations to the HSS within CIR. 

	1
	NIDD
	O
	Support of Non-IP Data service over T6a/b

This feature is applicable to OSR/OSA, ODR/ODA and TDR/TDA command pairs.

If the SCEF does not indicate support of this feature in an OSA, the MME or SGSN may store this information and not send any further OSR commands to that SCEF.

	2
	Filtering
	O
	Filtering Number of UEs present at given location by IMSI-Group

This feature is applicable to the CIR/CIA command pair.

If the MME/SGSN does not support this feature, the SCEF shall interpret the reported number of UEs per location as not being filtered by the provided IMSI-Group-Id.

	x
	Extended Reference IDs
	O
	Extended Reference IDs

This feature is applicable for the CIR/CIA and RIR/RIA command pairs.

If the SCEF detects that the MME/SGSN does not support this feature, it shall refrain from sending CIR commands containing 64-bit long SCEF Reference IDs.

If the MME/SGSN detects that the SCEF does not support this feature, it shall refrain from sending RIR commands containing 64-bit long SCEF Reference IDs.

	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. "1".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "MONTE".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.




* * * End of Changes * * * *

