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	Reason for change:
	When indirect communication is deployed in the network, mutliple SCPs may be configured to reach a server.  Among these SCPs, a SCP may find the signaling path towards the server has failed, the SCP should be able to direct the request to the alternative SCP without relying on the redirection. Using redirection introduces extra latency for the whole signalling procedure.


	
	

	Summary of change:
	Enable SCP to direct the request message to another SCP when there is a failure between the SCP and the target NF, and if the SCP knows that another SCP can be used to reach the target NF and 3gpp-Sbi-Max-Rsp-Time has not expired.

	
	

	Consequences if not approved:
	Ambiguous requirements lead potential interoperability problems.
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[bookmark: _Toc11339834]* * * First Change * * * *
[bookmark: _Toc44847572][bookmark: _Toc51845227][bookmark: _Toc51845558]6.10.9.1	General
An HTTP request sent using indirect communication may be redirected to a different target NF service instance (from a same NF service set or NF set) and/or a different SCP.
When an HTTP server or SCP redirects an HTTP request to a different target NF service instance, the URI of the target NF service instance towards which the request is redirected shall be given by the Location header field of the 307 Temporary Redirect or 308 Permanent Redirect response. The HTTP client should then send the HTTP request towards the new target NF service instance using the same or a different SCP. Based on local policies, when appropriate (e.g. HTTP request creating a resource), the SCP may send the HTTP request towards the new target NF service instance instead of forwarding the 307/308 response to the HTTP client.
An SCP may redirect an HTTP request towards a different SCP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a ProblemDetails data structure with the cause attribute set to "SCP_REDIRECTION" and with the targetSCP attribute indicating the apiRoot of the SCP towards which the request is redirected. The HTTP client should then send the HTTP request towards the target NF service instance using the SCP indicated in the response. Alternatively, the SCP may forward the request message to another SCP when there is a failure between the SCP and the target NF, and if the SCP knows that another SCP can reach the target NF and the 3gpp-Sbi-Max-Rsp-Time included the request message has not expired.
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