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1. Introduction
This is an alternative to the solution #x5.
A new SCTP application (see IETF RFC 4960 [x5]) is specified by 3GPP and a new well-known SCTP port is allocated by IANA or 3GPP for this SCTP application.
This SCTP application is used to multiplex and de-multiplex SCTP applications over a single well-known port.
This solution is proposed as alternative to the IANA port assignment for SCTP applications.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.835 v0.1.0.

* * * First Change * * * *
[bookmark: _Toc49766770][bookmark: _Toc51229976]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	IETF IETF RFC RFC 6335: "Internet Assigned Numbers Authority (IANA) Procedures for the Management     of the Service Name and Transport Protocol Port Number Registry".
[x5]	IETF RFC 4960: "Stream Control Transmission Protocol"

* * * Next Change * * * *
6.x6	Solution#x6: SCTP Multiplexer Application
6.x6.1	General
This is an alternative to the solution #x5.
A new SCTP application (see IETF RFC 4960 [x5]) is specified by 3GPP and a new well-known SCTP port is allocated by IANA for this SCTP application. As an alternative, the SCTP port for this new application could be managed by 3GPP.
This SCTP application is used to:
-	Advertise the list of SCTP application required by a client
-	Retrieve the list of SCTP application supported by a server
-	Multiplex and de-multiplex SCTP applications over a single well-known port
The following SCTP messages are defined:
-	Required Payload Protocol ID list: This DATA chunk provides the SCTP application identifier required by the client.
-	Supported Payload Protocol ID list: This DATA chunk indicates if the required SCTP application identifier is supported and may provide the list of SCTP application identifiers supported by the server.
The messages above are used to negotiation the SCTP application that can be used between peers over SCTP.
If there is at least one application supported by both the client and the server, the SCTP peers can exchange user data related to the supported application(s).
If there is no application in common, the SCTP association is aborted. 
6.x6.2	Detailed description
The proposed solution is based on the following assumptions:
The server implements an SCTP multiplexer application that can serve multiple applications on a single well-known STCP port (allocated by IANA or managed by 3GPP).
The client is configured with the IP address of the server to contact and use the well-known STCP port associated to the SCTP multiplexer application to set up the SCTP association.
1-	The client sends an INIT signal to the SCTP server to initiate an association on the well-known STCP port associated to the SCTP multiplexer application.
2-	On receipt of the INIT signal, the SCTP server sends an INIT-ACK response to the client. This INIT-ACK signal contains a state cookie.
3-	On receipt of this INIT-ACK signal, the client sends a COOKIE-ECHO response, which just echoes the state cookie.
4-	After verifying the authenticity of the state cookie, the SCTP server then allocates the resources for the association, sends a COOKIE-ACK response acknowledging the COOKIE-ECHO signal, and the association is said ESTABLISHED.
5-	The client sends send the "Required Payload Protocol ID list" message to the SCTP server to indicate the SCTP application that it would like to carry over this SCTP association.
6-	The SCTP server checks the requested Payload Protocol Identifier.
a-	If there is the Payload Protocol Identifier is supported i.e., there is an internal process that supports the requested application, the SCTP server answers with a "Supported Payload Protocol ID list" message, including a Cause value "Success". The full list of supported Payload Protocol Identifiers may also be provided, for future use. After reception, the client can send DATA chunks to the SCTP server, each DATA chunk including the Payload Protocol Identifier of negotiated SCTP application. User data are delivered to the correct application according to the Payload Protocol Identifier.
b-	If the Payload Identifier is not supported i.e., there is no internal process that supports the requested application, the SCTP server answers with a "Supported Payload Protocol ID list" message, including a Cause value "Failure" and an ABORT chunk to close the association. The ABORT chunk may contain a User-Initiated Abort cause code (12) and a specific Upper Layer Abort Reason (e.g. "Unsupported Payload Protocol Identifier").
6.x6.3	Impacts
The solution will impact only newly defined (Rel-17 and onwards) interface applications. The solution will have no impact on legacy applications.
6.x6.4	Pros and cons
Pros:
-	Multiple SCTP applications can be run on the same port.
-	The SCTP multiplexing is done a dedicated port.
-	 The SCTP multiplexing functionality is supported by a dedicated application above SCTP, transparent to the SCTP layer.
-	Minimal administration or configuration to set the nodes up.
-	Does not rely on DNS infrastructure.
Cons:
-	An SCTP multiplexer process needs to be implemented in servers.
-	Only applicable to protocols carried over SCTP.
-	 Need for IANA port number allocation for the new SCTP application if the use of a 3GPP-managed port is not applicable.

* * * End of Changes * * * *
