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1. Overview
3GPP SA3 has completed the work item related to Authentication and Key Management for Applications (AKMA) which is a new feature to allow the UE to securely exchange data with an application server based on subscription credential(s) of 5G system, as specified in 3GPP TS 33.535.

During CT1#126e, it has been agreed in TS 24.501 CR 2794 (C1-206731) that the UE must calculate the keys needed for AKMA using the 5GS credentials and provide the needed keys to upper layers.

As a result of this agreement, the WID on "Authentication and key management for applications based on 3GPP credential in 5G" has to be revised to update the noted ME impact to “Yes”. The updated WID has been endorsed by CT1 in C1-206648 and is presented to CT4 for endorsement in C4-205456.

2. Conclusion and proposal

[bookmark: _GoBack]Considering the provided information, CT4 is kindly request to endorse the update WID on "Authentication and key management for applications based on 3GPP credential in 5G" submitted in C4-205456.
