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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *

[bookmark: _Toc51867468]5.4.2.3.2	Authentication Confirmation
Figure 5.4.2.3.2-1 shows a scenario where the NF service consumer (AUSF) confirms the occurence of a successful or unsuccessful authentication in a serving network to the UDM (see also 3GPP TS 33.501 [6] clause 6.1.4.1a). The request contains the UE's identity (supi), and information about the authentication occurrence (AuthEvent).


Figure 5.4.2.3.2-1: NF service consumer confirms UE authentication
1.	The NF service consumer sends a POST request to the resource representing the UE's authentication events. The payload body of the POST request shall contain a representation of the individual AuthEvent resource to be created. There shall be only one individual AuthEvent per UE per Serving Network identified by the supi in URI and servingNetworkName in AuthEvent.
2a.	On success, the UDM responds with "201 Created" and the "Location" header shall be present and shall contain the URI of the created resource. The NF service consumer (AUSF) shall remove the old Kausf locally after receiving the response from UDM.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned.

* * * End of Changes * * * *
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