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	Reason for change:
	For a PDU session with an I-SMF, or a Home Routed PDU session, there are scenario that V-SMF or I-SMF may not be able to deliver the message to the home SMF or SMF, or to the AMF. 

In such scenarios, the V-SMF or I-SMF shall use Application cause "NF_NOT_REACHABLE" to indicate to the HTTP client, either the AMF, or (h)SMF, that the remote NF is not reachable. 

Existing requirements enable AMF to differentiate the rejection is done by V/-SMF or (h)SMF; but the (h)SMF should be able to use the same mechanism to determine if the rejection is from AMF or from V/I-SMF.



	
	

	Summary of change:
	Document that V-SMF or I-SMF may use Application cause code "" to indicate that the remote NF is not reachable. 

	
	

	Consequences if not approved:
	The consumer would not be able to know the reason that the request is rejected; the consumer may take incorrect measure, select another I/V-SMF.
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	The contribution doesn't introduce any change to the Nsmf_PDUSession API.
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[bookmark: _Toc11339834]* * * First Change * * * *
[bookmark: _Toc25074004][bookmark: _Toc34063196][bookmark: _Toc43120181][bookmark: _Toc49768238]6.1.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
The Cause codes mapping performed by AMF between the following HTTP responses returned by the SMF services to the AMF and the 5GMM related values is specified in clause 4.3.2 of 3GPP TS 29.524 [34].
In order to enable the AMF to figure out whether a request (e.g. PDU session establishment request) fails at the V-SMF/I-SMF or at the H-SMF/SMF for a HR PDU session or a PDU session with an I-SMF:  
-	a V-SMF/I-SMF that returns an HTTP error response to the AMFthat was originated by the H-SMF/SMF shall include the remoteError attribute set to "true" in the ProblemDetails information in the HTTP error response; 
-	a V-SMF/I-SMF that originates an error to the AMF may include the remoteError attribute set to "truefalse" in the ProblemDetails information in the HTTP error response. 
For a HR PDU session or a PDU session with an I-SMF,  if the V-SMF or I-SMF needs to reject the request from the AMF or the H-SMF/SMF because the H-SMF/SMF or the AMF is not reachable respectively (even after retrying alternative endpoint addresses according to the Binding Indication when available); in such case, the V-SMF or I-SMF shall include a problemDetail data structure with the cause attribute set to "NF_NOT_REACHABLE" in the HTTP error response message. 

* * * End of Changes * * * *


