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1. Introduction
This contribution proposes to introduce a key issue to support various VPN tunnel, e.g. LT2P.
2. Proposal
It is proposed to agree the following changes to 3GPP TR29.820 v0.2.0.

*******
* * * First Change * * * *
[bookmark: _Toc42763475][bookmark: _Toc44339299]5.X	Key Issue #X: Support of VNP Tunnel
[bookmark: _Toc22552194][bookmark: _Toc22930359][bookmark: _Toc22987227][bookmark: _Toc23256813][bookmark: _Toc25353537][bookmark: _Toc25918783][bookmark: _Toc31011400][bookmark: _Toc43297398]5.X.1	Description of the use case
VPN tunnel is common technology used in various service scenarios. For example, L2TP is used by POS/ATM machine to establish secured connection with its server, or used by remote worker to connect to their enterprise network.
In legacy 4G network without CUPS, there is no significant issue found for the PGW to support VPN tunnel. The VPN support is internal logic implemented by vendors as per operator requirement. The PGW can easily get necessary parameters used for VPN tunnel (e.g. VPN server address, username , password, etc.) from local configuration or from the PCO.
In the CUPS architecture, either the CP Function or the UP Function may act as VPN client to setup VPN tunnel towards the VPN server. However, it has not discussed by standard group that which method should be used. The impacts caused by each solution shall also be investigated.
5.X.2	Key issue definition
This key issue will study the following aspects:
-	Which entity (the CP Function or the UP Function) shall take responsibility for initiating VPN tunnel establishment towards the VPN server, i.e. acting as the VPN client?
-	How to instruct the UP Function to setup VPN tunnel, if the UP Function is selected to take responsibility for VPN tunnel establishment?
* * * End of Changes * * * *

