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3GPP™ Work Item Description

Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: CT aspects for Support of Unmanned Aerial Systems Connectivity, Identification, and Tracking 
Acronym: ID_UAS-CT 
Unique identifier: 
 TBD
Potential target Release: Rel-17 
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Impacts 
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2
Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a 

	
	Feature

	X
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	ID_UAS
	SA WG2
	900014
	Support of Unmanned Aerial Systems Connectivity, Identification, and Tracking


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	810013
	 Remote Identification of Unmanned Aerial Systems
	Stage-1 work item

	880007
	Study on security aspects of Unmanned Aerial Systems (UAS)
	SA3 Stage-2 study item


Dependency on non-3GPP (draft) specification: 
ASTM F3411-19 Standard Specification for Remote ID and Tracking
3
Justification

The SA2 study item FS_ID_UAS has been completed and as a result, a number of impacts on UE, Core Network (5GC and EPC) and associated procedures for the support of UAS and aerial vehicles in the 3GPP system have been identified. A corresponding stage 2 Work Item was approved at SA#90-e in SP-200979.
These impacts are foreseen in the area of Mobility Management, Session Management, identification of UAS and aerial vehicles, and services exposed to servers outside the 3GPP system.

SA2 has agreed to create a new TS to support the integration of UAS and aerial vehicles in the 3GPP system architecture due to the strong interest in using cellular connectivity to support these specific features for UAS i.e., connectivity, identification, and tracking.
Therefore, there is a need to have a CT work item to develop the stage-3 for the normative requirements developed by SA2.

4
Objective

The stage-3 work shall be started only after the applicable normative stage-2 requirements are available. In order to specify the protocol aspects and related APIs for the stage-2 requirements agreed under the stage-2 work item UAS_ID, the objectives of the work include (non-exhaustive list):
CT1:


1) Extension of N1 and S1 NAS signalling to support UAV Identification.

2) Extension of N1 NAS signalling to support UAV authorization/authentication procedure with USS/UTM 
during Registration procedure.

3) Extension of N1 NAS signalling to support UAV authorization/authentication procedure with USS/UTM 
during PDU session establishment procedure.

4) Extension of S1 NAS signalling to support UAV authorization/authentication procedure with USS/UTM 
during PDN connection establishment procedure.

5) Extension of N1 and S1 NAS signalling to support UAV-UAVC pairing and flight authorization performed 
during PDU session establishment/modification procedures for 5GS and PDN connection 
establishment/modification procedures for EPS.
6) Extension of N1 and S1 NAS signalling to support Revocation of UAV authorization/authentication and/or UAV re-authorization/re-authentication.

7) Potential extension of N1 and S1 NAS signalling to support Revocation of UAV-UAVC pairing and flight 
authorization.

8) Potential extension of N1 and S1 NAS signalling to support interworking between EPS and 5GS.

CT3:

1) Specification of Aerial Enablement services exposed by the UAS-NF (known consumers: AF, NEF/SCEF) for following functionalities:

- UAV identification,

- UAV (re)authorization/(re)authentication,

- Revocation of UAV authorization/authentication,

- UAV-UAVC pairing and flight authorization,

- Revocation of UAV-UAVC pairing and flight authorization,

- Control of QoS and traffic filtering for user plane connectivity for C2,

- UAV location tracking for geofencing with 'request-response' model, 'subscribe-notify' model, 
and 'area of interest subscription-notify' model,


- Support for UAV location tracking for geo-caging,


- Support for unknown UAV tracking: tracking of UAVs in a target area or location in a PLMN,


- Support for policy/rule provisioning from USS/UTM for the action related to Area of Interest 
reporting.


NOTE 1:
Current NEF/SCEF services and APIs will be leveraged as much as possible.

NOTE 2: 
Geofencing mechanisms are out of scope of this work

2) Support of USS/UTM discovery and selection by UAS-NF.
CT4:


1) Support for signalling of information for UAV Identification.

2) Support for signalling of information for UAV authorization/authentication procedure with USS/UTM 
within the core network.

3) Support for signalling of information for UAV-UAVC pairing and flight authorization within the core 
network.
4) Specification of new network function UAS-NF (Unmanned Aerial System Network Function) for supporting UAV identification, UAV authorization/authentication, UAV-UAVC pairing and flight authorization.

5) Specification of 'Aerial Management services' exposed by the UAS-NF (known consumers: AMF, SMF).
6) Possible extension of policy authorization services for setting up C2 communication and/or UAV-UAVC pairing.

7) Possible extension of policy authorization services for supporting policy or rule for the action related to the Area of Interest reporting.

8) Support for signalling of information for Revocation of UAV authorization/authentication.
9) Support for signalling of information for Revocation of UAV-UAVC pairing and flight authorization.
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TS
	24.abc
	3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Control Plane Procedures for Supporting Unmanned Aerial Systems Connectivity, Identification, and Tracking; Stage 3
	TSG CT#93 (Sep. 2021)


	TSG CT#95 (March 2022)
	WG CT1

Rapporteur:

Sunghoon Kim (Qualcomm Incorporated)

sunghoon@qti.qualcomm.com


	TS
	29.abc
	3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Unmanned Aerial Systems Network Function (UAS-NF); Aerial Enablement Services; Stage 3
	TSG CT#93 (Sep. 2021)


	TSG CT#95 (March 2022)
	WG CT3

Rapporteur:

Waqar Zia

(Qualcomm Incorporated)

wzia@qti.qualcomm.com

	TS
	29.xyz
	3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Unmanned Aerial Systems Network Function (UAS-NF); Aerial Management Services; Stage 3
	TSG CT#93 (Sep. 2021)


	TSG CT#95 (March 2022)
	WG CT4

Rapporteur:

Waqar Zia

(Qualcomm Incorporated)

wzia@qti.qualcomm.com


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	24.501
	Possible update to support UAV identification, authorization/authentication, revocation, and interworking with EPS. 
	TSG CT#95 (March 2022)
	CT1

	24.301
	Possible update to support UAV identification, authorization/authentication, revocation, and interworking with 5GS.
	TSG CT#95 (March 2022)
	CT1

	24.008
	Update to add (e)PCO parameter(s) for UAV authorization/authentication, UAV-UAVC pairing, and flight authorization.
	TSG CT#95 (March 2022)
	CT1

	27.007
	Possible update to support UAV identification, authorization/authentication, and revocation
	TSG CT#95 (March 2022)
	CT1

	29.502
	Update to support UAV authorization/authentication, UAV-UAVC pairing/flight authorization, and revocation.
	TSG CT#95 (March 2022)
	CT4

	29.503
	Update to support UAV authorization/authentication
	TSG CT#95 (March 2022)
	CT4

	29.518
	Update to support UAV identification, UAV authorization/authentication, UAV-UAVC pairing/flight authorization, revocation, and UAV tracking.
	TSG CT#95 (March 2022)
	CT4

	29.571
	Possible definition of new common data types to support UAV authorization/authentication, UAV-UAVC pairing/flight authorization, and revocation
	TSG CT#95 (March 2022)
	CT4

	29.274
	Update to support UAV identification, UAV authorization/authentication, UAV-UAVC pairing/flight authorization, and revocation.
	TSG CT#95 (March 2022)
	CT4

	29.522
	Possible update to support UAV identification, authorization/authentication, revocation, and UAV tracking 
	TSG CT#95 (March 2022)
	CT3

	29.122
	Possible update to support UAV identification, authorization/authentication, revocation, and UAV tracking
	TSG CT#95 (March 2022)
	CT3

	29.512
	Update to support policy control of user plane connectivity for UAV, C2 communication, and/or UAV-UAVC pairing
	TSG CT#95 (March 2022)
	CT3

	29.513
	Update to policy control call flows related to setting up of C2 communication and/or UAV-UAVC pairing
	TSG CT#95 (March 2022)
	CT3

	29.514
	Possible update to support policy authorization for setting up C2 communication and/or UAV-UAVC pairing
	TSG CT#95 (March 2022)
	CT3

	29.561
	Possible update to support UAV third party authorization
	TSG CT#95 (March 2022)
	CT3

	29.519
	Possible update to support UAV identification, authorization/authentication, revocation, and UAV tracking.
	TSG CT#95 (March 2022)
	CT3


6
Work item Rapporteur(s)
Sunghoon Kim, Qualcomm Incorporated, (sunghoon@qti.qualcomm.com)
7
Work item leadership

CT WG1
8
Aspects that involve other WGs
Security aspects of UAS identification, authentication, and communications are to be handled in SA WG3.

9
Supporting Individual Members
	Supporting IM name

	Qualcomm Incorporated

	Verizon

	AT&T

	Lenovo

	Motorola Mobility

	China Mobile

	Samsung

	CATT

	Vodafone

	

	

	

	

	

	

	

	

	


