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1. Introduction
For Xn interface, the NG-RAN utilizes 5GC (AMF it is connected to) to determine the Transport Network Layer (TNL) address for establishing the SCTP association. The NG-RAN node is aware of the RAN Node Id to which it wishes to terminate the SCTP connection. It sends a request to the target RAN node (via the AMF) to provide the IP address to be used for SCTP association and when a response is received with the IP address information, it uses the IP address and the well-known/standardized port number to initiate SCTP association with the target RAN node.
Going forward 3GPP may not be able to standardize a port number for newly introduced application/interfaces and the port number may be dynamically assigned. Which means that the application clients need to discover the port number also for establishing the connection. This paper proposes to extend the TNL discovery mechanism used by NG-RAN to also determine the port number to be used for an SCTP association.
2. Reason for Change
New solution proposed for port number discovery by application client, when the port number is dynamically allocated at the server side.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.835.


* * * First Change * * * *
[bookmark: _Toc56624160][bookmark: _Toc57018061][bookmark: _Toc57272023][bookmark: _Toc57272128][bookmark: _Toc57272231][bookmark: _Toc57272457][bookmark: _Toc57284981][bookmark: _Toc57983629]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	IETF RFC 6335: "Internet Assigned Numbers Authority (IANA) Procedures for the Management of the Service Name and Transport Protocol Port Number Registry".
[3]	IETF RFC 7605: "Recommendations on Using Assigned Transport Port Numbers".
[4]	IETF RFC 4960: "Stream Control Transmission Protocol".
[5]	ORAN-WG3.E2GAP, "O-RAN Working Group 3 Near-Real-time RAN Intelligent Controller Architecture & E2 General Aspects and Principles".
[6]	IETF RFC 6763: "DNS-Based Service Discovery".
[7]	IETF RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)".
[8]	IETF RFC 6762: "Multicast DNS".
[9]	IETF RFC 8126: "Guidelines for Writing an IANA Considerations Clause in RFCs".
[10]	IETF RFC 1078: "TCP Port Service Multiplexer (TCPMUX)"
[x1]	3GPP TS 38.300: "NR and NG-RAN Overall Description".

* * * Next Change * * * *
[bookmark: _Toc47446716][bookmark: _Toc49766796][bookmark: _Toc51230002]6.x	Solution#x: Port number resolution using TNL address discovery mechanism
[bookmark: _Toc47446717][bookmark: _Toc49766797][bookmark: _Toc51230003]6.x.1	General
The Transport Network Layer (TNL) in the protocol stack for NG-C Signalling Bearer is based on IP transport, comprising SCTP on top of IP. If the NG-RAN node is aware of the RAN node ID of the candidate NG-RAN node but not of a TNL address suitable for SCTP connectivity, then the NG-RAN node can utilize the 5GC (an AMF it is connected to) to determine the TNL address. The Xn-C interface TNL address discovery mechanism is described in clause 15.3.4 of 3GPP TS 38.300 [x1].
The proposal here is to extend the TNL address discovery mechanism from NG-RAN for discovering the TNL addresses and port numbers to be used for SCTP connectivity.
[bookmark: _Toc47446718][bookmark: _Toc49766798][bookmark: _Toc51230004]6.x.2	Detailed description
The solution is applicable only for any new inter RAN interfaces (similar to Xn interface) that will be defined by 3GPP. The pre-requisite for the solution is that both, the NG-RAN node that is acting as the SCTP client (initiating NG-RAN) and the NG-RAN node that is acting as the SCTP server (terminating NG-RAN), are connected to the same core network node i.e. the same AMF in 5GC.
It is assumed that the NG-RAN node that is acting as a client for the SCTP connection is aware of the RAN node ID of the target NG-RAN node to which it wishes to set up the SCTP association. The initiating NG-RAN node can discover the IP address and port number of the terminating NG-RAN node as follows:
-	The initiating NG-RAN node sends the UPLINK RAN CONFIGURATION TRANSFER message to the AMF to request the IP address and port number of the target NG-RAN node, and includes relevant information such as the source and target RAN node ID;
-	The AMF relays the request by sending the DOWNLINK RAN CONFIGURATION TRANSFER message to the NG-RAN node identified by the target RAN node ID;
-	The terminating NG-RAN node responds by sending the UPLINK RAN CONFIGURATION TRANSFER message containing one or more IP addresses and corresponding port numbers to be used for SCTP connectivity with the initiating NG-RAN node, and includes other relevant information such as the source and target RAN node ID;
-	The AMF relays the response by sending the DOWNLINK RAN CONFIGURATION TRANSFER message to the initiating NG-RAN node identified by the target RAN node ID;

[bookmark: _Toc49025899][bookmark: _Toc49766799][bookmark: _Toc51230005][bookmark: _Toc47446719]6.x.3	Impacts
The solution impacts only newly defined inter RAN interfaces. Although the discovery is done via the core network (e.g. AMF in 5GC), there is no impact on core network as the request/response can be sent transparently in the RAN configuration transfer message.
[bookmark: _Toc49766800][bookmark: _Toc51230006]6.x.4	Pros and cons
Pros:
-	No dependency on IANA for port allocation for new RAN interfaces
-	The existing TNL address discovery mechanism can be easily extended to support port number resolution
-	No impact on existing interfaces

Cons:
-	 Can be only used for inter RAN interfaces
-	 The solution will work only in scenarios where both initiating RAN node and terminating RAN node are connected to the same core network node (e.g. NG-RAN nodes connected to the same AMF in case of 5GC)

* * * End of Changes * * * *

