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1. Introduction
<Introduction part (optional)>
2. Reason for Change
There is one FFS left for solution clarification in chapter 6.2.1. “If a SMF is added or removed to/from the SMF set, how to support the IP ranges/ prefixes re-assignment is FFS.” 
Add the corresponding solution and remove the Editor's note.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820 v0.3.0.

* * * First Change * * * *
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6.2.1.1	General
The description below is to address the solution for Key Issue#1:
The SMF deployed in SMF set supports the UE IP address/prefix allocation by SMF. Each SMF in the SMF set has an individual UE IP address/prefix list and make a record for each UE IP address/prefix to indicate whether it is available or not. The individual UE IP address/prefix list for each SMF in the SMF set is should not be the same to avoid the UE IP address/prefix allocation conflict. For the UE IP addresses/prefixes partitioning between the SMFs of an SMF set, it will depends on operator’s policy. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]The SMF allocate the available one from the individual UE IP address/prefix list by checking the usage indication. When an UE IP address/prefix have been allocated, the SMF marked this UE IP address/prefix as unavailable.
Each SMF also records all the UE IP address/prefix lists controlled by other SMFs in SMF set and dynamically make a record for each IP address/prefix to indicate whether the session using this IP address/prefix is controlled by this SMF or not. This enables SMF keep tracks of whether it is currently serving PFCP sessions with an UE IP address that is assigned to another SMF in the set, such as to be able to signal to that other SMF that the UE IP address is released when the SMF releases the PFCP session later. Then, each SMF in SMF set records the whole UE IP address/prefix table which includes the individual UE IP resource part and the recorded UE IP resource part.
6.2.1.2	SMF recover
The SMF broadcasts the recovery message towards all other SMFs in SMF set after recover from a failure. Upon receiving the recovery message, other SMFs share the maintained IP address/prefix list with usage indication records. The recovered SMF can make the record for its individual UE IP address/prefix list to indicate whether it is available or not according to these shared information. The other SMFs may redirect some of the PFCP sessions back to the recovered SMF which originally created these PFCP sessions. The session redirection can be triggered by other mechanism like SMF set load balance.
6.2.1.3	Session release
The SMF broadcasts the available UE IP address(es)/prefix(s) message towards all the SMFs in SMF set in case these UE IP address(es)/prefix(s) is released and they are not belonging to its individual UE IP address/prefix list. The SMF which originally allocate these UE IP address(es)/prefix(s) will change the usage indicator to available again. If the SMF is failed, other SMFs in the SMF set cannot reuse the UE IP addresses that were still available in the failed SMF.
6.2.1.4	SMF added/removed to/from SMF set
6.2.1.4.1	General
If SMF(s) added/removed to/from the SMF set, the UE IP address/prefix resource will be re-assigned depends on operator’s policy. Each SMF will get the new UE IP address/prefix table which is different from the old one.
The UE IP address/prefix resource re-assignment can be done by local configuration or directly controlled by external entity.
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In local configuration case, some UE IP address(es)/prefix(es) originally controlled by one SMF might be partitioned to another SMF within the same SMF set. The SMFs in SMF set should coordinate with each other in order to synchronize the UE IP address/prefix usage status. Two possible scenarios are list as below.
-	UE IP address(es)/prefix(es) re-assigned to another target SMF but originally controlled by a removed SMF.
-	UE IP address(es)/prefix(es) re-assigned to another target SMF but originally controlled by a SMF in SMF set.
Editor's note:	Whether there is any impact over N4 interface as well as all the existing PFCP sessions and whether there is any requirement for surrounding entities to do something is FFS.
For the UE IP address(es)/prefix(es) originally controlled by one SMF which is removed from the SMF set but re-assigned to another target SMF, the target SMF shall broadcasts these UE IP address(es)/prefix(es) towards all the other SMFs in SMF set. other SMFs share the maintained IP address/prefix list with usage indication records. The target SMF can make the record for these individual UE IP address(es)/prefix(es) to indicate whether it is available or not according to these shared information. Optionally, the target SMF requires session redirection according to local policy which can be implementation specific.
For the UE IP address(es)/prefix(es) originally controlled by one SMF but re-assigned to another target SMF, the original SMF shall send all these UE IP address(es)/prefix(es) with the recorded usage indicator value to the target SMF and will not choose any available one from these IP resource when new IP allocation requirement raised. The target SMF will update the usage indicator value(s) accordingly and send a confirmation message back after receiving the information from original SMF. After receiving the confirmation message from target SMF, the original SMF shall change the UE IP address/prefix usage indicator value to available if the corresponding session is not controlled by the original SMF.
6.2.1.4.3	Solution based on directly controlled by external entity
In the external entity controlled case, e.g. an OAM is implemented to re-assignment the UE IP address/prefix table for the SMF in the SMF set:
When a new SMF is to be added to the SMF set, the OAM could require the current SMFs in the SMF set to report their available UE IP address/prefix. The current SMFs in the SMF set should report their available UE IP address/prefix to the OAM (NOTE 1) and isolate or remove these UE IP address/prefix from their IP address pool. Upon receiving these UE IP address/prefix, OAM selects certain UE IP address/prefix based on its configuration or operator’s policy, and assigns them to the new SMF. The OAM should subsequently assign the remaining UE IP address/prefix back to the current SMFs in the SMF set (NOTE 2). Upon receiving, the current SMFs in the SMF set should update their IP address pool respectively. 
NOTE 1:  In order to prevent SMF having no available IP address to allocate for new session after it reporting its available UE IP address/prefix to the OAM (before OAM assigning the remaining UE IP address/prefix back to this SMF), SMF may decide to report only part of its available UE IP address/prefix to the OAM according to its configuration or the policy issued by the OAM.
NOTE 2:  In order to avoid disrupting the SMF's’ IP address pool planning in the SMF set, OAM should try to assign the remaining available UE IP address/prefix reported by certain SMF back to this SMF.
When a current SMF is to be removed from the SMF set, the OAM should require this SMF to report all of its UE IP address/prefix. In particular, if the UE IP addresses /prefixes of this SMF were assigned by the OAM previously and the OAM holds the relevant records, the OAM can also directly read the records and confirm the available UE IP address/prefix. The OAM could keep these UE IP address/prefix on its own for the time being or assign these UE IP address/prefix to certain SMFs in the SMF set, based on its configurations or operator’s policy. If the OAM assigns these UE IP address/prefix to certain SMFs in the SMF set, the relevant SMFs in the SMF set should update their IP address pool respectively.
Editor's note:	If a SMF is added or removed to/from the SMF set, how to support the IP ranges/ prefixes re-assignment is FFS.

* * * End of Changes * * * *

