	
3GPP TSG-CT WG4 Meeting #101-bis-e	C4-210155
[bookmark: _GoBack]E-Meeting, 25th – 29th January 2021														   was C4-210062

Source:	ZTE
Title:	Key Issue of Tethering Control
Spec:	3GPP TR29.820
Agenda item:	6.1.3 / BEPoP
Document for:	Approval

1. Introduction
This contribution proposes to introduce a key issue to support tethering control, e.g. detection and reporting of tethering, and applying limitation to tethering.
2. Proposal
It is proposed to agree the following changes to 3GPP TR29.820 v0.3.0.

*******
* * * First Change * * * *
[bookmark: _Toc42763475][bookmark: _Toc44339299]5.X	Key Issue #X: Tethering Control
[bookmark: _Toc22552194][bookmark: _Toc22930359][bookmark: _Toc22987227][bookmark: _Toc23256813][bookmark: _Toc25353537][bookmark: _Toc25918783][bookmark: _Toc31011400][bookmark: _Toc43297398]5.X.1	Description of the use case
Tethering is the term used for broadcasting the mobile’s signal as a WIFI network, then hooking a laptop or any other WIFI enabled device up to it to connect to the internet. It’s sometimes referred to as a mobile hotspot, personal hotspot, portable hotspot or WIFI hotspot.
From operator’s perspective, tethering should be allowed without immoderate use of it. For example, an operator may offer unlimited or large volume data service to its customers, but it may not expect such data service to be used in 4G/5G routers to provide immoderate WIFI spot. 
To control the tethering behaviour, operators may potentially have the following requirements:
-	enable or disable of tethering for a PDU session over N4 interface;
-	request the UP Function to detect and report of tethering;
-	restrict immoderate tethering, e.g. limit the number of tethered devices, or limit the UL/DL bitrate in case of tethering is detected;
-	separate the QoS control for the traffic of master device and traffic of tethered devices;
-	perform statistic and analytic on tethering behaviour, e.g. so as to improve operator’s data service contract;
Before control plane and user plane separation, tethering control is normally implemented by vendors in the PGW as per operator’s demand. But after control plane and user plane separation, it is difficult to provide tethering control especially in the case where CP Functions and UP Functions are from different vendors.
In order to support the operator requirements above, e.g. limit immoderate tethering or make differentiated QoS control for tethered traffic, it shall give operators the possibility to detect and control the tethering under CUPS architecture.
5.X.2	Key issue definition
This key issue will study the following aspects:
-	How to enable/disable the use of tethering for a PDU session over N4 interface; 
-	How to instruct the UP Function to start/stop tethering detection and report tethering detection result;
-	How to limit tethering for a specific service user if tethering is detected.
Editor’s Note:	The above list is dependent on SA2 feedback on tethering requirements.
* * * End of Changes * * * *

