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1. Introduction
This contribution provides a solution for Tethering control, e.g. tethering detection and report.
2. Proposal
It is proposed to agree the following changes to 3GPP TR29.820 v0.3.0.

*******
* * * First Change * * * *
6.X	Solution #X: Tethering Detection and Reporting
6.X.1	Description
Tethering is commonly supported by various mobiles and wildly used by mobile users. Although tethering is normally allowed by mobile network operators, immoderate use of tethering is still not expected (or may be prohibited) by an operator. For example, the operator may want to detect the use of tethering for unlimited data service users, and if necessary applying tethering limitation for the corresponding PDU sessions.
To support the tethering control, the CP Function shall:
-	Carry an indication to the UP Function to start tethering detection, in the PFCP Session Establishment / Modification Request message;
-	Providing tethering limitation instruction (e.g. tethering is prohibited or not, maximum number of tethered devices, etc.) to the UP Function, in the PFCP Session Establishment / Modification Request message;
Upon instruction from the CP Function, the UP Function shall:
-	Start tethering detection for a given UE and a given PDU session;
-	Report tethering detection result to the CP Function, e.g. in PFCP Session Report message;
-	If tethering limitation is instructed, perform tethering control. For example:
-	stop data transmission if tethering is not allowed, and report it to the CP Function;
-	limit the data transmission if it reaches the maximum number of tethered devices, or report the status of tethering to the CP Function;
How to detect the tethering and deduce the number of tethered devices at the UP Function is implementation specific. For example, the UP Function can check whether there are different TTL values from IP packets belonging to the same PFCP session to judge if there are tethered devices behind the UE corresponding to the PFCP session. The UP Function may use xDPI to check the number of tethered devices, e.g. by checking the TCP timestamp, web browser types, device types, etc.   
6.X.2	Impacts on services, entities and interfaces
The Sx/N4 interface needs to be enhanced to instruct the UP Function to perform tethering detection and report the detection result, and possible indicate the UP Function to perform specific control for tethering.
6.X.3	Pros
Provide a mechanism to support the requirements from operators on tethering control. 
6.X.4	Cons
[bookmark: _GoBack]Updates to the Sx/N4 interfaces are needed. Tethering detection and control introduces some complexity to the functionalities of UP Function. 
* * * End of Changes * * * *

